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ABSTRACT

My seminar topic is “ZigBee”. ZigBee is a new wireless technology developed by the ZigBee Alliance to overcome the limitations of BLUETOOTH and Wi-Fi. ZigBee is developed on the top of IEEE 802.15.4 standard. It is designed for low-power consumption allowing batteries to essentially last forever.Though we have couple of methods for multimedia applications, till now nothing has been developed for sensor networking and control machines which require longer battery life and continuous working without human intervention. ZigBee devices allow batteries to last up to years using primary cells (low cost) without any chargers (low cost and easy installation).
The ZigBee standard provides network, security, and application support services operating on top of the IEEE 802.15.4.IEEE 802.15.4 standard has two basic layers medium Access Control (MAC) and Physical Layer (PHY) wireless standard. The network layer supports various topologies such star, clustered tree topology and self healing mesh topology. Apart from easy installation and easy implementation ZigBee has a wide application area such as home networking, industrial networking, many more having different profiles specified for each field. The upcoming of ZigBee will revolutionize the home networking and rest of the wireless world.













Introduction:
ZigBee is an established set of specifications for wireless personal area networking (WPAN), i.e. digital radio connections between computers and related devices.
WPAN Low Rate or ZigBee provides specifications for devices that have low data rates, consume very low power and are thus characterized by long battery life. ZigBee makes possible completely networked homes where all devices are able to communicate and be controlled by a single unit.
ZigBee is a low-cost, low-power, wireless mesh networking standard. First, the low cost allows the technology to be widely deployed in wireless control and monitoring applications. Second, the low power-usage allows longer life with smaller batteries. Third, the mesh networking provides high reliability and more extensive range.
ZigBee is designed for wireless controls and sensors. It could be built into just about anything you have around your home or office, including lights,switches, doors and appliances. These devices can then interact without wires, and you can control them all . . . from a remote control or even your mobile phone.Although ZigBee's underlying radio-communication technology isn't revolutionary, it goes well beyond single-purpose wireless devices, such as garage door openers and "The Clapper" that turns light on and off. It allows wireless two-way communications between lights and switches, thermostats and furnaces, hotel-room air-conditioners and the front desk, and central command posts. It travels across greater distances and handles many sensors that can be linked to perform different tasks.
Zigbee Alliance
The ZigBee Alliance is an association of companies working together to enable reliable, cost-effective, and low-power wirelessly networked monitoring and control products based on an open global standard. 

Origin of ZigBee name
The name of the brand is originated with reference to the behaviour of honey bees after their return to the beehive.



Zigbee characteristics
The focus of network applications under the IEEE 802.15.4 / ZigBee standard include the features of low power consumption, needed for only two major modes (Tx/Rx or Sleep), high density of nodes per network, low costs and simple implementation. These features are enabled by the following characteristics (technical data from ZigBee: 'Wireless Control That Simply Works') :
•  2.4GHz and 868/915 MHz dual PHY modes. This represents three license-free bands: 2.4-2.4835 GHz, 868-870 MHz and 902-928 MHz. The number of channels allotted to each frequency band is fixed at sixteen (numbered 11-26), one (numbered 0) and ten (numbered 1-10) respectively. The higher frequency band is applicable worldwide, and the lower band in the areas of North America, Europe, Australia and New Zealand .
•  Low power consumption, with battery life ranging from months to years. Considering the number of devices with remotes in use at present, it is easy to see that more numbers of batteries need to be provisioned every so often, entailing regular (as well as timely), recurring expenditure. In the ZigBee standard, longer battery life is achievable by either of two means: continuous network connection and slow but sure battery drain, or intermittent connection and even slower battery drain.
•  Maximum data rates allowed for each of these frequency bands are fixed as 250 kbps @2.4 GHz, 40 kbps @ 915 MHz, and 20 kbps @868 MHz.                                              •  High throughput and low latency for low duty-cycle applications (<0.1%)                    •  Channel access using Carrier Sense Multiple Access with Collision Avoidance (CSMA - CA)                                                                                                                       •  Addressing space of up to 64 bit IEEE address devices, 65,535 networks                              •  50m typical range                                                                                                             •  Fully reliable “hand-shaked” data transfer protocol.                                                                      •  Different topologies as illustrated below: star, peer-to-peer, mesh

· Band – 868, 902-928MHz, and 2.4GHz
· Topology – Ad-hoc, Star, Point to Point, Mesh
· Data Rate – 20/40Kb/s and 250Kb/s
· Power Consumption – Very Low
· Range – 10-100+ meters
· Security – very high; AES-128 level encryption
· Size – up to 64K nodes in a single logical network

Device Types
There are three different ZigBee device types .These devices have 64-bit IEEE addresses, with option to enable shorter addresses to reduce packet size, and work in either of two addressing modes – star and peer-to-peer.
1. The ZigBee(PAN) coordinator node : 
There is one, and only one, ZigBee coordinator in each network to act as the router to other networks, and can be likened to the root of a (network) tree. It is designed to store information about the network.
2. The full function device FFD : 
The FFD is an intermediary router transmitting data from other devices. It needs lesser memory than the ZigBee coordinator node, and entails lesser manufacturing costs. It can operate in all topologies and can act as a coordinator.
3. The reduced function device RFD : 
This device is just capable of talking in the network; it cannot relay data from other devices. Requiring even less memory, (no flash, very little ROM and RAM), an RFD will thus be cheaper than an FFD. This device talks only to a network coordinator and can be implemented very simply in star topology.

Network Topologies



[image: ]
 Star Topology

In the star topology, the communication is established between devices and a single central controller, called the PAN coordinator. The PAN coordinator may be mains powered while the devices will most likely be battery powered. 

Mesh Topology

In a mesh topology, the ZigBee coordinator is responsible for starting the network and for choosing key network parameters, but the network may be extended through the use of ZigBee routers. The routing algorithm uses a request-response protocol to eliminate suboptimal routing. Ultimate network size can reach 264 nodes. Using local addressing, you can configure simple networks of more than 65,000 (216) nodes, thereby reducing address overhead.

Cluster-tree Topology

Cluster-tree network is a special case of a peer-to-peer network in which most devices are FFDs and an RFD may connect to a cluster-tree network as a leave node at the end of a branch. 

Architecture
A LR-WPAN is a simple, low-cost communication network that allows wireless
connectivity in applications with limited power and relaxed throughput requirements. The main objectives of an LR-WPAN are ease of installation, reliable data transfer, shortrange operation, extremely low cost, and a reasonable battery life, while maintaining a simple and flexible protocol.
The ZigBee Standard has evolved standardized sets of solutions, called ‘layers'. These layers facilitate the features that make ZigBee very attractive: low cost, easy implementation, reliable data transfer, short-range operations, very low power consumption and adequate security features. 
                                                                                                          
	 (
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Network and Application Support layer : 
The network layer permits growth of network sans high power transmitters. This layer can handle huge numbers of nodes. This level in the ZigBee architecture includes the ZigBee Device Object (ZDO), user-defined application profile(s) and the Application Support (APS) sub-layer.
The APS sub-layer's responsibilities include maintenance of tables that enable matching between two devices and communication among them, and also discovery, the aspect that identifies other devices that operate in the operating space of any device.
The responsibility of determining the nature of the device (Coordinator / FFD or RFD) in the network, commencing and replying to binding requests and ensuring a secure relationship between devices rests with the ZDO (Zigbee Define Object). The user-defined application refers to the end device that conforms to the ZigBee Standard.
Physical (PHY) layer:

The PHY service enables the transmission and reception of PHY protocol data units (PPDU) across the physical radio channel. The features of the IEEE 802.15.4 PHY physical layer are Activation and deactivation of the radio transceiver, energy detection (ED), Link quality indication (LQI), channel selection, clear channel assessment (CCA) and transmitting as well as receiving packets across the physical medium.

Media access control (MAC) layer:

The MAC service enables the transmission and reception of MAC protocol data units (MPDU) across the PHY data service. The features of MAC sub layer are beacon management, channel access, GTS management, frame validation, acknowledged frame delivery, association and disassociation.

Network Model
The functions of the Coordinator, which usually remains in the receptive mode, encompass network set-up, beacon transmission, node management, storage of node information and message routing between nodes.
The network node, however, is meant to save energy (and so ‘sleeps' for long periods) and its functions include searching for network availability, data transfer, checks for pending data and queries for data from the coordinator.
For the sake of simplicity without jeopardising robustness, this particular IEEE standard defines a quartet frame structure and a super-frame structure used optionally only by the coordinator.
[image: ]
The four frame structures are
· Beacon frame for transmission of beacons
· Data frame for all data transfers
· Acknowledgement frame for successful frame receipt confirmations
· MAC command frame
These frame structures and the coordinator's super-frame structure play critical roles in security of data and integrity in transmission.
All protocol layers contribute headers and footers to the frame structure, such that the total overheads for each data packet range are from 15 octets (for short addresses) to 31 octets (for 64-bit addresses).
The coordinator lays down the format for the super-frame for sending beacons after every 15.38 ms or/and multiples thereof, up to 252s. This interval is determined a priori and the coordinator thus enables sixteen time slots of identical width between beacons so that channel access is contention-less. Within each time slot, access is contention-based. Nonetheless, the coordinator provides as many as seven GTS (guaranteed time slots) for every beacon interval to ensure better quality.
Protocols
The protocols build on recent algorithmic research (Ad-hoc On-demand Distance Vector, neuRFon) to automatically construct a low-speed ad-hoc network of nodes. In most large network instances, the network will be a cluster of clusters. It can also form a mesh or a single cluster. The current profiles derived from the ZigBee protocols support beacon and non-beacon enabled networks.
In non-beacon-enabled networks (those whose beacon order is 15), an unslotted CSMA/CA channel access mechanism is used. In this type of network, ZigBee Routers typically have their receivers continuously active, requiring a more robust power supply. However, this allows for heterogeneous networks in which some devices receive continuously, while others only transmit when an external stimulus is detected. The typical example of a heterogeneous network is a wireless light switch. 
In beacon-enabled networks, the special network nodes called ZigBee Routers transmit periodic beacons to confirm their presence to other network nodes. Nodes may sleep between beacons, thus lowering their duty cycle and extending their battery life. 
In general, the ZigBee protocols minimize the time the radio is on so as to reduce power use. In beaconing networks, nodes only need to be active while a beacon is being transmitted. In non-beacon-enabled networks, power consumption is decidedly asymmetrical: some devices are always active, while others spend most of their time sleeping.
Security:

Security and data integrity are key benefits of the ZigBee technology. ZigBee leverages the
security model of the IEEE 802.15.4 MAC sublayer which specifies four security services:
 access control—the device maintains a list of trusted devices within the network
 data encryption, which uses symmetric key 128-bit advanced encryption standard
 frame integrity to protect data from being modified by parties without cryptographic keys
 sequential freshness to reject data frames that have been replayed—the network
controller compares the freshness value with the last known value from the device andrejects it if the freshness value has not been updated to a new value . 

Technology Comparisons

· ZigBee Protocol was developed to serve very different applications than Bluetooth and leads to tremendous optimizations in power consumption. Some of the key protocol differentiators are: 
· ZigBee: 
· Very low duty cycle, very long primary battery life, 
· Static and dynamic star and mesh networks, >65,000 nodes, with low latency available, 
· Ability to remain quiescent for long periods without communications, 
· Direct Sequence Spread Spectrum allows devices to sleep without the requirement for close synchronization. 
· Bluetooth: 
· Moderate duty cycle, secondary battery lasts same as master, 
· Very high QoS and very low, guaranteed latency, 
· Quasi-static star network up to seven clients with ability to participate in more than one network, 
· Frequency Hopping Spread Spectrum is extremely difficult to create extended networks without large synchronization cost. 	
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ZigBee Applications
ZigBee protocols are intended for use in embedded applications requiring low data rates and low power consumption. ZigBee current focus is to define a general-purpose, inexpensive, self-organizing mesh network  that can be used for industrial control, embedded sensing, medical data collection, smoke and intruder warning, building automation, home automation , etc. The resulting network will use very small amounts of power — individual devices must have a battery life of at least two years to pass ZigBee certification.

Released Specifications
· ZigBee Home Automation
· ZigBee Smart Energy 1.0
· ZigBee Telecommunication Services
· ZigBee Health Care
· ZigBee Remote Control


Typical application areas include[7]

Enterprise systems : health care and patient monitoring, environmental , Monitoring and hazard detection.

Industrial systems : remote controlled machines such as in tracking wind turbines.

Military and government systems : asset tracking, personnel monitoring and surveillance.

Transportation systems : audio control and automation, security and access control.

Consumer products :cellular handsets , computer peripherals, remote controls and other portable devices.

Climate control :customize the temperatures of ac machines or thermostats as differently needed.

Home automation : turn on or offovens, air conditioners, geysers, lights without any hassles only when needed. Also sprinkle water to plants in garden monitoring moisture content in soil.

Private Security : this also acts like a private security to monitor kids or aged even from office and alert in case of medical emergencies

ZigBee RF4CE(Radio Frequency for Consumer Electronics)
ZigBee RF4CE is designed to be deployed in a wide range of remotely-controlled audio/visual consumer electronics products, such as TVs and set-top boxes. 





CONCLUSION




The ZigBee Standard enables the broad-based deployment of reliable wireless networks with low complexity, low cost solutions and provides the ability for a product to run for years on inexpensive primary batteries (for a typical monitoring application). It is also, of course, capable of inexpensively supporting robust mesh networking technologies ZigBee is all set to provide the consumers with ultimate flexibility, mobility, and ease of use by building wireless intelligence and capabilities into every day devices. The mission of the ZigBee Working Group is to bring about the existence of a broad range of interoperable consumer devices by establishing open industry specifications for unlicensed, untethered peripheral, control and entertainment devices requiring the lowest cost and lowest power consumption communications between compliant devices anywhere in and around the home.
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