Windows Networking
Introduction:
The term networking covers a broad range of the topics and technologies. A computer network is segmented into different parts to share the data and resourced between the different computers of a network. Microsoft has released the operating systems that have the networking capabilities so Microsoft Windows 98, Microsoft Windows 2000, Windows 2003, Windows XP Professional and Windows Vista all are the network operating systems.
All these operating systems have built inn capabilities of files and printer sharing, security, network administrative control, protocols support such as TCP/IP, NetBIOS, IPX/SPX and network hardware support.
File Sharing:
Being on network computer files and printer sharing is a must.You can set the sharing rights for the users and also control the shared folder access by allowing and denying permissions to specific users or groups. If you want to share the individual files, you can put the files in the same shared folder. All the files and folders in the parent shared folder will be automatically shared.

Introduction to Windows Firewall
Windows firewall is a protective layer or boundary that monitors the in and out traffic from your network and internet. The firewall is a protective and defensive boundary against the intruders and unauthorized persons.

Windows Network Security
Security a computer network should be the top priority of the network administrators, system managers and security specialists. You can secure your computer network by doing these things such as installing the updated operating system, up-to-date antivirus program, event log monitoring, encryption, group policy management, patch management, security scanners, auditing, firewall security, web application security, web content filtering and controlling the access to only the authorized users.


Windows Peer-to-Peer Networking
Windows Peer-to-Peer Networking is a developer platform to create peer-to-peer applications for computers running Windows XP with Service Pack 2, Windows XP Professional x64 Edition, Windows XP with Service Pack 1 and the Advanced Networking Pack for Windows XP, or Windows Vista™.
In a peer environment, there are no centralized servers with security databases or that can provide typical security services such as authentication and authorization. For example, in an Active Directory domain, domain controllers provide authentication services using Kerberos. In a serverless peer environment, the peers must provide their own authentication.
Troubleshooting
Networking has become an integral aspect of any computing system today—be it connecting two home computers or connecting to the Internet. Sometimes, simple network connections can lead you to dead ends, and these can be terribly frustrating!
Here are a few problems that one may encounter:

1.Not able to see other computers on the network.
2. Wake on LAN.
3. Cannot access a system.
4. System locks up after installing network card.
5. Cannot share printers or folders over the network.
6. One user can’t access network, but others can and lots more.

Yet there are solutions to all these kind of obstacles. A detailed study of Windows Networking will let us know how to resolv these conflicts.

Interesting Study:

A study of Networking in Windows is vast enough to cover in years. It provides an interesting scope to work in all spectra of Networking fields, be it Connecting through wireless lans, bluetooth, wi-fi, wi-max, routing etc. Such a branch of technology is worth to be known.







