LAN

· Collection of interconnected computers and computer equipments within a limited area (1km)

· Man spans over an area from 5 to 100 km.

· Mans use public lines to carry data.

· Transmission speed is 100mbps of more.

· Metropolitan area networks, or Manes, are large computer networks usually spanning a city. They typically use wireless infrastructure or Optical fiber connections to link their sites.

·  The IEEE 802-2001 standard describes a MAN. 
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LAYER CONCEPTS-NETWORKS
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LIFE CYCLE OF LAN

Analysis phase

· Looking into the problem and analyzing the options available for solving the problem.

· It is aimed at what the system should do and how it should it.

           Eg.(1)The students have to work with a central server in a programming lab.(2)how many students?(3)what application?(4)need a high speed connection?

Design Phase

· The purpose of this phase is to determine how the requirements of the specification are to be met.

· Should include drawings and documentation of the network.

· The overview of the s/w to be installed should be prepared.

Implementation

· This involves physical installation of LAN.

· Cables are run, soft wares are installed, Commuters and other hardwares are put in place.

·  Users are trained for using it.

 Integration and System tesing

· Testing whether the meet the specifications. resources are added more and more to test the efficiency.

· Simulated hacking and intuitions are made to test security.

Operation and maintenance.

· This phase is important .

· If the network crashes ,or security is broken, results in serious consequences.

· There should be specially trained employees to watch the operation of n/w and maintain it

ISO- OSI REFERENCE MODEL
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  Physical Layer

    Specification of voltage levels, cables, connectors, electrical access and maintenance of circuit (i.e. corresponds to the basic hardware).

    Data Link Layer

·  Transforms basic physical services to enable the transmission of units of       data called frames. 

· DDL administrates the function of physical layer.

· Error and flow control are established in the layer.

· The layer above does not have a reliable mechanism.

· It can take reliability for granted. 
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 Network

· Controls routing of data by providing an address domain, and in consequence the routing messages. 

·  This addressing is separate from the hardware which implements the network connections. i.e. specifies how addresses are assigned and how packets are forwarded from one end of the network to another.

    Transport

    Provides an interface for the upper layers to communications facilities. The presence of this layer obscures the underlying network hardware and topology from the applications. A very complex set of protocols are required for this layer!

    Session

     The protocols for this layer specify how to establish a communication session with a remote System (e.g., How to login to a remote timesharing computer). Specifications for security details such as authentication using passwords are described in this layer.

     Presentation


Layer 6 protocols specify how to represent data.


Encryption and compression

     Application Layer 


This is where the application using the network resides. Common network applications include remote login, file transfer, e-mail, and web page browsing.

Encapsulation of Data Units-TCP/IP
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· User data is prepared using an application s/w.

· Application s/w  attaches an application header which will have domain name.

· DNS service fetches the IP address passing the domain name.

· Application PDU contains the information t.wlv.ac.uk”like 

                     “RCPT   TO:Andy.Martin@scit.wlv.ac.uk”

· TCP header is added which mainly have the source and the   destination port.

· Sequence number and other fields are also present in the TCP header.

· N-PDU will have the source and destination IP.

· Finally Physical address is added but the data link layer and transmitted

DATA LINK or LINK LAYER
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· LLC protocols deals with establishing a connection oriented low level service between the peer machine.

· LAN model have additional layer called MAC which controls access to a medium, resolving the conflicts between the mutually competing machines on a LAN.

· MAC is responsible for routing the LAN.

· IEEE 802.x networks are peer-to-per networks on a shared medium.

· IEEE standards take account toplogies,access methods,transmission media and speeds.

LAN STANDARDS-THE IEEE 802 SERIES

[image: image7.wmf]
Ethernet

ETHERNET

IEEE 802.3 CSMA/CD network is called the Ethernet.
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ETHERNET FRAME
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TOKEN RING FRAME

TOKEN RING(MAC)

· Empty information frames are continuously circulated on the ring. 

· When a computer has a message to send, it inserts a token in an empty frame (this may consist of simply changing a 0 to a 1 in the token bit part of the frame) and inserts a message and a destination identifier in the frame. 

· The frame is then examined by each successive workstation. If the workstation sees that it is the destination for the message, it copies the message from the frame and changes the token back to 0. 

· When the frame gets back to the originator, it sees that the token has been changed to 0  that the message has been copied and received. It removes the message from the frame. 

· The frame continues to circulate as an "empty" frame, ready to be taken by a workstation when it has a message to send. 

TOKEN RING(IEEE 802.5)
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TOKEN RING FRAME FORMAT 

    • Start delimiter—Alerts each station of the arrival of a token (or data/command frame). This field includes signals that distinguish the byte from the rest of the frame by violating the encoding scheme used elsewhere in the frame. 

    • Access-control byte—Contains the Priority field (the most significant 3 bits) and the Reservation field (the least significant 3 bits), as well as a token bit (used to differentiate a token from a data/command frame) and a monitor bit (used by the active monitor to determine whether a frame is circling the ring endlessly). 

   •  End delimiter—Signals the end of the token or data/command frame. This field also contains bits to indicate a damaged frame and identify the frame that is the last in a logical sequence. 

    • Access-control byte—Contains the Priority field (the most significant 3 bits) and  the Reservation field (the least significant 3 bits), as well as a token bit (used to differentiate a token from a data/command frame) and a monitor bit (used by the active monitor to determine whether a frame is circling the ring endlessly). 

   • Frame-control bytes—Indicates whether the frame contains data or control information. In control frames, this byte specifies the type of control information. 

    • Destination and source addresses—Consists of two 6-byte address fields that identify the destination and source station addresses. 

    • Data—Indicates that the length of field is limited by the ring token holding time, which defines the maximum time a station can hold the token. 

    • Frame-check sequence (FCS)—Is filed by the source station with a calculated value dependent on the frame contents. The destination station recalculates the value to determine whether the frame was damaged in transit. If so, the frame is discarded

    •  Frame Status—Is a 1-byte field terminating a command/data frame. The Frame Status field includes the address-recognized indicator and frame-copied indicator. 

FDDI

· The Fiber Distributed Data Interface (FDDI) specifies a 100-Mbps token-passing, dual-ring LAN using fiber-optic cable. 

· A related copper specification, called Copper Distributed Data Interface (CDDI), has emerged to provide 100-Mbps service over copper.

· CDDI is the implementation of FDDI protocols over twisted-pair copper wire. 

· FDDI uses dual-ring architecture with traffic on each ring flowing in opposite directions (called counter-rotating). The dual rings consist of a primary and a secondary ring. During normal operation, the primary ring is used for data transmission, and the secondary ring remains idle. 

· The primary purpose of the dual rings is to provide superior reliability and robustness. 
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CONNECTOR FAILURE
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STANDARD & FAULT TOLERANCE

· FDDI was developed by the American National Standards Institute (ANSI) X3T9.5 standards committee in the mid-1980s. 

· ANSI submitted FDDI to the International Organization for Standardization (ISO), which created an international version of FDDI that is completely compatible with the ANSI standard version. 

· FDDI's primary fault-tolerant feature is the dual ring. If a station on the dual ring fails or is powered down, or if the cable is damaged, the dual ring is automatically wrapped (doubled back onto itself) into a single ring. 

· When the ring is wrapped, the dual-ring topology becomes a single-ring topology. Data continues to be transmitted on the FDDI ring without performance impact during the wrap condition. 

DAS PORT
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FDDI FRAME FORMAT
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         Preamble—Gives a unique sequence that prepares each station for an upcoming frame. 

         Start delimiter—Indicates the beginning of a frame by employing a signaling pattern that differentiates it from the rest of the frame. 

         Frame control—Indicates the size of the address fields and whether the frame contains asynchronous or synchronous data, among other control information. 

        Destination address—Contains a unicast (singular), multicast (group), or broadcast (every station) address. As with Ethernet and Token Ring addresses, FDDI destination addresses are 6 bytes long. 

        Source address—Identifies the single station that sent the frame. As with Ethernet and Token Ring addresses, FDDI source addresses are 6 bytes long. 

        Data—Contains either information destined for an upper-layer protocol or control information. 

        Frame check sequence (FCS)—Is filed by the source station with a calculated cyclic  redundancy check value dependent on frame contents (as with Token Ring and Ethernet). The destination address recalculates the value to determine whether the frame was damaged in transit. If so, the frame is discarded. 

        End delimiter—Contains unique symbols; cannot be data symbols that indicate the end of the frame. 

        Frame status—Allows the source station to determine whether the frame was recognized and copied by a receiving station.

TRADITIONAL INTERCONNECTION COMPONENTS

BRIDGES 

· A bridge is a LAN interconnection device which operates at the data link layer (layer 2) of the OSI reference model.

·  It may be used to join two LAN segments , constructing a larger LAN.

·  A bridge is able to filter traffic passing between the two LANs and may enforce a security policy separating different work groups located on each of the LANs.

·  Bridges were first specified in IEEE 802.1D (1990) and later  by ISO (in 1993).
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· The bridge could forward all frames, but then it would behave rather like a repeater. it would be much smarter if the bridge only forwarded frames which need to travel from one LAN to another.

·  The bridge need to learn which computers are connected to  which LANs.

· To learn which addresses are in use, and which ports (interfaces on the bridge) they  are closest to, the bridge observes the headers of received Ethernet frames.

·  By examining the MAC source address of each received frame, and recording the port on which it was received, the bridge may learn which addresses belong to the computers connected via each port. This is called "learning". 

· The learned addresses are stored in the an interface address table associated with each port (interface). 
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· Once this table has been setup, the bridge examines the destination address of all received frames.

· If the address is not found, bridge does not know which port to use to forward the frame, it will send it to all output ports, except that on which it was received. This is called flooding. 

· If the address is found in an interface table and the address is associated with the port on which it was received, the frame is discarded. (It must already have been received by the destination.)

· If the address is found in an interface table and the address is not associated with the port on which it was received, the bridge forwards the frame to the port associated with the address.  

   Filter Tables

· In some bridges, a system administrator may override the normal forwarding by inserting entries in a filter table to inhibit forwarding between different work groups (for example to provide security for a particular set of MAC addresses). The filter table contains a list of source or destination addresses. Frames which match entries in the filter table will only be forwarded to specific configured ports.

SWITCHES

Switch is a multiport bridge.

[image: image19.wmf]
· In computer networking, cut-through switching is a switching method for frame switching systems, where in the switch starts forwarding a frame  before the whole frame has been received, normally as soon as the destination address is processed. 

· This technique reduces latency through the switch, but decreases reliability.

· Store and forward - The switch buffers and, typically, performs a checksum on each frame before forwarding it on. If the check sum calculated becomes wrong, The switches does not forward the frames.

· Adaptive switches starts like a cut-through switch and turns to a store and forward one analyzing the error situation and also reverses if the error resuces. 

PORT SWITCHING & SEGMENT SWITCHING
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WAN TO LAN TRANSMISSION
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LAN TO WAN TRANSMISSION
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