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ABSTRACT

           In recent years, Broadband technology has rapidly become an established, global commodity required by a high percentage of the population.DSL operators, who initially focused their deployments in densely-populated urban and metropolitan areas, are now challenged to provide broadband services in suburban and rural areas where new markets are quickly taking root. Governments are prioritizing broadband as a key political objective for all citizens to overcome the “broadband gap” also known as “digital divide”.

	Wireless DSL (WDSL) offers an effective, complementary solution to wire line DSL, allowing DSL operators to provide broadband service to additional areas and populations that would otherwise find them outside the broadband loop. Government regulatory bodies are realizing the inherent worth in wireless technologies as a means for solving digital-divide challenges in the last mile and have accordingly initiated a deregulation process in recent years for both licensed and unlicensed bands to support this application. Recent technological advancements and the formation of a global standard and interoperability forum - WiMAX, set the stage for WDSL to take a significant role in the broadband market. Revenues from services delivered via Broadband Wireless Access have already reached $323 million and are expected to jump to $1.75 billion.






INTRODUCTION
WiMax delivers broadband to a large area via towers, just like cell phones. This enables your laptop to have high-speed access in any of the hot spots. Instead of yet another cable coming to your home, there would be yet another antenna on the cell-phone tower. This is definitely a point towards broadband service in rural areas. First get the signal to the area, either with a single cable (instead of one to each user) or via a point-to-point wireless system. Then put up a tower or two, and the whole area is online. This saves the trouble of digging lots of trenches, or of putting up wires that are prone to storm damage.
 	However there is one promising technology that still uses cables to deliver a broadband signal to, well, wherever. It doesn't require laying any new wires (like cable Internet), and it doesn't require overhauling a lot of existing systems (like DSL).It's BPL: (broadband over power lines). The signal, like those power lines, can travel a long way thanks to "regenerators" that not only pass the data along, but clean the signal so it doesn't degrade over distance. That means the signal can travel as long as the lines do. 

WiMAX is revolutionizing the broadband wireless world, enabling the formation of a global mass-market wireless industry. Putting the WiMAX revolution in the bigger context of the broadband industry, this paper portrays the recent acceleration stage of the Broadband Wireless Access market, determined by the need for broadband connectivity and by the following drivers:

A) The worldwide deregulation process
B) The standardization progression; and
C) Revolutionary wireless technology.


CREATING NEW OPPERTUNITIES ON THE HORIZON
         A major driver impacting the broadband wireless explosion is the advent of global telecom deregulation, opening up the telecommunications/Internet access industries to a host of new players. As more and more countries enable carriers and service providers to operate in a variety of frequencies, new and lucrative broadband access markets are springing up everywhere. Wireless technology requires the use of frequencies contained within a given spectrum to transfer voice and data. Governments allocate a specific range of that spectrum to incumbent and competitive carriers, as well as cellular operators, ISPs, and other service providers, enabling them to launch a variety of broadband initiatives based exclusively on wireless networking solutions. 

There are two main types of spectrum allocation: licensed and unlicensed.
· Licensed frequencies are typically awarded through an auction or “beauty contest” to those who present the soundest business plans to the regulatory authorities overseeing the process.
· Unlicensed frequencies allow multiple service providers to utilize the same section of the spectrum and compete with each other for customers.










OVERVIEW OF THE 802.16 IEEE STANDARDS

	The 802.16 standard, amended by the IEEE to cover frequency bands in the range between 2 GHz and 11 GHz, specifies a metropolitan area networking protocol that will enable a wireless alternative for cable, DSL and T1 level services for last mile broadband access, as well as providing backhaul for 801.11 hotspots. 

	The new 802.16a standard specifies a protocol that among other things supports low latency applications such as voice and video, provides broadband connectivity without requiring a direct line of sight between subscriber terminals and the base station (BTS) and will support hundreds if not thousands of subscribers from a single BTS. The standard will help accelerate the introduction of wireless broadband equipment into the marketplace, speeding up last-mile broadband deployment worldwide by enabling service providers to increase system performance and reliability while reducing their equipment costs and investment risks.

       For the Broadband Wireless Access (BWA) market and its 802.16 standard, this role is played by the WiMAX. WiMAX is instrumental in removing the barrier in adopting the standard by assuring demonstrable interoperability between system components developed by OEMs. WiMAX will develop conformance and interoperability test plans, select certification labs and will host interoperability events for IEEE 802.16 equipment vendors.





WHY WiMAX?
        The low POTS penetration and the low quality of the copper pair prevent mass scale DSL deployment and foster the need for alternate broadband technologies. In this context, WiMAX is positioned as an excellent option. Moreover, the possibility of offering broadband services in combination with voice services will gradually lead to narrowband WLL substitution. 

Deployment topologies
         Several topology and backhauling options are to be supported on the WiMAX base stations: wire line backhauling (typically over Ethernet), microwave Point-to-Point connection, as well as WiMAX backhaul. With the latter option, the base station has the capability to backhaul itself. This can be achieved by reserving part of the bandwidth normally used for the end-user traffic and using it for backhauling purposes.

WiMAX for Portable Internet
       WiMAX, the natural complement to mobile and Wi-Fi networks Mobile networks offer full mobility, nation-wide coverage voice support and moderate data rates. WiMAX can then be positioned as a complementary solution by offering higher bandwidth when required, in particular in dense urban areas. Public WLAN, while offering clear benefits, is limited in coverage and mobility capabilities. WiMAX by-passes these limitations and offers broadband connectivity in larger areas (hot zones).

The WiMAX CPE
          In most case, a simple plug and play terminal, similar to a DSL modem, provides connectivity. For customers located several kilometers from the WiMAX base station, a self-install outdoor antenna may be required to improve transmission quality. To serve isolated customers, a directive antenna pointing to the WiMAX base station may be required. For customers requesting voice in addition to broadband services, specific CPE will allow the connection of standard or VoIP phones. Ultimately, WiMAX chipset will be embedded in data-centric devices.

Operator's business case
       WiMAX is of interest for incumbent, alternate, and mobile operators. Some business cases are possible.
· The incumbent operators can use the wireless technology as a complement to DSL, allowing them to offer DSL-like services in remote, low density areas that cannot be served with DSL.
· For alternate operators, the wireless technology is the solution for a competitive high-speed Internet and voice offering bypassing the landline facilities, with applicability in urban or sub-urban areas.
· The larger opportunity will come with the Portable Internet usage, complementing fixed and mobile solution in urban and suburban areas. Therefore it will enhance the business case by giving access to a large potential of end users.

WiMAX, the obvious choice for operators
	By integrating WiMAX into their networks, mobile operators can boost their service with high bandwidth, when necessary, the same applications (messaging, agenda, location-based services) being offered on both networks with a single billing and subscriber profile. Mobile operators can also reuse existing radio sites and backhauling equipment to facilitate the deployment of WiMAX. Fixed operators, incumbent or alternate, will offer nomadic and Portable Internet usage as an addition to their fixed access offering to complement their DSL and Wi-Fi bundle. For those having deployed WiMAX for fixed access, this is also a natural evolution of their offering.






WiMAX SPECTRUM AND REGULATON ISSUES
           
           WiMAX-compliant equipment will be allowed to operate in both licensed and unlicensed bands. The minimum channel bandwidth for WiMAX usage is 1.75 MHz per channel, while 10 MHz is considered as an optimum. Although 2.4 GHz and 5 GHz non-licensed bands are largely available, their usage could be limited to trials because of the risks of interference preventing QoS commitments.	
	The 2.5 and 3.5 GHz licensed bands will be the most common bands for WiMAX applications. It should be noted that the 5 GHz band is also partially licensed in some countries. Most countries have already allocated licensed spectrum, generally to alternate operators. Nevertheless large quantities of spectrum are still in as process of allocation, and some countries have not even defined any WiMAX licensed bands yet. WiMAX is designed to accommodate either Frequency Division Duplexing (FDD), which is more suited to enterprise traffic, or Time Division Duplexing (TDD), which is more adapted to asymmetrical traffic. Cohabitation of FDD and TDD techniques is possible within the same bands, provided guard bands are implemented.


WiMAX TECHNOLOGY CHALLENGE
WiMAX, more flexibility and security
Unlike WLAN, WiMAX provides a media access control (MAC) layer that uses a grant-request mechanism to authorize the exchange of data. This feature allows better exploitation of the radio resources, in particular with smart antennas, and independent management of the traffic of every user. This simplifies the support of real-time and voice applications.:
· Terminal authentication by exchanging certificates to prevent rogue devices,
·  User authentication using the Extensible Authentication Protocol (EAP),
 Data encryption using the Data Encryption Standard (DES) or Advanced Encryption Standard (AES), both much more robust than the Wireles Equivalent Privacy (WEP) initially used by WLAN.

WiMAX, a very efficient radio solution
           WiMAX must be able to provide a reliable service over long distances to customers using indoor terminals or PC cards (like today's WLAN cards). These requirements, with limited transmit power to comply with health requirements, will limit the link budget. Sub-channeling in uplink and smart antennas at the base station has to overcome these constraints. The WiMAX system relies on a new radio physical (PHY) layer and appropriate MAC layer to support all demands driven by the target applications. The PHY layer modulation is based on OFDMA, in combination with a centralized MAC layer for optimized resource allocation and support of QoS for different types of services (VoIP, real-time and non real-time services, best effort). The OFDMA PHY layer is well adapted to the NLOS propagation environment in the 2 - 11 GHz frequency range. It is inherently robust when it comes to handling the significant delay spread caused by the typical NLOS reflections. Together with adaptive modulation, which is applied to each subscriber individually according to the radio channel capability, OFDMA can provide a high spectral efficiency of about 3 - 4 bit/s/Hz. 


MEDIUM ACCESS CONTROL
      The IEEE 802.16 MAC protocol was designed for point-to-multipoint broadband wireless access applications. It addresses the need for very high bit rates, both uplink (to the BS) and downlink (from the BS). Access and bandwidth allocation algorithms must accommodate hundreds of terminals per channel, with terminals that may be shared by multiple end users. The services required by these end users are varied in their nature and include legacy time-division multiplex (TDM) voice and data, Internet Protocol (IP) connectivity, and packetized voice over IP (VoIP). To support this variety of services, the 802.16 MAC must accommodate both continuous and bursty traffic. Additionally, these services expect to be assigned QoS in keeping with the traffic types. The 802.16 MAC provides a wide range of service types analogous to the classic asynchronous transfer mode (ATM) service categories as well as newer categories such as guaranteed frame rate (GFR).

	The 802.16 MAC protocol must also support a variety of backhaul requirements, including both asynchronous transfer mode (ATM) and packet-based protocols. Convergence sub layers are used to map the transport-layer-specific traffic to a MAC that is flexible enough to efficiently carry any traffic type. Through such features as payload header suppression, packing, and fragmentation, the convergence sub layers and MAC work together to carry traffic in a form that is often more efficient than the original transport mechanism. Issues of transport efficiency are also addressed at the interface between the MAC and the physical layer (PHY). For example, the modulation and coding schemes are specified in a burst profile that may be adjusted adaptively for each burst to each subscriber station. The MAC can make use of bandwidth-efficient burst profiles under favorable link conditions but shift to more reliable, although less efficient, alternatives as required to support the planned 99.999 percent link availability.

	
[image: ]


THE PHYSICAL LAYER
         10–66 GHz — In the design of the PHY specification for 10–66 GHz, line-of-sight propagation was deemed a practical necessity. With this condition assumed, single-carrier modulation was easily selected; the air interface is designated 	“Wireless MAN-SC.” Many fundamental design challenges remained, however. Because of the point-to-multipoint architecture, the BS basically transmits a TDM signal, with individual subscriber stations allocated time slots serially. Access in the uplink direction is by time-division multiple accesses (TDMA). Following extensive discussions regarding duplexing, a burst design was selected that allows both time division duplexing (TDD), in which the uplink and downlink share a channel but do not transmit simultaneously, and frequency-division duplexing (FDD), in which the uplink and downlink operate on separate channels, sometimes simultaneously. This burst design allows both TDD and FDD to be handled in a similar fashion. Support for half-duplex FDD subscriber stations, which may be less expensive since they do not simultaneously transmit and receive, was added at the expense of some slight complexity. Both TDD and FDD alternatives support adaptive burst profiles in which modulation and coding options may be dynamically assigned on a burst-by-burst basis.

           2–11 GHz — The 2–11 GHz bands, both licensed and license-exempt, are addressed in IEEE Project 802.16a. The standard is in ballot but is not yet complete. The draft currently specifies that compliant systems implement one of three air interface specifications, each of which provides for interoperability. Design of the 2–11 GHz physical layer is driven by the need for non-line-of-sight (NLOS) operation. Because residential applications are expected, rooftops may be too low for a clear sight line to a BS antenna, possibly due to obstruction by trees. Therefore, significant multipath propagation must be expected. Furthermore, outdoor-mounted antennas are expensive due to both hardware and installation costs.
     Because of the propagation requirements, the use of advanced antenna systems is supported. It is premature to speculate on further specifics of the 802.16a amendment prior to its completion. While the draft seems to have reached a level of maturity, the contents could change significantly in balloting. Modes could even be deleted or added
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PHY SUPPORT AND FRAME STRUCTURE
        The IEEE 802.16 MAC supports both TDD and FDD. In FDD, both continuous and burst downlinks are supported. Continuous downlinks allow for certain robustness enhancement techniques, such as interleaving. Burst downlinks (either FDD or TDD) allow the use of more advanced robustness and capacity enhancement techniques, such as subscriber-level adaptive burst profiling and advanced antenna systems. The first PHY transition is expressed in the first FEC block, to allow adequate processing time. 

Radio Link Control 
       The advanced technology of the 802.16 PHY requires equally advanced radio link control (RLC), particularly the capability of the PHY to transition from one burst profile to another. The RLC must control this capability as well as the traditional RLC functions of power control and ranging. RLC begins with periodic BS broadcast of the burst profiles that have been chosen for the uplink and downlink. The particular burst profiles used on a channel are chosen based on a number of factors, such as rain region and equipment capabilities. Burst profiles for the downlink are each tagged with a Downlink Interval Usage Code (DIUC). Those for the uplink are each tagged with an Uplink Interval Usage Code (UIUC).

Downlink Scheduling Services 
           In the downlink, the SS is the entity that monitors the quality of the receive signal and therefore knows when its downlink burst profile should change. The BS, however, is the entity in control of the change. There are two methods available to the SS to request a change in downlink burst profile, depending on whether the SS operates in the grant per connection (GPC) or grant per SS (GPSS) mode (see “Bandwidth Requests and Grants”). The first method would typically apply (based on the discretion of the BS scheduling algorithm) only to GPC SSs. In this case, the BS may periodically allocate a station maintenance interval to the SS. The SS can use the RNG-REQ message to request a change in downlink burst profile. The preferred method is for the SS to transmit a downlink burst profile change request (DBPC-REQ). In this case, which is always an option for GPSS SSs and can be an option for GPC SSs, the BS responds with a downlink burst profile change response (DBPC-RSP) message confirming or denying the change. Because messages may be lost due to irrecoverable bit errors, the protocols for changing an SS’s downlink burst profile must be carefully structured. 

Uplink Scheduling Services 
         Each connection in the uplink direction is mapped to a scheduling service. Each scheduling service is associated with a set of rules imposed on the BS scheduler responsible for allocating the uplink capacity and the request-grant protocol between the SS and the BS. The detailed specification of the rules and the scheduling service used for a particular uplink connection is negotiated at connection setup time.
	 The scheduling services in IEEE 802.16 are based on those defined for cable modems in the DOCSIS standard Unsolicited grant service (UGS) is tailored for carrying services that generate fixed units of data periodically. Here the BS schedules regularly, in a preemptive manner, grants of the size negotiated at connection setup, without an explicit request from the SS. This eliminates the overhead and latency of bandwidth requests in order to meet the delay and delay jitter requirements of the underlying service. A practical limit on the delay jitter is set by the frame duration. If more stringent jitter requirements are to be met, output buffering is needed. 

BANDWIDTH REQUEST AND GRANT

        The IEEE 802.16 MAC accommodates two classes of SS, differentiated by their ability to accept bandwidth grants simply for a connection or for the SS as a whole. Both classes of SS request bandwidth per connection to allow the BS uplink scheduling algorithm to properly consider QoS when allocating bandwidth. With the grant per connection (GPC) class of SS, bandwidth is granted explicitly to a connection, and the SS uses the grant only for that connection. RLC and other management protocols use bandwidth explicitly allocated to the management connections. 
	With both classes of grants, the IEEE 802.16 MAC uses a self-correcting protocol rather than an acknowledged protocol. This method uses less bandwidth. Furthermore, acknowledged protocols can take additional time, potentially adding delay. There are a number of reasons the bandwidth requested by an SS for a connection may not be available:
· The BS did not see the request due to irrecoverable PHY errors or     collision of a contention-based reservation.
·  The SS did not see the grant due to irrecoverable PHY errors.
·  The BS did not have sufficient bandwidth available.
·  The GPSS SS used the bandwidth for another purpose.
.
Channel Acquisition 
	The MAC protocol includes an initialization procedure designed to eliminate the need for manual configuration. Upon installation, an SS begins scanning its frequency list to find an operating channel. It may be programmed to register with a specified BS, referring to a programmable BS ID broadcast by each. This feature is useful in dense deployments where the SS might hear a secondary BS due to selective fading or when the SS picks up a sidelobe of a nearby BS antenna. After deciding on which channel or channel pair to attempt communication, the SS tries to synchronize to the downlink transmission by detecting the periodic frame preambles. Once the physical layer is synchronized, the SS will look for the periodically broadcast DCD and UCD messages that enable the SS to learn the modulation and FEC schemes used on the carrier. 

Initial Ranging and Negotiation of SS Capabilities
	Upon learning what parameters to use for its initial ranging transmissions, the SS will look for initial ranging opportunities by scanning the UL-MAP messages present in every frame. The SS uses a truncated exponential backoff algorithm to determine which initial ranging slot it will use to send a ranging request message. The SS will send the burst using the minimum power setting and will try again with increasingly higher transmission power if it does not receive a ranging response. Based on the arrival time of the initial ranging request and the measured power of the signal, the BS commands a timing advance and a power adjustment to the SS in the ranging response. The response also provides the SS with the basic and primary management CIDs. Once the timing advance of the SS transmissions has been correctly determined, the ranging procedure for fine-tuning the power can be performed using invited transmissions.

SS Authentication and Registration 
	Each SS contains both a manufacturer-issued factory-installed X.509 digital certificate and the certificate of the manufacturer. These certificates, which establish a link between the 48- bit MAC address of the SS and its public RSA key, are sent to the BS by the SS in the Authorization Request and Authentication Information messages. The network is able to verify the identity of the SS by checking the certificates and can subsequently check the level of authorization of the SS. 
	If the SS is authorized to join the network, the BS will respond to its request with an Authorization Reply containing an Authorization Key (AK) encrypted with the register with the network. This will establish the secondary management connection of the SS and determine capabilities related to connection setup and MAC operation. The version of IP used on the secondary management connection is also determined during registration.

IP Connectivity
	 After registration, the SS attains an IP address via DHCP and establishes the time of day via the Internet Time Protocol. The DHCP server also provides the address of the TFTP server from which the SS can request a configuration file. This file provides a standard interface for providing vendor-specific configuration information.

Connection Setup 
	 IEEE 802.16 uses the concept of service flows to define unidirectional transport of packets on either downlink or uplink. Service flows are characterized by a set of QoS parameters such as latency and jitter. To most efficiently utilize network resources such as bandwidth and memory, 802.16 adopts a two-phase activation model in which resources assigned to a particular admitted service flow may not be actually committed until the service flow is activated. Each admitted or active service flow is mapped to a MAC connection with a unique CID. 

Privacy Sublayer 
    IEEE 802.16’s privacy protocol is based on the Privacy Key Management (PKM) protocol of the DOCSIS BPI+ specification but has been enhanced to fit seamlessly into the IEEE 802.16 MAC protocol and to better accommodate stronger cryptographic methods, such as the recently approved Advanced Encryption Standard.

Security Associations
	 PKM is built around the concept of security associations (SAs). The SA is a set of cryptographic methods and the associated keying material; that is, it contains the information about which algorithms to apply, which key to use, and so on. Every SS establishes at least one SA during initialization. Each connection, with the exception of the basic and primary management connections, is mapped to an SA either at connection setup time or dynamically during operation.

Cryptographic Methods 
    Currently, the PKM protocol uses X.509 digital certificates with RSA public key encryption for SS authentication and authorization key exchange. For traffic encryption, the Data Encryption Standard (DES) running in the cipher block chaining (CBC) mode with 56-bit keys is currently mandated. The CBC initialization vector is dependent on the frame counter and differs from frame to frame. To reduce the number of computationally intensive public key operations during normal operation, the transmission encryption keys are exchanged using 3DES with a key exchange key derived from the authorization key. The PKM protocol messages themselves are authenticated using the Hashed Message 
WiMAX FOCUSES ON INTEROPERABALITY
         WiMAX (the Worldwide Interoperability for Microwave Access Forum) aims in promoting the adoption of IEEE 802.16 compliant equipment by operators of broadband wireless access systems.
	 In an effort to bring interoperability to broadband Wireless Access, WiMAX is focusing its efforts on establishing a unique subset of baseline features grouped in what is referred to as “System Profiles” that all compliant equipment must satisfy. These profiles will establish a baseline protocol that allows equipment from multiple vendors to interoperate, and that also provides system integrators and service providers with the ability to purchase equipment from more than one supplier. System Profiles can address the regulatory spectrum constraints faced by operators in different geographies. For example, a service provider in Europe1 operating in the 3.5 GHz band who has been allocated 14 MHz of spectrum is likely to want equipment that supports 3.5 and/or 7 MHz channel bandwidths and TDD (time-division duplex) or FDD (frequency-division duplex) operation. Similarly, a WISP in the U.S. using license exempt spectrum in the 5.8 GHz UNII band may desire equipment that supports TDD and a 10 MHz bandwidth. 
	 
	Typically, this activity will begin when the first integrated prototype becomes available. Ultimately, the WiMAX suite of conformance tests, in conjunction with interoperability events, will enable service providers to choose from multiple vendors of broadband wireless access equipment that conforms to the IEEE 802.16a standard and that is optimized for their unique operating environment. Internationally, WiMAX will work with ETSI, the European Telecommunications Standards Institute, to develop similar test suites for the ETSI HIPERMAN standard for European broadband wireless metropolitan area access.


CONCLUSION
The latest developments in the IEEE 802.16 group are driving a broadband wireless access revolution thanks to a standard with unique technical characteristics. In parallel, the WiMAX forum, backed by industry leaders, helps the widespread adoption of broadband wireless access by establishing a brand for the technology. Initially, WiMAX will bridge the digital divide and thanks to competitive equipment prices, the scope of WiMAX deployment will broaden to cover markets where the low POTS penetration, high DSL unbundling costs, or poor copper quality have acted as a brake on extensive high-speed Internet and voice over broadband. WiMAX will reach its peak by making Portable Internet a reality. 
	
When WiMAX chipsets are integrated into laptops and other portable devices, it will provide high-speed data services on the move, extending today's limited coverage of public WLAN to metropolitan areas. Integrated into new generation networks with seamless roaming between various accesses, it will enable end users to enjoy an "Always Best Connected" experience. The combination of these capabilities makes WiMAX attractive for a wide diversity of people: fixed operators, mobile operators and wireless ISPs, but also for many vertical markets and local authorities. Alcatel, the worldwide broadband market leader with a market share in excess of 37%, is committed to offer complete support across the entire investment and operational cycle required for successful deployment of WiMAX services.
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