
Wi-MAX
             Broadband wireless sits at the confluence of two of the most remarkable growth stories of the telecommunications industry in recent years. Both wireless and broadband have on their own enjoyed rapid mass-market adoption. The staggering growth of the Internet is driving demand for higher-speed Internet-access services, leading to a parallel growth in broadband adoption .
[bookmark: of_broadband][bookmark: worldwide_are][bookmark: broadband_experience][bookmark: different_types][bookmark: thought_of][bookmark: new_user]So what is broadband wireless? Broadband wireless is about bringing the broadband experience to a wireless context, which offers users certain unique benefits and convenience. There are two fundamentally different types of broadband wireless services. The first type attempts to provide a set of services similar to that of the traditional fixed-line broadband but using wireless as the medium of transmission. This type, called fixed wireless broadband, can be thought of as a competitive alternative to DSL or cable modem. The second type of broadband wireless, called mobile broadband, offers the additional functionality of portability, nomadicity and mobility. Mobile broadband attempts to bring broadband applications to new user experience scenarios and hence can offer the end user a very different value proposition. Wi-MAX is an acronym that stands for World-wide Interoperability for Microwave Access and this  technology  is designed to accommodate both fixed and mobile broadband applications.
 EVOLUTION OF BROADBAND WIRELESS
[bookmark: or_clearly]  WiMAX technology has evolved through four stages, albeit not fully distinct or clearly sequential: (1) narrowband wireless local-loop systems, (2) first-generation line-of-sight (LOS) broadband systems, (3) second-generation non-line-of-sight (NLOS) broadband systems, and (4) standards-based broadband wireless systems.
 NARROWBAND WIRELESS LOCAL-LOOP SYSTEMS
[bookmark: quite_successful]Naturally, the first application for which a wireless alternative was developed and deployed was voice telephony. These systems, called wireless local-loop (WLL), were quite successful in developing countries such as China, India, Indonesia, Brazil, and Russia. In fact, WLL systems based on the digital-enhanced cordless telephony (DECT) and code division multiple access (CDMA) standards continue to be deployed in these markets.
[bookmark: voice_telephony][bookmark: same_time]During the same time, several small start-up companies focused solely on providing Internet-access services using wireless. These wireless Internet service provider (WISP) companies typically deployed systems in the license-exempt 900MHz and 2.4GHz bands. Most of these systems required antennas to be installed at the customer premises, either on rooftops or under the eaves of their buildings. Deployments were limited mostly to select neighborhoods and small towns. These early systems typically offered speeds up to a few hundred kilobits per second. Later evolutions of license-exempt systems were able to provide higher speeds.
 FIRST-GENERATION BROADBAND SYSTEMS
[bookmark: systems_had][bookmark: developed_in]As DSL and cable modems began to be deployed, wireless systems had to evolve to support much higher speeds to be competitive. Systems began to be developed for higher frequencies, such as the 2.5GHz and 3.5GHz bands. Very high speed systems, called local multipoint distribution systems (LMDS), supporting up to several hundreds of megabits per second, were also developed in millimeter wave frequency bands, such as the 24GHz and 39GHz bands. LMDS-based services were targeted at business users.
[bookmark: more_important][bookmark: was_historically]In the late 1990s, one of the more important deployments of wireless broadband happened in the so-called multi channel multipoint distribution services (MMDS) band at 2.5GHz. The MMDS band was historically used to provide wireless cable broadcast video services, especially in rural areas where cable TV services were not available. The advent of satellite TV ruined the wireless cable business, and operators were looking for alternative ways to use this spectrum. A few operators began to offer one-way wireless Internet-access service, using telephone line as the return path. 
The first generations of these fixed broadband wireless solutions were deployed using the same towers that served wireless cable subscribers. These towers were typically several hundred feet tall and enabled LOS coverage to distances up to 35 miles, using high-power transmitters. First-generation MMDS systems required that subscribers install at their premises outdoor antennas high enough and pointed toward the tower for a clear LOS transmission path. The outdoor antenna and LOS requirements proved to be significant impediments. Besides, since a fairly large area was being served by a single tower, the capacity of these systems was fairly limited. Similar first-generation LOS systems were deployed internationally in the 3.5GHz band.
SECOND-GENERATION BROADBAND SYSTEMS
[bookmark: and_Navini][bookmark: ch01lev2sec4]Second-generation broadband wireless systems were able to overcome the LOS issue and to provide more capacity. This was done through the use of a cellular architecture and implementation of advanced-signal processing techniques to improve the link and system performance under multi path conditions. Several start-up companies developed advanced proprietary solutions that provided significant performance gains over first-generation systems. Most of these new systems could perform well under non-line-of-sight conditions, with customer-premise antennas typically mounted under the eaves or lower. Many solved the NLOS problem by using such techniques as orthogonal frequency division multiplexing (OFDM), code division multiple access (CDMA), and multi antenna processing. A few megabits per second throughput over cell ranges of a few miles had become possible with second-generation fixed wireless broadband systems.
 EMERGENCE OF STANDARDS-BASED TECHNOLOGY
[bookmark: In_][bookmark: area_network][bookmark: the_]In 1998, the Institute of Electrical and Electronics Engineers (IEEE) formed a group called 802.16 to develop a standard for what was called a wireless metropolitan area network, or wireless MAN. Originally, this group focused on developing solutions in the 10GHz to 66GHz band, with the primary application being delivering high-speed connections to businesses that could not obtain fiber. These systems, like LMDS, were conceived as being able to tap into fiber rings and to distribute that bandwidth through a point-to-multipoint configuration to LOS businesses. The IEEE 802.16 group produced a standard that was approved in December 2001. This standard, Wireless MAN-SC, specified a physical layer that used single-carrier modulation techniques and a media access control (MAC) layer with a burst time division multiplexing (TDM) structure that supported both frequency division duplexing (FDD) and time division duplexing (TDD).
[bookmark: modifying_it]After completing this standard, the group started work on extending and modifying it to work in both licensed and license-exempt frequencies in the 2GHz to 11GHz range, which would enable NLOS deployments. This amendment, IEEE 802.16a, was completed in 2003, with OFDM schemes added as part of the physical layer for supporting deployment in multipath environments. By this time, OFDM had established itself as a method of choice for dealing with multipath for broadband and was already part of the revised IEEE 802.11 standards. Besides the OFDM physical layers, 802.16a also specified additional MAC-layer options, including support for orthogonal frequency division multiple access (OFDMA).
[bookmark: completed_in][bookmark: was_published][bookmark: iddle2122][bookmark: iddle2114][bookmark: iddle1724][bookmark: iddle1484]Further revisions to 802.16a were made and completed in 2004. This revised standard, IEEE 802.16-2004, replaces 802.16, 802.16a, and 802.16c with a single standard, which has also been adopted as the basis for HIPERMAN (high-performance metropolitan area network) by ETSI (European Telecommunications Standards Institute). In 2003, the 802.16 group began work on enhancements to the specifications to allow vehicular mobility applications. That revision, 802.16e, was completed in December 2005 and was published formally as IEEE 802.16e-2005. It specifies scalable OFDM for the physical layer and makes further modifications to the MAC layer to accommodate high-speed mobility.
WIMAX  AND OTHER BROADBAND WIRELESS TECHNOLOGIES 
WiMAX is not the only solution for delivering broadband wireless services. WiMAX occupies a somewhat middle ground between Wi-Fi and 3G technologies when compared in the key dimensions of data rate, coverage, QoS, mobility, and price. Table  provides a summary comparison of WiMAX with 3G and Wi-Fi technologies.
Table  Comparison of WiMAX with Other Broadband Wireless Technologies
	Parameter
	Fixed WiMAX
	Mobile WiMAX
	HSPA
	1x EV-DO Rev A
	Wi-Fi

	Standards 
	IEEE 802.16-2004
	IEEE 802.16e-2005
	3GPP  Release 6
	3GPP2
	IEEE 802.11a/g/n

	Parameter
	Fixed WiMAX
	Mobile WiMAX
	HSPA
	1x EV-DO Rev A
	Wi-Fi

	Peak down link data rate
	9.4Mbps in 3.5MHz with 3:1 DL-to-UL ratio TDD; 6.1Mbps with 1:1
	46Mbps[a] with 3:1 DL- to-UL ratio TDD; 32Mbps with 1:1
	14.4Mbps 
using all 15 codes; 
7.2Mbps with 10 codes
	3.1Mbps; Rev. 
B will support 
4.9Mbps
	54 Mbps[b] shared 
using 802.11a/g; 
more than 100Mbps peak layer 2 throughput using 802.11n

	Peak uplink data rate
	3.3Mbps in 3.5MHz using 3:1 DL-to-UL ratio; 6.5Mbps with 1:1
	7Mbps in 10MHz using 3:1 DL-to-UL ratio; 4Mbps using 1:1
	1.4Mbps initially; 
5.8Mbps later
	1.8Mbps
	

	Bandwidth
	3.5MHz and 7MHz in 3.5GHz band; 10MHz in 5.8GHz band 
	3.5MHz, 7MHz, 5MHz, 10MHz, and 8.75MHz initially
	5MHz
	1.25MHz
	20MHz for 802.11a/g; 
20/40MHz for 802.11n

	Modulation
	QPSK, 16 QAM, 64 QAM 
	QPSK, 16 QAM, 64 QAM 
	QPSK, 16 QAM
	QPSK, 
8 PSK, 16 QAM
	BPSK, QPSK, 16 QAM, 64 QAM

	Multiplexing
	TDM
	TDM/OFDMA
	TDM/CDMA
	TDM/CDMA
	CSMA

	Duplexing
	TDD, FDD
	TDD initially
	FDD
	FDD
	TDD

	Frequency
	3.5GHz and 5.8GHz initially
	2.3GHz, 2.5GHz, and 3.5GHz i_nitially
	800 / 900 / 1,800 / 1,900/ 2,100 MHz
	800/900/1,800/1,900MHz
	2.4GHz, 5GHz

	Coverage (typical)
	3–5 miles 
	< 2 miles
	1–3 miles 
	1–3 miles
	< 100 ft indoors; < 1000 ft outdoors

	Mobility
	Not applicable
	Mid
	High
	High
	Low


[bookmark: begun_certifying][bookmark: by_the]A broad industry consortium, the WiMAX Forum has begun certifying broadband wireless products for interoperability and compliance with a standard. WiMAX is based on wireless metropolitan area networking (WMAN) standards developed by the IEEE 802.16 group and adopted by both IEEE and the ETSI HIPERMAN group. 
[bookmark: the_activities][bookmark: ch02lev1sec1] BACKGROUND ON IEEE 802.16 AND WIMAX
[bookmark: develop_an]          The IEEE 802.16 group was formed in 1998 to develop an air-interface standard for wireless broadband. The group's initial focus was the development of a LOS-based point-to-multipoint wireless broadband system for operation in the 10GHz–66GHz millimeter wave band. The resulting standard—the original 802.16 standard, completed in December 2001—was based on a single-carrier physical (PHY) layer with a burst time division multiplexed (TDM) MAC layer. Many of the concepts related to the MAC layer were adapted for wireless from the popular cable modem DOCSIS (data over cable service interface specification) standard.
[bookmark: IEEE_][bookmark: iddle2152][bookmark: iddle2032][bookmark: iddle1703][bookmark: iddle1696][bookmark: iddle1485][bookmark: iddle1480][bookmark: iddle1477][bookmark: iddle1466][bookmark: iddle1171][bookmark: called_IEEE][bookmark: These_early][bookmark: on_IEEE][bookmark: an_amendment][bookmark: to_as]          The IEEE 802.16 group subsequently produced 802.16a, an amendment to the standard, to include NLOS applications in the 2GHz–11GHz band, using an orthogonal frequency division multiplexing (OFDM)-based physical layer. Additions to the MAC layer, such as support for orthogonal frequency division multiple access (OFDMA), were also included. Further revisions resulted in a new standard in 2004, called IEEE 802.16-2004, which replaced all prior versions and formed the basis for the first WiMAX solution. These early WiMAX solutions based on IEEE 802.16-2004 targeted fixed applications, and we will refer to these as fixed WiMAX. In December 2005, the IEEE group completed and approved IFEEE 802.16e-2005, an amendment to the IEEE 802.16-2004 standard that added mobility support. The IEEE 802.16e-2005 forms the basis for the WiMAX solution for nomadic and mobile applications and is often referred to as mobile WiMAX 
[bookmark: a_variety][bookmark: called_WirelessMAN]          The basic characteristics of the various IEEE 802.16 standards are summarized in Table . Note that these standards offer a variety of fundamentally different design options. For example, there are multiple physical-layer choices: a single-carrier-based physical layer called WirelessMAN-SCa, an OFDM-based physical layer called WirelessMAN-OFDM, and an OFDMA-based physical layer called Wireless-OFDMA. Similarly, there are multiple choices for MAC architecture, duplexing, frequency band of operation, etc. These standards were developed to suit a variety of applications and deployment scenarios, and hence offer a plethora of design choices for system developers. In fact, one could say that IEEE 802.16 is a collection of standards, not one single interoperable standard.
[bookmark: practical_reasons][bookmark: profiles_and][bookmark: system_profile][bookmark: subset_of][bookmark: noted_that][bookmark: the_original][bookmark: based_on][bookmark: instantiation_of]      For practical reasons of interoperability, the scope of the standard needs to be reduced, and a smaller set of design choices for implementation need to be defined. The WiMAX Forum does this by defining a limited number of system profiles and certification profiles. A system profile defines the subset of mandatory and optional physical- and MAC-layer features selected by the WiMAX Forum from the IEEE 802.16-2004 or IEEE 802.16e-2005 standard. It should be noted that the mandatory and optional status of a particular feature within a WiMAX system profile may be different from what it is in the original IEEE standard. Currently, the WiMAX Forum has two different system profiles: one based on IEEE 802.16-2004, OFDM PHY, called the fixed system profile; the other one based on IEEE 802.16e-2005 scalable OFDMA PHY, called the mobility system profile. A certification profile is defined as a particular instantiation of a system profile where the operating frequency, channel bandwidth, and duplexing mode are also specified. WiMAX equipment are certified for interoperability against a particular certification profile.
		[bookmark: ch02table01][bookmark: iddle1329][bookmark: iddle1444][bookmark: iddle1465][bookmark: iddle1476][bookmark: iddle1564][bookmark: iddle1612][bookmark: iddle1893][bookmark: iddle2061]Table  Basic Data on IEEE 802.16 Standards

	 
	[bookmark: iddle1777][bookmark: iddle2062]802.16
	802.16-2004
	802.16e-2005

	Status
	Completed December 2001
	Completed June 2004
	Completed December 2005

	Frequency band
	10GHz–66GHz
	2GHz–11GHz
	2GHz–11GHz for fixed; 2GHz–6GHz for mobile applications

	Application
	Fixed LOS
	Fixed NLOS
	Fixed and mobile NLOS

	MAC architecture
	Point-to-multipoint, mesh
	Point-to-multipoint, mesh
	Point-to-multipoint, mesh

	Transmission scheme
	Single carrier only
	Single carrier, 256 OFDM or 2,048 OFDM
	Single carrier, 256 OFDM or scalable OFDM with 128, 512, 1,024, or 2,048 subcarriers

	Modulation
	QPSK, 16 QAM, 64 QAM
	QPSK, 16 QAM, 64 QAM
	QPSK, 16 QAM, 64 QAM

	Gross data rate
	32Mbps–134.4Mbps
	1Mbps–75Mbps
	1Mbps–75Mbps

	Multiplexing
	Burst TDM/TDMA
	Burst TDM/TDMA/OFDMA
	Burst TDM/TDMA/OFDMA

	Duplexing
	TDD and FDD
	TDD and FDD
	TDD and FDD

	Channel bandwidths
	20MHz, 25MHz, 28MHz
	1.75MHz, 3.5MHz, 7MHz, 14MHz, 1.25MHz,5MHz,10MHz, 15MHz, 8.75MHz
	1.75MHz, 3.5MHz, 7MHz, 14MHz, 1.25MHz, 5MHz, 10MHz, 15MHz, 8.75MHz

	WiMAX implementation
	None
	256 - OFDM as Fixed WiMAX
	Scalable OFDMA as Mobile WiMAX
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[bookmark: ch02lev1sec2]SALIENT FEATURES OF WIMAX
1. OFDM-based physical layer     
1. Very high peak data rates
1. [bookmark: modulation_and]Scalable bandwidth and data rate support
1. Adaptive modulation and coding (AMC)
1. Link-layer retransmissions
1. Support for TDD and FDD OFDMA
1. [bookmark: Support_for]Flexible and dynamic per user resource allocation
1. Support for advanced antenna techniques
1. Quality-of-service support
1. Robust security
1. Support for mobility
1. IP-based architecture
WiMAX NETWORK ARCHITECTURE
The WiMAX NWG has developed a network reference model to serve as an architecture framework for WiMAX deployments and to ensure interoperability among various WiMAX equipment and operators. The network reference model envisions a unified network architecture for supporting fixed, nomadic, and mobile deployments and is based on an IP service model. Below is simplified illustration of an IP-based WiMAX network architecture. The overall network may be logically divided into three parts:
1. Mobile Stations (MS) used by the end user to access the network.
1. The access service network (ASN), which comprises one or more base stations and one or more ASN gateways that form the radio access network at the edge.
1. Connectivity service network (CSN), which provides IP connectivity and all the IP core network functions.
The network reference model developed by the WiMAX Forum NWG defines a number of functional entities and interfaces between those entities. Fig below shows the logical representation of the network architecture.
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Fig.  WiMAX Network Reference Model
BASE STATION (BS): The BS is responsible for providing the air interface to the MS. Additional functions that may be part of the BS are micromobility management functions, such as handoff triggering and tunnel establishment, radio resource management, QoS policy enforcement, traffic classification, DHCP (Dynamic Host Control Protocol) proxy, key management, session management, and multicast group management.
ACCESS SERVICE NETWORK GATEWAY (ASN-GW): The ASN gateway typically acts as a layer 2 traffic aggregation point within an ASN. Additional functions that may be part of the ASN gateway include intra-ASN location management and paging, radio resource management and admission control, caching of subscriber profiles and encryption keys, AAA client functionality, establishment and management of mobility tunnel with base stations, QoS and policy enforcement, foreign agent functionality for mobile IP, and routing to the selected CSN.
CONNECTIVITY SERVICE NETWORK (CSN): The CSN provides connectivity to the Internet, ASP, other public networks, and corporate networks. The CSN is owned by the NSP and includes AAA servers that support authentication for the devices, users, and specific services. The CSN also provides per user policy management of QoS and security. The CSN is also responsible for IP address management, support for roaming between different NSPs, location management between ASNs, and mobility and roaming between ASNs, subscriber billing and inter operator settlement, inter-CSN tunneling to support roaming between different NSPs.
REFERENCE POINTS: The  WiMAX NWG defines a reference point as a conceptual link that connects two groups of functions that reside in different functional entities of the ASN , CSN or MS. Reference points may not be a physical interface except when the functional entities on either side of it are implemented on different physical devices. 
	Reference point
	End points
	Description

	R1
	MS and CSN
	Implements the air interface ( IEEE 802.16e ) specifications.

	R2
	MS and CSN
	For authentication, authorization, IP host configuration management and mobility management, only a logical interface between MS and CSN

	R3
	ASN and CSN
	Supports AAA, policy enforcement,and mobility mgmt. capabilities

	R4
	ASN and ASN
	A set of protocols originating/terminating in various entities within the ASN. In Release I , R4 is the only interoperable interface between different ASNs or heterogenous ASNs.

	R5
	CSN and CSN
	A set of protocols for interworking between home and visited network.

	R6
	BS and ASN-GW
	A set of control and bearer plane protocols for communication between BS and ASN-GW. It may serve as a conduit for exchange of different MAC states information between neighboring BSs.

	R7
	ASN-GW-DP  and      ASN-GW-EP
	An optional set of control plane protocols for co-ordination between two group of functions identified in R6.

	R8
	BS and BS
	A set of control plane message flows and bearer plane data flows between BSs to ensure fast and seamless handover.


WIMAX - SUMMARY
1. WiMAX is based on a very flexible and robust air interface defined by the IEEE 802.16 group.
1. WiMAX is similar to the wireless standard known as Wi-Fi, but on a much larger scale and at faster speeds.
1. The WiMAX physical layer is based on OFDM, which is an elegant and effective technique for overcoming multipath distortion.
1. WiMAX supports a number of advanced signal-processing techniques to improve overall system capacity. These techniques include adaptive modulation and coding, spatial multiplexing, and multiuser diversity.
1. WiMAX has a very flexible MAC layer that can accommodate a variety of traffic types, including voice, video, and multimedia, and provide strong QoS.
1. Robust security functions, such as strong encryption and mutual authentication, are built into the WiMAX standard.
1. WiMAX defines a flexible all-IP-based network architecture that allows for the exploitation of all the benefits of IP.
1. WiMAX offers very high spectral efficiency.
1. WiMAX Forum™ is an industry-led, non-profit corporation formed to promote and certify compatibility and interoperability of broadband wireless products.
1. WiMAX Forum Certified™ products will be based upon a single global standard IEEE 802.16 enabling complete interoperability worldwide.
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