What is VoIP 
VoIP (voice over Internet protocol) describes the technology that enables consumers to make phone calls over the Internet instead of through a traditional landline or cell phone telecommunications network. Some of the benefits of VoIP technology include saving money on long distance phone calls, voice mail that can be received as e-mail messages, and the option of adding a toll-free number that will reach the user's main number. 

VoIP technology has grown in recent years because small business customers and consumers are clamoring for this technology because of its easy-to-use and sophisticated features that surpass those of traditional phones, its software upgrade potential, and its bandwidth efficiency. Examples of some cost-efficient residential VoIP services include Vonage, Packet8 and Skype, while small business customers have favored Skyy Consulting and GalaxyVoice. Additionally, several large cable companies and telcos, such as Time Warner and AT&T, are offering VoIP services, but they are calling them digital phone services. 

According to a new study by Info-Tech Research analyst George Goodall, the rapid adoption of VoIP is siphoning off traditional telephony, with 50 percent of small-to mid-sized enterprises (SMEs) expecting to rely on VoIP by 2008. He expects the majority of these SMEs to have converted at least part of their telephony networks to VoIP within the next five years. 

History
· 1974 — The Institute of Electrical and Electronic Engineers (IEEE) published a paper titled "A Protocol for Packet Network Interconnection." 

· 1981 — IPv4 is described in RFC 791. 

· 1985 — The National Science Foundation commissions the creation of NSFNET. 

· 1995 — VocalTec releases the first commercial Internet phone software. 

· 1996 — 

· ITU-T begins development of standards for the transmission and signaling of voice communications over Internet Protocol networks with the H.323 standard. US telecommunication companies petition the US Congress to ban Internet phone technology. 

· 1997 — Level 3 began development of its first softswitch, a term they coined in 1998. 

· 1999 — 

· The Session Initiation Protocol (SIP) specification RFC 2543 is released. 

· Mark Spencer of Digium develops the first open source Private branch exchange (PBX) software (Asterisk). 

· 2004 — Commercial VOIP service providers proliferate. 

· 2005 — OpenSER (later Kamailio and OpenSIPS) SIP proxy server is forked from the SIP Express Router. 

· 2006 — FreeSWITCH open source software is released.                     
How VoIP works

 If you've never heard of VoIP, get ready to change the way you think about long-distance phone calls. VoIP, or Voice over Internet Protocol, is a method for taking analog audio signals, like the kind you hear when you talk on the phone, and turning them into digital data that can be transmitted over the Internet. 

How is this useful? VoIP can turn a standard Internet connection into a way to place free phone calls. The practical upshot of this is that by using some of the free VoIP software that is available to make Internet phone calls, you're bypassing the phone company (and its charges) entirely. 

	· 


VoIP is a revolutionary technology that has the potential to completely rework the world's phone systems. VoIP providers like Vonage have already been around for a while and are growing steadily. Major carriers like AT&T are already setting up VoIP calling plans in several markets around the United States, and the FCC is looking seriously at the potential ramifications of VoIP service. 

Above all else, VoIP is basically a clever "reinvention of the wheel." In this article, we'll explore the principles behind VoIP, its applications and the potential of this emerging technology, which will more than likely one day replace the traditional phone system entirely. 

The interesting thing about VoIP is that there is not just one way to place a call. There are three different "flavors" of VoIP service in common use today: 

· ATA -- The simplest and most common way is through the use of a device called an ATA (analog telephone adaptor). The ATA allows you to connect a standard phone to your computer or your Internet connection for use with VoIP. The ATA is an analog-to-digital converter. It takes the analog signal from your traditional phone and converts it into digital data for transmission over the Internet. Providers like Vonage and AT&T CallVantage are bundling ATAs free with their service. You simply crack the ATA out of the box, plug the cable from your phone that would normally go in the wall socket into the ATA, and you're ready to make VoIP calls. Some ATAs may ship with additional software that is loaded onto the host computer to configure it; but in any case, it's a very straightforward setup. 

· IP Phones -- These specialized phones look just like normal phones with a handset, cradle and buttons. But instead of having the standard RJ-11 phone connectors, IP phones have an RJ-45 Ethernet connector. IP phones connect directly to your router and have all the hardware and software necessary right onboard to handle the IP call. Wi-Fi phones allow subscribing callers to make VoIP calls from any Wi-Fi hot spot. 

· Computer-to-computer -- This is certainly the easiest way to use VoIP. You don't even have to pay for long-distance calls. There are several companies offering free or very low-cost software that you can use for this type of VoIP. All you need is the software, a microphone, speakers, a sound card and an Internet connection, preferably a fast one like you would get through a cable or DSL modem. Except for your normal monthly ISP fee, there is usually no charge for computer-to-computer calls, no matter the distance. 

If you're interested in trying VoIP, then you should check out some of the free VoIP software available on the Internet. You should be able to download and set it up in about three to five minutes. Get a friend to download the software, too, and you can start tinkering with VoIP to get a feel for how it works. 

Example of VOIP adapter setup in residential network
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       A typical analog telephone adapter (ATA)                                                                              

                                                                        for connecting an analog phone to a VOIP provider.
circuit versus packet switching
Calls over a traditional phone network are actually made via fiber optic networks by digitizing your analog voice communications for sending across thousands of miles, but once it gets to the final destination (a home office phone, for instance), the signal is once again converted to analog. During these calls, several interconnected switches along the connected line remain open even while there is dead air and no conversation is taking place. The circuit is even open in both directions even when only one party is talking and the other is listening. This transmission method, called circuit switching, is very inefficient because it does not fully utilize the data transmission capacity of the dedicated line. 
On the other hand, VoIP technology used over IP data networks works differently. Rather than circuit switching, data packet switching sends and receives small chucks of voice data, called a packet, only when you need it -- instead of in a constant stream. It also sends the data packets along whatever open Internet circuits that are available, which is much more efficient than using a dedicated line. 

The VoIP circuit is used to capacity since VoIP packet switching shares network space with other Internet data, allowing the network to send and receive more calls than over a traditional telephony network. VoIP's packet-switched networks fit well into the data network infrastructure that is already in place because of the Internet. 

VoIP: Circuit Switching
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Existing phone systems are driven by a very reliable but somewhat inefficient method for connecting calls called circuit switching. 

Circuit switching is a very basic concept that has been used by telephone networks for more than 100 years. When a call is made between two parties, the connection is maintained for the duration of the call. Because you're connecting two points in both directions, the connection is called a circuit. This is the foundation of the Public Switched Telephone Network (PSTN). 

Here's how a typical telephone call works: 

1. You pick up the receiver and listen for a dial tone. This lets you know that you have a connection to the local office of your telephone carrier. 

2. You dial the number of the party you wish to talk to. 

3. The call is routed through the switch at your local carrier to the party you are calling. 

4. A connection is made between your telephone and the other party's line using several interconnected switches along the way. 

5. The phone at the other end rings, and someone answers the call. 

6. The connection opens the circuit. 

7. You talk for a period of time and then hang up the receiver. 

8. When you hang up, the circuit is closed, freeing your line and all the lines in between. 

Let's say you talk for 10 minutes. During this time, the circuit is continuously open between the two phones. In the early phone system, up until 1960 or so, every call had to have a dedicated wire stretching from one end of the call to the other for the duration of the call. So if you were in New York and you wanted to call Los Angeles, the switches between New York and Los Angeles would connect pieces of copper wire all the way across the United States. You would use all those pieces of wire just for your call for the full 10 minutes. You paid a lot for the call, because you actually owned a 3,000-mile-long copper wire for 10 minutes. 

Telephone conversations over today's traditional phone network are somewhat more efficient and they cost a lot less. Your voice is digitized, and your voice along with thousands of others can be combined onto a single fiber optic cable for much of the journey (there's still a dedicated piece of copper wire going into your house, though). These calls are transmitted at a fixed rate of 64 kilobits per second (Kbps) in each direction, for a total transmission rate of 128 Kbps. Since there are 8 kilobits (Kb) in a kilobyte (KB), this translates to a transmission of 16 KB each second the circuit is open, and 960 KB every minute it's open. In a 10-minute conversation, the total transmission is 9,600 KB, which is roughly equal to 10 megabytes (check out How Bits and Bytes Work to learn about these conversions). If you look at a typical phone conversation, much of this transmitted data is wasted. 

	VoIP: Packet Switching
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VoIP phone users can make calls using their Internet connection.

A packet-switched phone network is the alternative to circuit switching. It works like this: While you're talking, the other party is listening, which means that only half of the connection is in use at any given time. Based on that, we can surmise that we could cut the file in half, down to about 4.7 MB, for efficiency. Plus, a significant amount of the time in most conversations is dead air -- for seconds at a time, neither party is talking. If we could remove these silent intervals, the file would be even smaller. Then, instead of sending a continuous stream of bytes (both silent and noisy), what if we sent just the packets of noisy bytes when you created them?

Data networks do not use circuit switching. Your Internet connection would be a lot slower if it maintained a constant connection to the Web page you were viewing at any given time. Instead, data networks simply send and retrieve data as you need it. And, instead of routing the data over a dedicated line, the data packets flow through a chaotic network along thousands of possible paths. This is called packet switching. 

While circuit switching keeps the connection open and constant, packet switching opens a brief connection -- just long enough to send a small chunk of data, called a packet, from one system to another. It works like this: 

· The sending computer chops data into small packets, with an address on each one telling the network devices where to send them. 

· Inside of each packet is a payload. The payload is a piece of the e-mail, a music file or whatever type of file is being transmitted inside the packet. 

· The sending computer sends the packet to a nearby router and forgets about it. The nearby router send the packet to another router that is closer to the recipient computer. That router sends the packet along to another, even closer router, and so on. 

· When the receiving computer finally gets the packets (which may have all taken completely different paths to get there), it uses instructions contained within the packets to reassemble the data into its original state. 

Packet switching is very efficient. It lets the network route the packets along the least congested and cheapest lines. It also frees up the two computers communicating with each other so that they can accept information from other computers, as well. 




Specifics of VoIP technology
With VoIP technology, communication can take place computer-to-computer using "soft phones" or VoIP software, a VoIP service provider, and a broadband connection. When communicating via PC, users should invest in a quality soundcard and a headset for the best sound quality. VoIP can also work via landline phones using Analog Telephone Adapters (ATAs) connected directly to an Internet connection, which is the most popular option. Lastly, IP phones, or hard phones, have an Ethernet port that directly communicates with a VoIP server, a VoIP gateway or another VoIP phone. They can be used independently, without a PC. 
VOIP technologies and implementations
Voice-over-IP has been implemented in various ways using both proprietary and open protocols and standards. Examples of technologies used to implement Voice over Internet Protocol include:

H.323 

IP Multimedia Subsystem (IMS) 

Media Gateway Control Protocol (MGCP) 

Session Initiation Protocol (SIP) 

Real-time Transport Protocol (RTP) 

The Session Initiation Protocol has gained widespread VOIP market penetration, while H.323 deployments are increasingly limited to carrying existing long-haul network traffic.

A notable proprietary implementation is the Skype network. Other examples of specific implementations and a comparison between them are available in Comparison of VOIP software.

Advantages of VoIP
VoIP saves money spent on long distance phone calls while promoting bandwidth data capacity and telephony efficiency. Since SMEs and consumers are always looking at where they can cut costs and improve quality, VoIP becomes a likely candidate for voice services. Here are some other features that are offered by VoIP providers: 

· Enhanced 911 services. This year, the FCC imposed E911 requirements for VoIP service providers, making the providers automatically deliver a location and callback number to local 911 emergency services personnel. Before this feature was enforced, some 911 callers using VoIP phones were not connected to emergency services. 
  

· By using a phone adaptor (ATA), the VoIP technology can travel anywhere where the user can connect to a broadband connection. 
  

· By adding a virtual phone number, users can have out of area customers or friends call them on their virtual phone number that rings on their main number for only an additional $5 a month. 

Number portability
 Local number portability (LNP) and Mobile number portability (MNP) also impact VOIP business. Number portability is a service that allows a subscriber to select a new telephone carrier without requiring a new number to be issued. Typically, it is the responsibility of the former carrier to "map" the old number to the undisclosed number assigned by the new carrier. This is achieved by maintaining a database of numbers. A dialed number is initially received by the original carrier and quickly rerouted to the new carrier. Multiple porting references must be maintained even if the subscriber returns to the original carrier. The FCC mandates carrier compliance with these consumer-protection stipulations.

    Security
	
	


Voice over Internet Protocol telephone systems (VoIP) are susceptible to attacks as are any internet-connected devices. This means that hackers who know about these vulnerabilities (such as insecure passwords) can institute denial-of-service attacks, harvest customer data, record conversations and break into voice mailboxes. 
Another challenge is routing VOIP traffic through firewalls and network address translators
Disadvantages of VoIP
· There are problems with latency, or delays, when the VoIP data packets are jumping and become scattered between transmissions. A possible solution is to increase the bandwidth capacity to greater than 256 kbits of bandwidth. 
  

· In case the power goes out, users need a back-up power source (UPS or generator) to protect the VoIP connection. 
  

· Some of the VoIP providers still do not have adequate E911 systems and may mistakenly send help to a traveler's home if they fail to provide their new contact information to the VoIP provider before they made a 911 call on the road. 

· Because VoIP uses an Internet connection, it's susceptible to all the hiccups normally associated with home broadband services. All of these factors affect call quality: 

· Latency 

· Jitter 

· Packet loss 

            Phone conversations can become distorted, garbled or lost because of   

           transmission errors. Some kind of stability in Internet data transfer needs to be   

            guaranteed before VoIP could truly replace traditional phones. 

· VoIP is susceptible to worms, viruses and hacking, although this is very rare and VoIP developers are working on VoIP encryption to counter this. 

Looking ahead
This year been a healthy for VoIP technology, but in 2006, the VoIP market will expand even further. With escalating gas prices, along with heating costs, customers and small businesses will be looking at ways to cut costs, while maintaining the voice quality they are used to with their traditional telephone services.
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