
CHAPTER 1
INTRODUCTION

1.1 GENERAL INTRODUCTION
Quantum computing is a combination of physics, mathematics and computer science. Quantum algorithm exponentially “speed up” classical computation.

The basic paradigm for quantum algorithm is the quantum circuit model, which is composed of the basic quantum units of information(qubits) and quantum gates.
By interacting with each other while being isolated from the external environment, qubits can perform certain calculations exponentially faster than conventional computers.

The quantum computer, following the laws of quantum physics, would gain enormous processing power through the ability to be in multiple states, and to perform tasks using all possible permutations simultaneously.

By doing a computation on many different numbers at once, then interfering the results to get a single answer, a quantum computer has the potential to be much more powerful than a classical computer of the same size.

1.2 QUANTUM ALGORITHMS
The main quantum algorithms are:

· Quantum circuit based algorithm

                        The Deutsch Oracle

                        The Deutsch Jozsa Oracle

                        The Simon Oracle

                        Shor’s Algorithm

                        Grover’s Algorithm

· Adiabatic algorithm

· Measurement based algorithm

· Topological quantum field theory(TQFT) algorithm
1.3 ENEMIES OF QUANTUM COMPUTING
There are two known enemies of quantum computing:

a) Decoherence
If we keep on putting quantum gates together into circuits we will quickly run into some serious practical problems. The more interacting qubits are involved the harder it tends to be to engineer the interaction that would display the quantum interference. Apart from the technical difficulties of working at single-atom and single-photon scales, one of the most important problems is that of preventing the surrounding environment from being affected by the interactions that generate quantum superposition. The more components the more likely it is that quantum computation will spread outside the computational unit and will irreversibly dissipate useful information to the environment. This process is called “Decoherence”. Even though we try to isolate the quantum system from the environment much as we can, we cannot supply total isolation. Therefore, the interaction of the quantum system and the environment result in “Decoherence” of the quantum state, which is equivalent to a partial measurement of the state by the environment.

b) Gate Inaccuracies
Decoherence is not the only problem with quantum computing. Gates, whether they are classical or quantum, are not perfect. The gates are usually combined together. So small errors in gates can combine together during computation and eventually causing failure, and it is not clear how to correct these small errors.
The simplest example of error correcting code is a repetition code: replacing the bit we want to protect by 3 copies of the bit,

0 → (000) 
1→ (111)

Now an error may occur that causes one of the three bits to flip; If it’s the first bit, say,

(000) → (100)
(111) → (011)
Now in spite of the error, the bit can be encoded correctly, by majority voting.

CHAPTER 2

CONCEPTS OF QUANTUM COMPUTING

2.1 ELEMENTS OF QUANTUM COMPUTING
Generally we’ll think of a quantum computer as a classical computer with a quantum circuit attached to it with some kind of interface between conventional 

and quantum logic. Since there are only a few things a quantum computer does better than a classical computer it makes sense to do the bulk of the processing on the classical machine.

1) Bits and Qubits

These are the”nuts and bolts” of quantum computing. It describes qubits, gates, and circuits. Quantum computers perform operations on qubits which are analogous to conventional bits but they have an additional property in that they can be in a superposition. 

A quantum register with 3 qubits can store 8 numbers in superposition simultaneously, and a 250 qubit register holds more numbers (superposed) than 

there are atoms in the universe.
Representation of data-qubits
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2) Single Qubit

    Classical computers use two discrete states to represent a unit of information, this state is called a binary digit (or bit for short). A bit has the following two values:
0 and 1
There is no intermediate state between them, i.e. the value of the bit cannot be in a superposition. 

Quantum bits, or qubits, can on the other hand be in a state ”between” 0 and 

1, but only during the computational phase of a quantum operation. When 

measured, a qubit can become either:
[image: image2.emf]
The | > symbolic notation is part of the Dirac notation.
3) Multiple Qubit

     The potential amount of information available during the computational phase 

grows exponentially with the size of the system, i.e. the number of qubits. 

This is because if we have n qubits the number of basis states is 2n. E.g. if 

we have two qubits, forming a quantum register then there are four (=22) 

computational basis states: forming

[image: image3.emf]
Here |01> means that qubit 1 is in state |0> and qubit 2 is in state |1>, etc.

2.2 CONCEPTS OF QUANTUM COMPUTING
The following concepts are important for quantum computing:

1) Superposition
Superposition means a system can be in two or more of its states simultaneously. For example a single particle can be traveling along two different paths at once. This implies that the particle has wave-like properties, which can mean that the waves from the different paths can interfere with each other. Interference can cause the particle to act in ways that are impossible to explain without these wave-like properties. 

The ability for the particle to be in a superposition is where we get the parallel nature of quantum computing: If each of the states corresponds to a different value then, if we have a superposition of such states and act on the system, we effectively act on all the states simultaneously.
2) Entanglement

In 1935 Einstein (along with colleagues Podolski and Rosen) demonstrated a paradox (named EPR after them) in an attempt to refute the undefined nature of quantum systems. The results of their experiment seemed to show that quantum systems were defined, having local state BEFORE measurement. Although the original hypothesis was later proven wrong (i.e. it was proven that quantum systems do not have local state before measurement). The effect they demonstrated was still important, and later became known as entanglement.

Entanglement is the ability for pairs of particles to interact over any distance instantaneously. Particles don’t exactly communicate, but there is a statistical correlation between results of measurements on each particle that is hard to understand using classical physics. To become entangled, two particles are allowed to interact; they then separate and, on measuring say, the velocity of one of them (regardless of the distance between them), we can be sure of the value 

of velocity of the other one (before it is measured). The reason we say that they communicate instantaneously is because they store no local state and only have well defined state once they are measured. Because of this limitation particles can’t be used to transmit classical messages faster than the speed of light as we only know the states upon measurement. Entanglement has applications in a wide variety of quantum algorithms and machinery.
3) Uncertainty

The quantum world is irreducibly small so it’s impossible to measure a quantum 

system without having an effect on that system as our measurement device is also quantum mechanical. As a result there is no way of accurately predicting all of the properties of a particle. There is a trade off - the properties occur in complementary pairs (like position and momentum, or vertical spin and horizontal spin) and if we know one property with a high degree of certainty then we must know almost nothing about the other property. 

That unknown property’s behaviour is essentially random. An example of this is a particle’s position and velocity: if we know exactly where it is then we know nothing about how fast it is going. This indeterminacy is exploited in quantum cryptography.
CHAPTER 3

QUANTUM COMPUTER AND ITS WORKING

           3.1 Quantum Computers
A quantum computer is a device for computation that makes direct use of quantum mechanical phenomena, such as superposition and entanglement, to perform operations on data. Quantum computers are different from traditional computers based on transistors.

Quantum computer is a computer design which uses the principles of quantum physics to increase the computational power beyond what is attainable by a traditional computer. Quantum computers have been built on the small scale and work continues to upgrade them to more practical models.

A quantum computer looks like this, taking n input qubits, the register V, and producing n output qubits, the register W:
[image: image4.emf]
The input register can be prepared as a superposition of states, e.g. an equal superposition of all integers from 0 to 2n:

[image: image5.emf]
The computer then calculates in parallel the function applied to all 2n integers simultaneously. From QMP (Quantum Measurement Postulate), when we measure W, it will choose a Boolean for each bit of the output register according to the resulting entangled wave function of the output qubits. Design F so that it maximizes the probability that the output we measure is the answer we want. 

Measuring the output collapses the wave function: get Boolean values for all the qubits in W. The result is one of the possible outputs. 

Imagine that F is (integer) square root W =√V . Prepare V as the superposition of all integers from 0 to 2n, run the computer, then measure W. Result will square root of some number between 0 and 2n. The square root of any such number, with equal probability. F calculates the square roots of all the integers in parallel, but QMP says we can only find out about one. For real problems, arrange F so the probability amplitudes of the output state strongly favor the desired output from F. 

Quantum computers are like huge multidimensional arrays of slits that generate 

interference patterns in the wave functions. Design the array right, and the pattern solves your problem. 

A quantum computer is probabilistic: we may need to run it multiple times before we get the answer we want.
3.2 How Quantum Computer Works?

A quantum computer, would store information as either a 1, 0, or a quantum superposition of the two states. Such a "quantum bit," called a qubit, allows for far greater flexibility than the binary system.

Specifically, a quantum computer would be able to perform calculations on a far greater order of magnitude than traditional computers ... a concept which has serious concerns and applications in the realm of cryptography & encryption. Some fear that a successful & practical quantum computer would devastate the world's financial system by ripping through their computer security encryptions, which are based on factoring large numbers that literally cannot be cracked by traditional computers within the life span of the universe. A quantum computer, on the other hand, could factor the numbers in a reasonable period of time. 

To understand how this speeds things up, consider this example. If the qubit is in a superposition of the 1 state and the 0 state, and it performed an calculation with another qubit in the same superposition, then one calculation actually obtains 4 results: a 1/1 result, a 1/0 result, a 0/1 result, and a 0/0 result. This is a result of the mathematics applied to a quantum system when in a state of decoherence, which lasts while it is in a superposition of states until it collapses down into one state. The ability of a quantum computer to perform multiple computations simultaneously  is called quantum parallelism.

 The exact physical mechanism at work within the quantum computer is somewhat theoretically complex and intuitively disturbing. Generally, it is explained in terms of the multi-world interpretation of quantum physics, wherein the computer performs calculations not only in our universe but also in other universes simultaneously, while the various qubits are in a state of quantum decoherence.
CHAPTER 4

BUILDING A QUANTUM COMPUTER

A quantum computer is nothing like a classical computer in design. In order to build one, a new type of technology is needed, a technology that enables 'qubits' to exist as coherent superpositions of 0 and 1 state.

4.1 QUANTUM DOTS

An example of an implementation of the qubit is the 'quantum dot' which is basically a single electron trapped inside a cage of atoms. When the dot is exposed to a pulse of laser light of precisely the right wavelength and duration, the electron is raised to an excited state: a second burst of laser light causes the electron to fall back to its ground state. The ground and excited states of the electron can be thought of as the 0 and 1 states of the qubit and the application of the laser light can be regarded as a controlled NOT function as it knocks the qubit from 0 to 1 or from ' to 0.

If the pulse of laser light is only half the duration of that required for the NOT function, the electron is placed in a superposition of both ground and excited states simultaneously, this being the equivalent of the coherent state of the qubit. More complex logic functions can be modelled using quantum dots arranged in pairs. It would therefore seem that quantum dots are a suitable candidate for building a quantum computer. Unfortunately there are a number of practical problems that are preventing this from happening:

· The electron only remains in its excited state for about a microsecond before it falls to the ground state. Bearing in mind that the required duration of each laser pulse is around 1 nanosecond, there is a limit to the number of computational steps that can be made before information is lost. 

· Constructing quantum dots is a very difficult process because they are so small. A typical quantum dot measures just 10 atoms (1 nanometer) across. The technology needed to build a computer from these dots doesn't yet exist. 

· To avoid cramming thousands of lasers into a tiny space, quantum dots could be manufactured so that they respond to different frequencies of light. A laser that could reliably retune itself would thus selectively target different groups of quantum dots with different frequencies of light. This again, is another technology that doesn't yet exist. 

4.2 COMPUTING LIQUIDS
Quantum dots are not the only implementation of qubits that have been experimented with. Other techniques have attempted to use individual atoms or the polarisation of laser light as the information medium. The common problem with these techniques is decoherence. Attempts at shielding the experiments from their surroundings, by for instance cooling them to within a thousandth of a degree of absolute zero, have proven to have had limited success at reducing the effects of this problem.

The latest development in quantum computing takes a radical new approach [16]. It drops the assumption that the quantum medium has to be tiny and isolated from its surroundings and instead uses a sea of molecules to store the information. When held in a magnetic field, each nucleus within a molecule spins in a certain direction, which can be used to describe its state; spinning upwards can signify a 1 and spinning down, a 0. Nuclear Magnetic Resonance (NMR) techniques can be used to detect these spin states and bursts of specific radio waves can flip the nuclei from spinning up (1) to spinning down (0) and vice-versa.

The quantum computer in this technique is the molecule itself and its qubits are the nuclei within the molecule. This technique does not however use a single molecule to perform the computations; it instead uses a whole 'mug' of liquid molecules. The advantage of this is that even though the molecules of the liquid bump into one another, the spin states of the nuclei within each molecule remain unchanged. Decoherence is still a problem, but the time before the decoherence sets in is much longer than in any other technique so far.

CHAPTER 5
QUANTUM CIRCUITS

If we take a quantum state, representing one or more qubits, and apply a sequence of unitary operators (quantum gates). The result is a quantum circuit. 

We now take a register and let gates act on qubits, in analogy to a conventional 

Circuit
[image: image6.emf]
This gives us a simple form of quantum circuit (above) which is a series of 

operations and measurements on the state of n-qubits. Each operation is unitary 

and can be described by an 2n X 2n matrix. Each of the lines is an abstract wire, the boxes containing Un are quantum logic gates (or a series of gates) and the meter symbol is a measurement. Together, the gates, wires, input, and output mechanisms implement quantum algorithms. 

Unlike classical circuits which can contain loops, quantum circuits are ”one shot circuits” that just run once from left to right (and are special purpose: i.e. we have a different circuit for each algorithm). It is always possible to rearrange quantum circuits so that all the measurements are done at the end of the circuit.
PROPERTIES OF QUANTUM CIRCUIT

Quantum circuit diagrams have the following constraints which make them 

different from classical diagrams
1. They are acyclic (no loops). 

2. No FANIN, as FANIN implies that the circuit is NOT reversible, and therefore 

not unitary. 

3. No FANOUT, as we can’t copy a qubit’s state during the computational phase 

because of the no-cloning theorem.
CHAPTER 6
QUANTUM GATES
In quantum computing and specifically the quantum circuit model of computation, a quantum gate (or quantum logic gate) is a basic quantum circuit operating on a small number of qubits. They are the building blocks of quantum circuits, like classical logic gates are for conventional digital circuits.

Unlike many classical logic gates, quantum logic gates are reversible. However, classical computing can be performed using only reversible gates. Quantum logic gates are represented by unitary matrices. The most common quantum gates operate on spaces of one or two qubits, just like the common classical logic gates operate on one or two bits. This means that as matrices, quantum gates can be described by 2 × 2 or 4 × 4 unitary matrices.

Commonly Used Gates

1) Hadamard Gate

The Hadamard gate acts on a single qubit. It maps the  basis state [image: image7.png]
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. It is represented by the Hadamard matrix:
[image: image11.png]



Since the rows of the matrix are orthogonal, H is indeed a unitary matrix.
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Fig: Representation of Hadamard Gate
2) Pauli-X Gate

The Pauli-X gate acts on a single qubit. It is the quantum equivalent of a NOT gate. It equates to a rotation of the Bloch Sphere around the X-axis by π radians. It maps [image: image13.png]


to [image: image14.png]


and [image: image15.png]
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. It is represented by the Pauli X matrix:

[image: image17.emf]
which gives us the following:

[image: image18.emf]
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3) Pauli-Y Gate
The Pauli-Y gate acts on a single qubit. It equates to a rotation around the Y-axis of the Bloch Sphere by π radians. It maps [image: image20.png]


to [image: image21.png]


and [image: image22.png]
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. It is represented by the Pauli Y matrix:

[image: image24.emf].

which gives us the following:
[image: image25.emf]
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4) Pauli-Z Gate
The Pauli-Z gate acts on a single qubit. It equates to a rotation around the Z-axis of the Bloch Sphere by π radians. It leaves the basis state [image: image27.png]


unchanged and maps [image: image28.png]
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. It is represented by the Pauli Z matrix:

[image: image30.emf]
which gives us the following:
[image: image31.emf]
5) Swap Gate
The swap gate swaps two qubits. It is represented by the matrix:
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6) Phase Gate

[image: image33.emf]
which gives us the following:
[image: image34.emf]
7) Controlled Gate
Controlled gates act on 2 or more qubits, where one or more qubits act as a control for some operation. For example, the controlled-NOT (or CNOT) gate acts on 2 qubits, and performs the NOT operation on the second qubits only when the first qubit is [image: image35.png]


, and otherwise leaves it unchanged. It is represented by the matrix
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which gives the following: 
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Fig: Representation of CNOT gate
CHAPTER 7
QUANTUM ALGORITHMS

7.1  Quantum Circuit Based Algorithm
The first quantum algorithms were designed to exploit the adequacy of quantum computation to computational problems which involve oracles. Oracles are devices which are used to answer questions with a simple yes or no.
a) The Deutsch Oracle

This oracle (Deutsch 1989) answers the following question. Suppose we have a function ƒ: {0,1} → {0,1}, which can be either constant or balanced. In this case, the function is constant if ƒ(0) = ƒ(1) and it is balanced if ƒ(0) ≠ ƒ(1). One can prepare the input qubits of the Deutsch oracle as the superposition ([image: image39.jpg]
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). The final output of the algorithm is the state
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b) The Simon Oracle

      Suppose we have a Boolean function ƒ: {0,1}n → {0,1}n. The function is supposed to be 2-to-1, i.e., for every value of ƒ there are always two x1 and x2 such that ƒ(x1) = ƒ(x2). The function is also supposed to be periodic, meaning that there is a binary vector a such that ƒ(x⊕a) = ƒ(x), where ⊕ designates addition modulo 2, i.e., 1 ⊕ 1 = 0. The Simon oracle returns the period a in a number of measurements linear in n, which is exponentially faster than any classical algorithm.

c) Shor’s Algorithm

This is an algorithm invented by Peter Shor in 1995 that can be used to quickly factorise large numbers. This algorithm shows that a quntum computer can factorize the integers into primes in polynomial time.

Example of Shor’s Algorithm
Since the Algorithm consists of three key steps, this explanation will be presented in 3 stages.

Stage 1
In order to keep the example relatively easy to follow we will consider the problem of finding the prime factors of the number 15. The first stage of the algorithm is to place a memory register into a coherent superposition of all its possible states. The letter 'Q' will be used denote a qubit that is in the coherent state.
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Fig: A three qubit register can represent 8 states simultaneously

      Stage 2
     The second stage of the algorithm performs a calculation using a register.

     The details of which are as follows:
· The number N is the number we wish to factorise, N = 15 

· A random number X is chosen, where 1 < X < N-1 

· X is raised to the power contained in the register (register A) and then divided by N 

· The remainder from this operation is placed in a second 4 bit register (register B).
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Fig: Operation Performed in Stage 2

After this operation has been performed, register B contains the superposition of each universes results. This is best illustrated with an example, if we choose X to be 2, then the contents of register B, for every possible value in register A are as follows:
	Register A
	Register B

	0
	1

	1
	2

	2
	4

	3
	8

	4
	1

	5
	2

	6
	4

	7
	8

	8
	1

	9
	2

	10
	4

	11
	8

	12
	1

	13
	2

	14
	4

	15
	8


Table: Content of Register B, When N=15 and X=2

Notice that the contents of register B follows a repeating sequence (1,2,4,8,1,2,4,8...), the frequency at which this repeats can be named f. In this case the repeating sequence (1, 2, 4, 8) has four values so f = 4.
Stage 3
The final stage is perhaps the most difficult to follow. The frequency of repetition, f, can be found using a quantum computer. This is done by performing a complex operation on register B and then looking at its contents which causes the results from every universe to interfere with each other. The resulting value for f is then used in the following equation to calculate a (possible) factor
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In our example the value f = 4 does give a correct answer of 3.
7.2  ADIABATIC ALGORITHM
According to the adiabatic theorem and given certain specific conditions, a quantum system remains in its lowest energy state, known as the ground state, along an adiabatic transformation in which the system is deformed slowly and smoothly from an initial Hamiltonian to a final Hamiltonian. The most important condition in this theorem is the energy gap between the ground state and the next excited state. Being inversely proportional to the evolution time T, this gap controls the latter. If this gap exists during the entire evolution, the theorem dictates that in the adiabatic limit (when T→∞) the system will remain in its ground state. In practice, of course, T is always finite, but the longer it is, the less likely it is that the system will deviate from its ground state during the time evolution.

7.3  MEASUREMENT BASED ALGORITHM
The measurement-based algorithms fall into two categories. The first is teleportation quantum computing. The second is the “one way quantum computer”, known also as the “cluster state” model. The interesting feature of these models is that they are able to represent arbitrary quantum dynamics, including unitary dynamics, with basic non-unitary measurements. The measurements are performed on a pool of highly entangled states, and are adaptive, i.e., each measurement is done in a different basis which is calculated classically, given the result of the earlier measurement. Such exotic models might seem redundant, especially when they have been shown to be polynomially equivalent to the standard circuit model in terms of computational complexity. Their merit, however, lies in the foundational lessons they drive home: with these models the separation between the classical part (i.e., the calculation of the next measurement-basis) and the quantum parts (i.e., the measurement and the entangled states) of the computation becomes evident, hence it may be easier to pinpoint the quantum resources that are responsible for the putative “speed-up”.

7.4  TOPOLOGICAL QUANTUM  FIELD THEORY(TQFT) ALGORITHM
In contrast to the straightforward and standard circuit model, this model resides in the most abstract reaches of theoretical physics. The exotic physical systems TQFT describes are topological states of matter. Also here the model was proved to be efficiently simulated on a standard quantum computer, but its merit lies in its high tolerance to errors resulting from any possible realization of a large scale quantum computer. Topology is especially helpful here because many global topological properties are, by definition, invariant under deformation, and given that most errors are local, information encoded in topological properties is robust against them.
CHAPTER 8 

QUANTUM COMMUNICATION

Quantum communications makes use of the fact that information can be encoded as the polarisation of photons (i.e. the orientation of a photon's oscillation). An oscillation in one direction can be thought of as 0 and in another as a 1. Two sets of polarisations are commonly used, rectilinear and diagonal.
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Fig: The  Polarisation of photons can be used to encode data. 

The property that quantum communication exploits is that in order to receive the correct information, photons have to be measured using the correct filter polarisation e.g. the same polarisation that the information was transmitted with. If a receiver is in rectilinear polarisation, and a diagonally polarised photon is sent, then a completely random result will appear at the receiver. Using this, property information can be sent in such a way as to make it impossible for an eavesdropper to listen undetected. The mechanism by which this works is as follows:

1. The sender transmits information to the receiver using random polarisations. 

2. The receiver detects this information (also at random polarisations) and records it. 

3. The sender then informs the receiver of the polarisations that he used over a public channel. 

4. The receiver and sender compare a random selection of the information that was received at the correct polarisation. 

5. If an eavesdropper has intercepted and forwarded the information, the receiver and sender will be alerted as a higher percentage of errors will be present than expected. 

6. If an eavesdropper has been detected, then the whole process has to be repeated. 

CHAPTER 9
QUANTUM MECHANICS

Quantum mechanics is generally about the novel behaviour of very small things. At this scale matter becomes quantized, this means that it can be subdivided no more. Quantum mechanics has never been wrong, it explains why the stars shine, how matter is structured, the periodic table, and countless other phenomena. One day scientists hope to use quantum mechanics to explain everything, but at present the theory remains incomplete as it has not been successfully combined with classical theories of gravity. Some strange effects happen at the quantum scale. 

The following are main parts of quantum mechanics that are important for quantum computing: 

• Linear algebra
Quantum mechanics leans heavily on linear algebra. Some of the concepts of 

quantum mechanics come from the mathematical formalism, not thought experiments, that’s what can give rise to counter intuitive conclusions.
• Dirac notation 
Dirac notation is used for quantum computing. We can represent the states of a quantum system as kets. For example, an electron’s spin can be represented as |0> spin up and |1> as spin down. The electron can be thought of as a little magnet, the effect of a charged particle spinning on its axis. When we pass a horizontally traveling electron through an inhomogeneous magnetic field, in say, the vertical direction, the electron either goes up or down. If we then repeat this with the up electron it goes up, with the down electron it goes down. We say the up electron after the first measurement is in the state |0> and the down electron is in state |1>.
• Representing information 

Quantum mechanical information can be physically realised in many ways. To have something analogous to a classical bit we need a quantum mechanical system with two states only, when measured. 

Methods for representing binary information in a way that is capable of exhibiting quantum effects (e.g. entanglement and superposition) are: electron spin, photon direction, polarisation of photons and nuclear spins.

CHAPTER 10
QUANTUM PROTOCOLS

Applications of quantum information processing include a number of communication and cryptographic protocols. The two most famous communication protocols are quantum teleportation and dense coding. Both use entan- glement shared between the two parties that are communicating. Teleportation uses two classical bits, together with shared entanglement, to transmit the state of a single qubit. 

Teleportation destroys the state at the original site in the process, leading to the name teleportation. In this way, teleportation enables the transmission of an unknown quantum state without violating the no-cloning principle.

Dense coding uses one quantum bit, together with shared entanglement, to transmit two classical bits. Since the entangled particles can be distributed ahead of time, only one qubit needs to be physically transmitted to communicate two bits of information.

While “quantum cryptography” is often used as a synonym for “quantum key distribution,” quantum approaches to a wide variety of other cryptographic tasks have been developed. Some of these protocols use quantum means to secure classical information. Others secure quantum information.

Many are “unconditionally” secure in that their security is based entirely on properties of quantum mechanics. Others are only quantum computationally secure in that their security depends on a problem being computationally intractable for a quantum computers. 
CHAPTER 11
APPLICATION, USES AND DISADVANTGES

11.1 Application of quantum computing

1) Quantum Communication

Quantum communication systems allow a sender and receiver to agree on a code without ever meeting in person. The uncertainty principle, an inescapable property of the quantum world, ensures that if an eavesdropper tries to monitor the signal in transit it will be disturbed in such a way that the sender and receiver are alerted.
2) Quantum Cryptography

The expected capabilities of quantum computation promise great improvements in the world of cryptography. Ironically the same technology also poses current cryptography techniques a world of problems. They will create the ability to break the RSA coding system and this will render almost all current channels of communication insecure.
3) Artificial Intelligence

The theories of quantum computation suggest that every physical object, even the universe, is in some sense a quantum computer. As Turing's work says that all computers are functionally equivalent, computers should be able to model every physical process. Ultimately this suggests that computers will be capable of simulating conscious rational thought. And a quantum computer will be the key to achieving true artificial intelligence.
11.2 Uses of Quantum Computing:
Quantum Computing is ideal for tasks such as
· Cryptography

· Modeling

· Indexing very large databases

11.3 Disadvantages of Quantum Computing:

Quantum computing is not well suited for tasks such as word processing and email. for a broad class of problems, quantum computation cannot provide any speed-up. 
CHAPTER 12
ADVANCED CONCEPTS

12.1 ROBUSTNESS

Environmental interactions muddle quantum computations. It is difficult to isolate a quantum computer sufficiently from environmental interactions, especially because controlled interactions are needed to perform the computation. In the classical world, error correcting codes are primarily used in data transmission. But the effects of the environment on any quantum

information processing device are likely to be so pervasive that quantum states will need protection at all times. 

12.2 MODELS UNDERLYING QUANTUM COMPUTATION

A circuit model for universal quantum computation consists of a set of one and two qubit transformations, quantum gates, from which all quantum transformation can be approximated. Circuit diagrams are often drawn, but these should not be taken literally; these are not blueprints for quantum hardware, but rather abstract diagrams indicating a sequence of operations to be performed. Each horizontal line represents a qubit. Time runs from left to right, and the boxes represent one and two qubit quantum gates applied to the qubits. In an ion-trap quantum

computer, these diagrams indicate the sequence of laser pulses to apply.
CONCLUSION
Will scalable quantum computers ever be built? Yes. Will quantum computers eventually replace desktop computers? No. Quantum computers will always be harder to build and maintain than classical computers, so they will not be used for the many tasks that classical computers do equally efficiently. Quantum computers will be useful for a number of specialized tasks. The extent of these tasks is still being explored.
With classical computers gradually approaching their limit, the quantum computer promises to deliver a new level of computational power. With them comes a whole new theory of computation that incorporates the strange effects of quantum mechanics and considers every physical object to be some kind of quantum computer.
                        FUTURE OF QUANTUM COMPUTING
The future of quantum computing is very bright because it is applicable on every field of quantum physics. There are some notable barriers accept different forms of error correction and the development of software. We need lot of expense to achieve such goal. If we work with such devotion in the field of quantum computing we can achieve all technologies of the world.

31

