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A Virus is basically an executable file which is designed such that first of all it should be able to infect documents, then; it has to have the ability to survive by replicating itself and to avoid detection. Computer viruses can be classified into several different types:

1. File or program viruses:- they infect program files likes files with extension like .EXE, .COM, .BIN e.t.c. some viruses just replicate while others destroy the program being used at the time.

2. Boot sector viruses (MBR or master boot record):- Boot sector viruses can be created without much difficulty and infect either the master boot record of the hard disk or floppy drive.

3. Polymorphic viruses: - they are the most difficult viruses to detect. They have the ability to mutate this means that they change the viral code know as the signature each time it spreads or infect.
Antivirus:- the ideal solution to the threat of viruses is prevention. Do not allow a virus to get into the system in first place.


The goal is in general difficult to achieve, although prevention can reduce the no of successful viral attacks. The next best approach is to be able to do the following detection, identification, removal.

The basic techniques are 

1. Scanners: - scanners are program that scan the executable object (file and boot sectors) for the presence of code sequences that are present in the known viruses.

2. Monitors:- the monitoring programs are memory resident programs, which constantly monitor some function of the operation system.
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3.  Integrity checking: - A program, which can detect that the other executable objects have been modified, will be able to detect the infection.

Basically the problem solved in this seminar was the defining of antivirus which deals the solution to the threat of viruses in a computer system.

Also the basic techniques that are been used include scanning, monitoring, and also integrity checking in other to prevent viruses from infection.

Computer viruses are not inherently destructive. The essential feature of a computer program that causes it to be classified as a virus is not its ability to destroy data, but its ability to gain control of the computer and make a fully functional copy of itself. It can reproduce, when it is executed, it makes one or more copies of itself.
Not all computer programs that are destructive are classified as viruses because they do not all reproduce and not destructive.


However, all viruses do reproduce. The computer virus overcomes the roadblock of operator control by hiding itself in other programs. A computer virus attaches itself to other programs learned it the named virus.

However that analogy is wrong since the programs it attaches to are not in any sense alive 

1. Computer viruses- theory and experiments, computer security by fred cohen.

2. An undetectable computer virus by david chess and steve white presented at the bulletin conference.
3.Also a little black book of computer viruses by mark A.ludwig.
1. Model of practical defenses against computer viruses2. Computer virus- Antivirus co evolution communication of the ACM.

METHODOLOGY
CONCLUTION

WHAT DID YOU LEARN 
The method use in carry out this seminar is by technical research, internet research, and other reviews seminars.

Computer viruses are not evil and that programmers have a right to create them posses them and experiment with them. But we should never support those people who writing viruses with destructive nature. In order to deal with the viruses it is necessary to have a deep knowledge of the way in which different viruses’ exploit our system weakness. There by causing destructive of data or hampening of security.
I here by learn that viruses are designed to corrupt or delete our data on the hard disk.
Furthermore, I can say that it is also impossible to create antivirus against particular virus without knowing the way it affect our system.
