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ABSTRACT



First generation (1G) wireless telecommunications – the brick-like analog phones that are now collector’s items - introduced the cellular architecture that is still being offered by most wireless companies today. Second generation (2G) wireless supported more users within a cell by using digital technology, which allowed many callers to use the same multiplexed channel. But 2G was still primarily meant for voice communications, not data, except some very low data-rate features, like short messaging service (SMS). So-called 2.5G allowed carriers to increase data rates with a software upgrade at the base transceivers stations (BTS), as long as consumers purchased new phones too. Third generation (3G) wireless offers the promise of greater bandwidth, basically bigger data pipes to users, which will allow them to send and receive more information.

Fourth generation (4G) wireless was originally conceived by the Defense Advanced Research Projects Agency (DARPA). Although experts and policymakers have yet to agree on all the aspects of 4G wireless, two characteristics have emerged as all but certain components of 4G: end-to-end Internet Protocol (IP), and peer-to-peer networking. An all IP network makes sense because consumers will want to use the same data applications they are used to in wired networks. The final definition of “4G” will have to include something as simple as this: if a consumer can do it at home or in the office while wired to the Internet, that consumer must be able to do it wirelessly in a fully mobile environment.

INTRODUCTION



Let’s define “4G” as “wireless ad hoc peer-to-peer networking.” 4G technology is significant because users joining the network add mobile routers to the network infrastructure. Because users carry much of the network with them, network capacity and coverage is dynamically shifted to accommodate changing user patterns. As people congregate and create pockets of high demand, they also create additional routes for each other, thus enabling additional access to network capacity. Users will automatically hop away from congested routes to less congested routes. This permits the network to dynamically and automatically self-balance capacity, and increase network utilization. What may not be obvious is that when user devices act as routers, these devices are actually part of the network infrastructure. So instead of carriers subsidizing the cost of user devices (e.g., handsets, PDAs, of laptop computers), consumers actually subsidize and help deploy the network for the carrier.
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With a cellular infrastructure, users contribute nothing to the network. They are just consumers competing for resources. But in wireless ad hoc peer-to-peer networks, users cooperate – rather than compete – for network resources. Thus, as the service gains popularity and the number of users increases, service likewise improves for all users.

                       There is also the 80/20 rule. With traditional wireless networks, about 80% of the cost is for site acquisition and installation, and just 20% is for the technology. Rising land and labor costs means installation costs tend to rise over time, subjecting the service providers’ business models to some challenging issues in the out years. With wireless peer-to-peer networking, however, about 80% of the cost is the technology and only 20% is the installation. Because technology costs tend to decline over time, a current viable business model should only become more profitable over time. The devices will get cheaper, and service providers will reach economies of scale sooner because they will be able to pass on the infrastructure savings to consumers, which will further increase the rate of penetration.

CURRENT TECHNOLOGY



Most modern cellular phones are based on one of two transmission technologies: time-division multiple access (TDMA) or code-division multiple access (CDMA) . These two technologies are collectively referred to as second-generation, or 2G. Both systems make eavesdropping more difficult by  digitally encoding the voice data and compressing it, then splitting up the resulting data into chunks upon transmission.

TDMA



TDMA, or Time Division Multiple Access, is a technique for dividing the time domain up into sub-channels for use by multiple devices. Each device gets a single time slot in a procession of devices on the network. During that particular time slot, one device

is allowed to utilize the entire bandwidth of the spectrum, and every other device is in the quiescent state.

      The time is divided into frames in which each device on the network gets one timeslot. There are n timeslots in each frame, one each for n devices on the network. In practice, every device gets a timeslot in every frame. This makes the frame setup simpler and more
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 efficient because there is no time wasted on setting up the order of transmission. This has

the negative side effect of wasting bandwidth and capacity on devices that have nothing to send.

One optimization that makes TDMA much more efficient is the addition of a registration period at the beginning of the frame. During this period, each device indicates how much data it has to send. Through this registration period, devices with nothing to send waste no time by having a timeslot allocated to them, and devices with lots of pending data can have extra time with which to send it. This is called ETDMA (Extended TDMA) and can

increase the efficiency of TDMA to ten times the capacity of the original analog cellular phone network.

     The benefit of using TDMA with this optimization for network access comes when data is “bursty.” That means, at an arbitrary time, it is not possible to predict the rate or amount of pending data from a particular host. This type of data is seen often in voice transmission, where the rate of speech, the volume of speech, and the amount of background noise are constantly varying. Thus, for this type of data, very little capacity is wasted by excessive  allocation.

CDMA



CDMA, or Code Division Multiple Access, allows every device in a cell to transmit over the entire bandwidth at all times. Each mobile device has a unique and orthogonal code that is used to encode and recover the signal. The mobile phone digitizes the voice data as it is received, and encodes the data with the unique code for that phone. This is accomplished by taking each bit of the signal and multiplying it by all bits in the unique code for the phone. Thus, one data bit is transformed into a sequence of bits of the same length as the code for the mobile phone. This makes it possible to combine with other signals on the same frequency range and still recover the original signal from an arbitrary mobile phone as long as the code for that phone is known. Once encoded, the data is modulated for transmission over the bandwidth allocated for that transmission. A block diagram of the process is shown
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 By keeping security in mind while designing the new system, the creators of 2G wireless were able to produce a usable system that is still in use today. Unfortunately, 2G technology is beginning to feel its age. Consumers now demand more features, which in turn require higher data rates than 2G can handle. A new system is needed that merges voice and data into the same digital stream, conserving bandwidth to enable fast data access. By using advanced hardware and software at both ends of the transmission, 4G is the answer to this problem.

4G TECHNOLOGIES


OFDMA :
Orthogonal Frequency Division Multiplexing (OFDM) not only provides clear advantages for physical layer performance, but also a framework for improving layer 2 performance by proposing an additional degree of freedom. Using ODFM, it is possible to exploit the time domain, the space domain, the frequency domain and even the code domain to optimize radio channel usage. It ensures very robust transmission in multi-path environments with reduced receiver complexity. The signal is split into orthogonal subcarriers, on each of which the signal is “narrowband” (a few kHz) and therefore immune to multi-path effects, provided a guard interval is inserted between each OFDM symbol. OFDM also provides a frequency diversity gain, improving the physical layer performance. It is also compatible with other enhancement technologies, such as smart antennas and MIMO.This not only provides additional flexibility for resource allocation (increasing the capacity), but also enables cross-layer optimization of radio link usage. 
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MULTIPLE INPUT MULTIPLE OUTPUT



MIMO uses signal multiplexing between multiple transmitting antennas (space multiplex) and time or frequency. However, it is generally admitted that the gain in spectrum efficiency is directly related to the minimum number of antennas in the link.

4G HARDWARE



ULTRA WIDE BAND NETWORKS :
            Ultra Wideband technology, or UWB, is an advanced transmission technology that can be used in the implementation of a 4G network. The secret to UWB is that it is typically detected as noise. This highly specific kind of noise does not cause interference with current radio frequency devices, but can be decoded by another device that recognizes UWB and can reassemble it back into a signal. Since the signal is disguised as noise, it can use any part of the frequency spectrum, which means that it can use frequencies that are currently in use by other radio frequency devices .

              An Ultra Wideband device works by emitting a series of short, low powered electrical pulses that are not directed at one particular frequency but rather are spread across the entire spectrum. As seen in Figure, Ultra Wideband uses a frequency of between 3.1 to 10.6 GHz. The pulse can be called “shaped noise” because it is not flat, but curves across the

spectrum. On the other hand, actual noise would look the same across a range of frequencies — it has no shape. For this reason, regular noise that may have the same frequency as the
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pulse itself does not cancel out the pulse. .

SMART ANTENNAS



Multiple “smart antennas” can be employed to help find, tune, and turn up signal information. Since the antennas can both “listen” and “talk,” a smart antenna can send signals back in the same direction that they came from. This means that the antenna system cannot only hear many times louder, but can also respond more loudly and directly as well.

              There are two types of smart antennas: 

        Switched Beam Antennas have fixed beams of transmission, and can switch from one predefined beam to another when the user with the phone moves throughout the sector

Adaptive Array Antennas represent the most advanced smart antenna approach to date using a variety of new signal processing algorithms to locate and track the user, minimize interference, and maximize intended signal reception.

Smart antennas can thereby:

• Optimize available power

• Increase base station range and coverage

• Reuse available spectrum

• Increase bandwidth

• Lengthen battery life of wireless devices
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TRANSMISSION BEAMS OF ADAPTIVE ARRAY ANTENNA
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TRANSMISSION BEAMS OF SWITCHED BEAM ANTENNA

Although UWB and smart antenna technology may play a large role in a 4G system, advanced software will be needed to process data on both the sending and receiving side. This software should be flexible, as the future wireless world will likely be a heterogeneous mix of technologies.

4G  SOFTWARE 



4G will likely become a unification of different wireless networks, including wireless LAN technologies (e.g. IEEE 802.11), public cellular networks (2.5G, 3G), and even personal area networks. Under this umbrella, 4G needs to support a wide range of mobile devices that can roam across different types of networks .These devices would have to support different networks, meaning that one device would have to have the capability of working on different networks. One solution to this “multi-network functional device” is a software defined radio.

SOFTWARE DEFINED RADIO:
A software defined radio is one that can be configured to any radio or frequency standard through the use of software. For example, if one was a subscriber of Sprint and moved into an area where Sprint did not have service, but Cingular did, the phone would automatically switch from operating on a CDMA frequency to a TDMA frequency. In addition, if a new standard were to be created, the phone would be able to support that new standard with a simple software update. With current phones, this is impossible.
Of course, in order to be able to download software at any location, the data must be

formatted to some standard. This is the job of the packet layer, which will split the data into small “packets.”

PACKET LAYER:
The packet layer is a layer of abstraction that separates the data being transmitted from the

way that it is being transmitted. The Internet relies on packets to move files, pictures, video, and other information over the same hardware. Without a packet layer, there would need to be a separate connection on each computer for each type of information and a separate network with separate routing equipment to move that information around. All of these problems contribute to a low Quality of Service (QoS).

PACKETS



There are many advantages of packets and very few disadvantages. Packets are a proven method to transfer information. Packets are:

· More secure

· More reliable

· More flexible

· Easier to standardize

· Extensible

IMPLEMENTATION OF PACKETS



CURRENT SYSTEM: IPv4

Currently, the Internet uses the Internet Protocol version 4 (IPv4) to locate devices. IPv4 uses an address in the format of xxx.xxx.xxx.xxx where each set of three digits can range from  0 to 255 (e.g 130.207.44.251).
RECOMMENDED SYSTEM: IPv6

The next generation addressing system uses the Internet Protocol version 6 (IPv6) to locate devices. IPv6 has a much larger address space. Its addresses take the form x:x:x:x:x:x:x:x where each x is the hexadecimal value that makes up one eighth of the address. An example of this is: FEDC:BA98:7654:3210:FEDC:BA98:7654:3210 (The Internet Engineering Task Force Network Working Group)
APPLICATIONS



4G AND PUBLIC SAFETY:
4G wireless eliminates this spoke-and-hub weaknesses of cellular architectures because the destruction of a single node does not disable the network. Instead of a user being dependent on a cell tower, that user can hop through other users in dynamic, selfforming, self-healing rings. This is reason enough to make this technology available to first responders. But there is more: mobility, streaming audio and video, high-speed Internet, real-time asset awareness, geo-location, and in-building rescue support. All this, at speeds that rival cable modems and DSL.

Incorporating 4G architectures with ITS can create numerous public safety applications.

SENSORS ON PUBLIC VEHICLES:
Putting a chemical-biological-nuclear (CBN) warning sensor on every government-owned vehicle instantly creates a mobile fleet that is the equivalent of an army of highly trained dogs. As these vehicles go about their daily duties of law enforcement, garbage collection, sewage and water maintenance, etc., municipalities get the added benefit of early detection of CBN agents. The sensors on the vehicles can talk to fixed devices mounted on light poles throughout the area, so positive detection can be reported in real time. And since 4G networks can include inherent geo-location without GPS, first responders will know where the vehicle is when it detects a CBN agent.

CAMERAS IN TRAFFIC LIGHTS:
Some major cities have deployed cameras on traffic lights and send those images back to a central command center. This is generally done using fiber, which limits where the cameras can be hung, i.e., no fiber, no camera. 4G networks allow cities to deploy cameras and backhaul them wirelessly. And instead of having to backhaul every camera, cities can backhaul every third or fifth or tenth camera, using the other cameras as router/repeaters. These cameras can also serve as fixed infrastructure devices to support the mobile sensor application described above.

FIRST RESPONDER ROUTE SELECTION:
Using fiber to backhaul cameras means that the intelligence collected flows one way: from the camera to the command center. Using a 4G network, those images can also be sent from the command center back out to the streets.

Ambulances and fire trucks facing congestion can query various cameras to choose an alternate route. Police, stuck in traffic on major thoroughfares, can look ahead and make a decision as to whether it would be faster to stay on the main roads or exit to the side roads.

TRAFFIC CONTROL DURING DISASTERS :
If a hurricane hits the Gulf Coast of Florida and cars start driving east, 4G networks can allow officials to access traffic control boxes to change inland traffic lanes to green. Instead of having to send officers to every box on roads being overwhelmed by civilians who are evacuating, it can all be done remotely, and dynamically. In a September 11 type environment, lights could also be forced to red to prevent civilians from driving into harm’s way.

TRACKING AND TRACING:
 If every emergency response vehicle in a city is equipped with a 4G transceiver, the command center then knows where all potential first responders are during an emergency, as do the individual officers. While GPS would allow management to know where the vehicles are, 4G networks allows them to see where the individuals are even when they have had to leave their vehicles.

CONCLUSION 



Consumers demand that software and hardware be user-friendly and perform well. Indeed, it seems part of our culture that customers expect the highest quality and the greatest features from what they buy. The cellular telephone industry, which now includes a myriad of wireless devices, is no exception. Meanwhile, competition in the industry is heating up. Providers are slashing prices while scrambling for the needed infrastructure to provide the latest features as incentives, often turning to various 3G solutions. Unfortunately, this will only serve to bewilder customers in an already confusing market. 

          This is a need that demands a solution. Today’s wired society is going wireless, and it has a problem. 4G is the answer.
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