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COMPUTER NETWORKS: TRIPLE PLAY
Abstract
Broadband access is the buzzword of today, the market is for fast Internet access, distance learning, multimedia downloads, interactive gaming and video services which can be provided by wire line and wireless broadband technologies. With this the hunt for killer services comes into act i.e., TRIPLE PLAY. These services will also help corporates in cutting costs and improving bottom lines. This presentation is about the Triple Play—VOIP, IMS, FMC, WiMAX and IPTV. 
Introduction of Triple Play
Triple play technology is nowadays considered as an indisputable trend. The differentiated service architecture is preferred over "hard quality of service" (QoS) integrated service architecture. Moreover it applies perfectly to triple play, as it satisfies differing QoS requirements. In addition, latest developments in the area of video and audio encoding impose new challenges in content delivery systems. The combination of these three technologies is expected to raise additional QoS related issues. Problems such as full exploitation of available bandwidth and providing adequate QoS to subscribed users by meeting the requirements of all three supported services (video, voice and data) must be addressed. Within this context, the particular paper examines the performance of common packet scheduling techniques used in differentiated service triple play architecture. The performance of priority queuing (PQ), weight fair queuing (WFQ) and weight fair low latency queuing (WFQ-LLQ) schemes is assessed, in order to find the most appropriate solution for the underlying network. The evaluation of the schedulers is based on simulations designed upon real triple play networks, while trace files are used for the simulation of video flows.
We could clearly knew the need for uprising technologies like triple play from the fact that the revenues of the companies which delayed in using these technologies have come down. 
· British Telecom

· Retail revenues down 2.5%

· Retail profits down 10%

· Deutsche Telecom

· Domestic revenues down 1.6%

· Broadband/fixed revenues down 3.6%

· France Telecom

· Domestic residential revenues down 1.2%

· Domestic enterprise revenues down 5.4%

· KPN

· Fixed network revenues down 4%

· Business revenues down 9%
Source Incumbent Dilemmas, 2005
Voice over IP (VoIP)
In past the communication process was done by the means of electric circuits which was expensive and took more time for connecting to the respective user. So this VoIP came into existence.

InternetVoice over Internet Protocol (VoIP) is a protocol optimized for the transmission of voice through the  or other packet switched networks. Voice over IP protocols carry telephony signals as digital audio, typically reduced in data rate using speech data compression techniques, encapsulated in a data packet stream over IP.
The ability of VoIP is to transmit more than one telephone call down the same broadband connected telephone line. It’s also a location independent, just by having internet connection we can avail this service.
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· Services

With hardware VoIP solutions it is possible to connect the VoIP router into the existing central phone box in the house and have VoIP at every phone already connected. Software based VoIP services require the use of a computer, so they are limited to single point of calling, though telephone sets are now available, allowing them to be used without a PC. Some services provide the ability to connect Wi-Fi SIP phones so that service can be extended throughout the premises, and off-site to any location with an open hotspot. However, note that many hotspots require browser-based authentication, which most SIP phones do not support. In security point of view though VoIP packets are often hacked or cracked but still this can be rectified by encryption and decryption. Voice over Instant Messaging (VoIM) presents VoIP as one communication mode.
· Disadvantages

Some broadband connections may have less than desirable quality. Where IP packets are lost or delayed at any point in the network between VoIP users, there will be a momentary drop-out of voice. This is more noticeable in highly congested networks and/or where there are long distances and/or interworking between end points. Emergency calls cannot easily be routed to a nearby call center, and are impossible on some VoIP systems. Sometimes, VoIP systems may route emergency calls to a non-emergency phone line at the intended department. In the US, at least one major police department has strongly objected to this practice as potentially endangering the public.
In short VoIP is nothing but the better way of communication which is being adopted by most of the countries. Few years before the calls made for communicating were done by electric circuits which took more time for connecting but the voice would be very clear when compared to VoIP and there used to be no cuts in between where as now in VoIP the voice clarity is not as clear as electric circuits and even there are cuts in between but by this technology the time is being saved. Suppose the call is made to London from India then the call first goes to the antenna and then goes to the respective service provider then it gets transferred to internet packets and gets received by the London services and there it send the signals to the call made. This is very fast so VoIP got adopted.
Internet Protocol Multimedia Service (IMS)

This concept was developed and specified by 3GPP. The main aim of 3GPP was to make third generation mobile system to evolve on GSM Core Network and Radio Access Technology, IMS is the result of this program. IMS increased the functionality of packets switched mobile network such as 3rd Generation GSM by supporting IP based applications and services through SIP Protocol.
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The user can connect to an IMS network in various ways, all of which use the standard Internet Protocol (IP). Direct IMS terminals (such as mobile phones, personal digital assistants (PDAs) and computers) can register directly on an IMS network, even when they are roaming in another network or country. The only requirement is that they can use IPv6 (also IPv4 in early IMS) and run Session Initiation Protocol (SIP) user agents. Fixed access (Digital Subscriber Line (DSL), Ethernet), mobile access and wireless access are all supported. Other phone systems like plain old telephone service (POTS -- the old analogue telephones), H.323 and non IMS-compatible VoIP systems, are supported through gateways.

International Mobile Subscriber Identity (IMSI) is a unique phone identity that is stored in the SIM. To improve privacy, a Temporary Mobile Subscriber Identity (TMSI) is generated per geographical location. While IMSI/TMSI is used for user identification, the International Mobile Equipment Identity (IMEI) is a unique device identity and is phone specific. The Mobile Subscriber ISDN Number (MSISDN) is the telephone number of a user.

IMS also requires IP Multimedia Private Identity (IMPI) and IP Multimedia Public Identity (IMPU). Both are not phone numbers or other series of digits, but Uniform Resource Identifier (Uri’s), that can be digits (a tell Uri, like tel:+1-555-123-4567) or alphanumeric identifiers (a sip-Uri, like sip:john.doe@example.com). There can be multiple IMPU per IMPI (often a tell Uri and a sip-Uri). The IMPU can also be shared with another phone, so both can be reached with the same identity (for example, a single phone-number for an entire family).

Fixed Mobile Convergence (FMC)
A clear trend is emerging in the form of fixed mobile convergence (FMC). The aim is to provide both services with a single phone, which could switch between networks ad hoc. Several industry standardization activities have been completed in this area such as the Voice call continuity (VCC). Typically, these services rely on Dual Mode Handsets, where the customers' mobile terminal can support both the wide-area (cellular) access and the local-area technology (for VoIP). Historically (see below) DECT and Bluetooth have been used locally, although there is a clear trend towards Wi-Fi in the future, WiMax. Implementations of Voice call continuity claim "seamless mobility between VoWiFi and cellular networks" and on mobile handsets are designed using software Voice Engines.
One example of this convergence is the BT Fusion offer in UK, where British Telecom offers a Vodafone handset capable of making calls through the ADSL line via a local wireless connection in trials and early launch this was Bluetooth but the product is now transitioning to using WiFi. Another example is Divitas networks, which offers mobile to mobile convergence (MMC) technology for dual mode handsets, a different approach that uses VoWLAN as the primary means for voice communication while in WiFi areas, routing the calls exclusively through internet protocol to other locations and thereby relying less on the carriers for the voice traffic. The cellular service engages once the WiFi signal deteriorates sufficiently, to provide coverage outside of the WiFi area.
World Wide Interoperability Microwave Access (WiMAX)
History of WiMAX 
At first this wireless communication was started by Infrared then Bluetooth then Wi-Fi and now Wi-MAX. The above devices were not capable for communicating for larger distances so one by one they got improved and now finally Wi-MAX has come into existence.
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As a short-range mobile Internet solution, such as in cafes and at transportation hubs like airports, the popular Wi-Fi system is widely deployed, and provides enough coverage for some users to feel subscription to a WiMAX service is unnecessary.

Wi-Fi is a shorter range system, typically hundreds of meters, which uses unlicensed spectrum to provide access to a network, typically covering only the network operator's own property. Typically Wi-Fi is used by an end user to access their own network, which may or may not be connected to the Internet. If WiMAX provides services analogous to a cell phone, Wi-Fi is more analogous to a cordless phone.

WiMAX is a long-range system, covering many kilometers that typically uses licensed spectrum (although it is also possible to use unlicensed spectrum) to deliver a point-to-point connection to the Internet from an ISP to an end user.

Telcos and consumers have invested billions of dollars in mobile phone equipment. In developed countries, mobile phones have achieved nearly complete market penetration, and many people are giving up landlines and using mobiles exclusively. Given this situation, it is not entirely clear whether there would be a significant higher demand for VoIP among consumers until either public or community wireless networks have similar geographical coverage to cellular networks or VoIP is implemented over 3G networks. However, "dual mode" telephone sets, which allow for the seamless handover between a cellular network and a WiFi network, are expected to help VoIP become more popular.

After WiMAX the next 

· Broadband access
Many companies are closely examining WiMAX for "last mile" connectivity at high data rates. The resulting competition may bring lower pricing for both home and business customers or bring broadband access to places where it has been economically unavailable. Prior to WiMAX, many operators have been using proprietary fixed wireless technologies for broadband services.
Mobile WiMAX
· The first Mobile WiMax services will launch in Korea in mid 2006, using Samsung equipment; U.S. service launches will follow, possibly as soon as 2007
· Stealth chipset startups are attempting to leapfrog the market and go directly to Mobile WiMax; names in the frame include Beecem, SiWave, Cygnus, Runcom
· Adaptix claims to have already demonstrated system-level mobility based on scaleable OFDMA
· A market for 802.16e line cards and software will emerge alongside demand for smart antenna software suites, as major fabs and OEMs catch on to Mobile WiMax's potential
· Initial services will offer handoff performance suitable for data, but unsuitable for VOIP services
Internet Protocol Television (IPTV) 
This is a system where a digital television service is delivered by using Internet Protocol over a network infrastructure, which may include delivery by a broadband connection. A general definition of IPTV is television content that, instead of being delivered through traditional broadcast and cable formats, is received by the viewer through the technologies used for computer networks.
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For residential users, IPTV is often provided in conjunction with Video on Demand and may be bundled with Internet services such as Web access and VoIP. The commercial bundling of IPTV, VoIP and Internet access is referred to as "Triple Play" service (adding mobility is called "Quadruple Play"). IPTV is typically supplied by a service provider using a closed network infrastructure. This closed network approach is in competition with the delivery of TV content over the public Internet, called Internet Television. In businesses, IPTV may be used to deliver television content over corporate LANs.

IPTV uses a two-way digital broadcast signal sent through a switched telephone or cable network by way of a broadband connection and a set-top box programmed with software that can handle viewer requests to access to many available media sources.

Because IPTV uses standard networking protocols, it promises lower costs for operators and lower prices for users. Using set-top boxes with broadband Internet connections, video can be streamed to households more efficiently than current coaxial cable.

· Protocols
IPTV covers both live TV (multicasting) as well as stored video (Video on Demand VOD). The playback of IPTV requires either a personal computer or a set-top box connected to a TV. Video content is typically compressed using either a MPEG-2 or a MPEG-4 codec and then sent in an MPEG transport stream delivered via IP Multicast in case of live TV or via IP Unicast in case of Video on Demand. IP Multicast is a method in which information can be sent to multiple computers at the same time. The newly released (MPEG-4) H.264 codec is increasingly used to replace the older MPEG-2 codec.

· In standards-based IPTV systems, the primary underlying protocols used for:

Live TV is using IGMP version 2 for connecting to a multicast stream (TV channel) and for changing from one multicast stream to another (TV channel change). VOD is using the Real Time Streaming Protocol (RTSP). Currently, the only alternatives to IPTV are traditional TV distribution technologies such as terrestrial, satellite and cable. However, cable can be upgraded to two-way capability and can thus also carry IPTV.
· Advantages
A switched IP network also allows for the delivery of significantly more content and functionality. In a typical TV or satellite network, using broadcast video technology, all the content constantly flows downstream to each customer, and the customer switches the content at the set-top box. The customer can select from as many choices as the telecoms, cable or Satellite Company can stuff into the “pipe” flowing into the home. A switched IP network works differently. Content remains in the network, and only the content the customer selects is sent into the customer’s home. That frees up bandwidth, and the customer’s choice is less restricted by the size of the “pipe” into the home. This also implies that the customer's privacy could be compromised to a greater extent than is possible with traditional TV or satellite networks. It may also provide a means to hack into, or at least disrupt (see Denial of Service) the private network.

· Interactivity
An IP-based platform also allows significant opportunities to make the TV viewing experience more interactive and personalized. The supplier may, for example, include an interactive program guide that allows viewers to search for content by title or actor’s name, or a picture-in-picture functionality that allows them to “channel surf” without leaving the program they’re watching. Viewers may be able to look up a player’s stats while watching a sports game, or control the camera angle. They also may be able to access photos or music from their PC on their television, use a wireless phone to schedule a recording of their favorite show, or even adjust parental controls so their child can watch a documentary for a school report, while they’re away from home.

· Video on Demand (VoD)
VoD stands for Video on Demand. VoD permits a customer to browse an online program or film catalogue, to watch trailers and to then select a selected recording for playback. The play out of the selected movie starts nearly instantaneously on the customer's TV or PC.

Technically, when the customer selects the movie, a point-to-point Unicast connection is set up between the customer's decoder (i.e., SetTopBox or PC) and the delivering streaming server. The signaling for the trick play functionality is assured by RTSP (Real Time Streaming Protocol). The most common codec’s used for VoD are MPEG-2, MPEG-4 and VC-1.

In an attempt to avoid content piracy, the VoD content is usually encrypted. Whilst encryption of satellite and cable TV broadcasts is an old practice, with IPTV technology it can effectively be thought of as a form of Digital Rights Management. A film that is chosen, for example, may be playable for 24 hours following payment, after which time it becomes unavailable.

· IPTV based Converged Services
A converged service implies interaction of existing services in a seamless manner to create new value added services. One good example is On-Screen Caller ID, getting Caller ID on your TV and the ability to handle it (send it to voice mail, etc). IP-based services will help to enable efforts to provide consumers anytime-anywhere access to content over their televisions, PCs and cell phones, and to integrate services and content to tie them together. Within businesses and institutions, IPTV eliminates the need to run a parallel infrastructure to deliver live and stored video services.
VoIP 2.0, the future of VoIP

VoIP has started a new revolution in the history of Internet Telephony. With more software companies embracing VoIP, it is recreating itself with the advent of the new technology. It is believed that future of VoIP is VoIP 2.0, which will focus on services instead of cut-rate pricing. Though companies like Google, Skype and Microsoft are offering new services now; the day is not far when every company will be forced to charge for this service after adding new features and technologies.

VoIP 2.0 is the latest version of VoIP which will allow the users to advantage of more flexibility, customization and powerful features. It is being planned to introduce more advance features rather than the simple conferencing feature. It will be the next phase of VoIP. VoIP 2.0 is the theme of Internet Telephony Conference & Expo to be held this October in Los Angeles. Using VoIP 2.0 may prove to be more productive, efficient and profitable. 
VoIP PROTOCOL CHANGES
In today’s wireless VoIP market, vendor proprietary protocols dominate. These protocols were developed and deployed out of necessity because the international VoIP standards were not sufficiently mature. In addition, none of the “standard” VoIP call control protocols address hardware specific device controls that are important for support of vendor specific value-add. Will this always be the case? No.

The IETF Session Initiation Protocol (SIP) is challenging the status of ITU H.323 as the most popular standards-based call control. However, even SIP does not meet the requirements of many corporate customers and is still in the process of evolving to a richer set of features. Specifically, a working group has been formed and is defining an optimal expression of SIP for the wireless deployments (ITU T-41), but this effort has not been completed.

The maturing of any of the protocols, from a wireless perspective, will continue to provide more robust and feature rich choices to companies interested in deploying wireless VoIP solutions.
Future of FMC
Imagine yourself using a cell-phone and making a call via the cellular network. You park your car in your garage, and suddenly you are within your home's Wireless LAN the cell-phone seamlessly switch to using your VoIP service via the Wireless LAN. This is the possibility of using the technology called Seamless Fixed-Mobile Convergence (SFMC). Mobile users will be able to download a software onto their PocketPC Smartphone to reap the benefits of seamless connectivity.

A company called Calypso Wireless has patented a technology called ASNAP, which covers the seamless roaming of voice, video and data between cellular tower access points, such as GSM or CDMA and short-range Internet access points (Wifi, Bluetooth, etc.) to deliver seamless connectivity for mobile handsets, laptops, PDAs and other mobile devices.

At a recent CTIA Wireless 2006 show, they demonstrated the SFMC Session Controller and the Dual Mode VoIP Smartphone. The Smartphone runs on Intel PXA Series processor and using the Windows CE 5.0 OS. They were able to connect to Skype Out as one of the long distance options.

We are starting to see the convergence of Fixed-Wireless-IP networks in the Telecommunications industry. We are starting to see lots of mergers of telecommunication companies. Phone companies getting into Mobile and IP with DSL offerings. Cable companies offering phone and IP service. Satellite companies offering internet. Mobile companies offering Internet services. We should be seeing more of these convergences of technologies in the near future.

So, what does all of this have to do with BEA you may ask? Well, BEA has a product suite WebLogic Communications Platform that's positioned well in this industry. With the WebLogic SIP Server and the WebLogic Network Gatekeeper, one can really build some cool apps on top of the existing Fixed-Wireless-IP networks. The seamless connectivity for voice demonstrated at by Calypso may just be the voice part, but think of all the neat use cases that may be possible with this convergence.

Consider this use case:
Imagine a customer services app online where the user requests for assistance to complete a mortgage application by clicking on a link in the browser. However, instead of accessing the mortgage application on the desktop they are using the web browser on their Smartphone while he gets a bite to eat. The Smartphone's browser interprets the link, and makes a VoIP call initiated by SIP, since the user is currently within a HotSpot at a local deli picking up lunch. The WebLogic SIP Server may pass the application context information from the browser and work with other media gateways to connect the call. After the call is connected, the customer steps out of the deli and loses his connection to the WiFi, but it seamlessly switches him over to the cellular network. The customer finishes the conversation with the rep, and the rep accesses an application that determines the customer's eligibility, which then makes a web services call using the ParlayX API to talk to the WebLogic Network Gatekeeper. The WebLogic Network Gatekeeper enforces some policy, and communicates with the SMPP plug-in to send a SMS message via the SMSC to the customer. The customer receives a text message stating that his mortgage application has been approved.
Conclusion
Converged triple play service delivery is an emerging opportunity for enterprises and consumers, enabling them to enter a new era of user-centric multimedia communication and broadband entertainment. For service providers it is an opportunity to enter into or expand new markets as well as offering increased service differentiation to remain an attractive partner for providing solutions to an established customer base. Triple play convergence is causing an important transformation in the service delivery networks, and this requires an effective
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subscriber services management solution to successfully manage these changes and support the introduction of new services such as IPTV. On the network side, service providers need to integrate multiple network technologies and multi-vendor equipment under a centralized and integrated policy administration to enable scalable control and a smooth network transition and subscriber migration from present modes of service delivery to future converged modes for triple play.
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