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ABSTRACT

Bluetooth is an open specification for short-range wireless communication and networking mainly intended to be a cable replacement between portable and/or fixed electronic devices. The problem concerns the assignment of the roles of master and slave to each node so that the resulting MANET is connected. In this Seminar we have introduce two novel protocols for forming connected scatternets. In both cases, the resulting topology is termed a bluetree. We also address the problem of determining an optimal topology for Bluetooth Wireless Personal Area Networks (BT-WPANs). In BT-WPANs, multiple communication channels are available, thanks to the use of a frequency hopping technique. The way network nodes are grouped to share the same channel, and which nodes are selected to bridge traffic from a channel to another, has a significant impact on the capacity and the throughput of the system, as well as the nodes’ battery lifetime. Our optimization approach is based on a model derived from constraints that are specific to the BT-WPAN technology, but the level of abstraction of the model is such that it can be related to the more general field of ad hoc networking.
Chapter 1

                                                               INTRODUCTION

As technology managers and technicians are constantly engaged in an ongoing struggle between functionality, usability, and security. To effectively balance our concerns, we must keep pace with changes in technology. The telecommunications and computing industries continue to create and market technologies designed to enhance mobility and functionality, both at home and at work. Any organization that desires to exploit opportunities must realize that greater mobility demands a global technology. Bluetooth provides mobility and will emerge as a scalable, economic global technology.

     The original idea behind the Bluetooth concept was that of cable replacement between portable and/or fixed electronic devices. Bluetooth will be the major technology for short range wireless networks and wireless personal wireless networks. Bluetooth is an open-source standard that borrows many features from existing wireless standards such as IEEE 802.11, IrDA (Infrared Data Association), DECT (Digital Enhanced Cordless Telecommunications), Motorola’s Piano, and TCP/IP to connect portable devices without wires via short-range radio frequencies (RF).The Bluetooth has the following features:
· Operates at the 2.56GHZ ISM band which is globally available.
· Use frequency hopping spread spectrum technique.

· Can support up to the 8 devices in piconet.

· Omni-directional, non line of sight transmission through walls.

· The range of Bluetooth is 10m to 100m.

· 1mW power. 
     Wireless Personal Area Networks (WPANs) is a new wireless technology, which provides short-range connectivity between portable radio devices, such as mobile phones, headsets and personal digital assistants. WPANs are intended to operate at the 2.4 GHz ISM (Industrial, Scientific, Medical) band, using a FHSS (Frequency Hopping Spread Spectrum) technique.  Several solutions and commercial products have been introduced for one-hop Bluetooth communication, the problem of scatternet formation has not yet been dealt with. This problem concerns the assignment of the roles of master and slave to each node so that the resulting MANET is connected. We have introduced two novel protocols for forming connected scatternets. In both cases, the resulting topology is termed a Bluetree.

     The problem of forming an optimal BT-WPAN topology that minimizes the traffic load of the most congested node in the network, or equivalently its energy consumption, and is such that:

1) Full network connectivity is guaranteed;

2) System specifications are met;

3) The traffic requirements are fulfilled;

4) Specific restrictions are met, that may exist on the role that some nodes can    play.

 Chapter 2
BLUETOOTH AD HOC NETWORKING

2.1 Concept 
Ad hoc networking is the capability to quickly establish and dissolve small groups of devices with little user interaction and no requirements for permanent address assignment among connecting devices. Bluetooth enabled devices promise ad hoc networking. In an ad hoc network, there is no fixed infrastructure. The network is established on the fly, via wireless links. Individual devices act as routers when relaying data from one device to other when the two devices are too far from one another for direct communications. Since ad hoc networks are mobile and constantly changing in topology, ad hoc networking presents intriguing security challenges.
2.2 Piconet
When two Bluetooth enabled devices come within range of one another, one of them assumes the role of master of the communication and the other becomes the slave. The Master device establishes synchronization among all slave devices by using its clock and hopping sequence. This simple “one hop” network is called as piconet. There is no limit on the maximum number of slaves connected to one master. A Piconet can have a total of eight devices, one master and seven active slaves as shown in fig.1. A Piconet can also include as many as 255 parked slaves, which are devices synchronized with the Piconet but not actively sending or receiving any signals.
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Fig.1-piconet
2.3 Scatternet
The Bluetooth standard allows multiple roles for the same device. For instance, a node can be a master in one piconet and a slave in one or more other piconets. This permits the connection of several piconets. The nodes with multiple roles will act as gateways to adjacent piconets. In the Bluetooth terminology the network topology resulting by the connection of piconets is called a scatternet. Bluetooth scatternet formation has the primary aim to decide about the roles among the Bluetooth devices. So that the resulting scatternet enables multihop communication between two arbitrary devices. A scatternet visualized in fig.2, obtained according to the generic ad hoc network technology. A direction is assigned to those links that established master slave relation, the arrows point from master to slaves. The directed links are the only links that will be used in the Bluetooth scatternet i.e., non-directed links in the figure will not be available for communications, namely, some of the network connectivity is lost.
[image: image2.png]Figure 2: A Scatternet




                                                                                         Chapter 3
BLUETREES-SCATTERNET FORMATION

3.1 Protocols

We have introduced two protocols for scatternet formation considering role and link limitations. Both solutions are tailored to Bluetooth functionality and are distributed, i.e., they are executed at each node based only on the knowledge of the node’s immediate neighbors.
1) The first protocol is based on a designated node, the “blueroot,” that initiates the construction of a “bluetree,” i.e., the resulting scatternet topology will be a tree that spans the entire network. In this solution, the number of roles assigned to one node is limited to two, i.e., a node can be only a master, a slave, or the slave in two different piconets or a master in a piconet and a slave in an adjacent piconet. This protocol is also extended to cope with a limitation on the number of slaves controlled by one master to reduce parking related overhead.
2) The second protocol speeds up the scatternet formation process by selecting more than one root for tree formation, and then merging the trees generated by each root. The protocol is organized in two phases. In the first phase, a subset of the nodes will be selected as init nodes that initiate the construction of subtrees, similarly to the first protocol. In the second phase, the protocol merges the generated sub-trees into one scatternet that spans the entire network.

3.2 Blueroot Grown Bluetrees 
Every network that is geographically connected admits at least one corresponding connected Bluetooth scatternet, where the number of roles assigned to nodes are limited to at most two per node.
     The first protocol is initiated by a given, single node, called the blueroot, which will be the root of the bluetree. Let us select an arbitrary node t (i.e., the blueroot). Using the network topology graph, we build a rooted spanning tree with root t. The root will be assigned the role of master (M). Every one-hop neighbor of t will be a slave (S) in the piconet of t. This is depicted by drawing a directed link from t to its “children.” The children of t will now be assigned an additional role M and all their neighbors that are not assigned any roles yet will become slaves S of these newly selected masters. This procedure is repeated recursively till the “leaves” of the tree are reached (these nodes will only be slaves). In this scenario, each node can only have one M role. Two S nodes can not be directly connected to each other, and all S and MS nodes have only one master that controls them. Scatternets formed by following the proposed algorithm can be depicted as directed trees rooted from the given blueroot, as shown in figure: 3
[image: image3.png]Figure :3 A Rooted Bluetree




3.2.1 Bluetree Formation
It is assumed that each node knows: 

1) Whether or not it is the blueroot, 

2) What are the identifiers of its one hop neighbors, and 

3) Whether they are part of a piconet already.

     If a node is the blueroot, it starts paging its neighbors one by one. This implies that the blueroot will be a master. If a node is paged and it is not part of any piconet yet, it accepts the page thus becoming the slave of the paging node. Otherwise, it will either not respond to the page or it may respond and immediately after having informed the paging node that it is “already taken” it disrupts the communication. This procedure is recursively repeated till all nodes are assigned to a piconet. Once a node has been assigned the role of slave in a piconet, it initiates paging all its neighbors one by one, and so on.
3.1.2 Properties of Bluetrees
Bluetrees has the following properties:

1] Once a node realizes that it is a slave, it informs its master about it.

2] Master maintains the next hop routing table with entries of all descendants in the corresponding subtree.

 3] There are many slaves assigned to master, but master can control only seven active slaves.

  4] When routing packets, nodes examine their routing tables. If the destination is in their table, then the packet is routed towards the corresponding slave, otherwise the packet is forwarded to upward, to this node’s master. Since the blueroot has information   about all the nodes in the network the packet will eventually reach its intended destination.

3.2 Distributed Bluetrees
As for the protocol described above, this protocol achieves network connectivity while maintaining a limited number of roles per node. For the Distributed Bluetrees first step in our algorithm is to select init nodes among the population in a distributed manner. To select the init nodes, the information on whether or not a node has the highest identifier in its neighborhood can be used, if a node is surrounded only by smaller id nodes, it elects itself as an init node. The init nodes then initiate the bluetree building procedure described in the previous sections, with the following modifications: 

1) When a piconet connection is established, the slave will be informed about the identifier of the root of the tree, 

2) When paging neighboring nodes which are already part of a bluetree, information on respective roots has to be exchanged. 

     The information collected by these two modifications will be used in the second phase of the algorithm. At the end of the first phase, the network topology graph will be spanned by disjunct but adjacent trees. For the second phase a procedure is sought, that connects these sub-tree scatternets into one scatternet spanning the entire network topology graph. The same algorithm needs to ensure that no node will violate the number of roles constraint. We designate one of the scatternets as the root of the final phase. We can map each sub-tree by a node in a virtual graph and possible edges between sub-trees as edges in this graph. We can run the bluetree algorithm on this virtual graph, to connect all virtual vertices. In the real graph that would result in a connected network. Also, nodes in this virtual graph could only receive an additional M, S or MS role. The information collected in the first phase can be used to decide on the links to be activated between sub-trees. Data exchange in the sub-trees becomes necessary in order to handle these sub-trees as virtual vertices. With this distributed bluetree procedure, we pay the increased robustness and distribution in terms of overhead in the second phase. Figure 4 shows a possible scatternet created with the second algorithm. The squared nodes represent highest identifier nodes in their respective neighborhood, and outlined arrows depict master-slave behavior established by the second phase.

[image: image4.png]Figure 4: Combined Distributed Bluetree




                                                                                                                         Chapter 4
OPTIMIZING TOPOLOGY OF BT- WPAN’s

4.1 Bluetooth-WPAN Topology

In the Bluetooth WPAN, the network nodes are organized into piconets, each

of them  composed of  one master device and up to seven active slaves, which
are allowed  to  communicate  with  the  master  only.  Each piconet uses a

different frequency  hopping  sequence  derived  from  the  master  address.

Master and slaves send and receive traffic alternatively, so as to provide full-
duplex connections, and slaves are entitled to transmit only when polled by

the master. It is intuitive that the master is subject to higher traffic load and
energy consumption, relative to slaves.
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Figure 5:BT-WPAN Topology




     Figure 1 show an example of BT-WPAN topology, where overlapping piconets are deployed. Being a master or a slave is only a logical state for nodes. A unit can participate in two or more overlying piconets, although it can be master in one piconet only. A master or a slave involved in the activity of more than one piconet can act as a bridge allowing piconets to form a larger network, scatternet. Because of the use of different hopping sequences, a bridge cannot be active in more than one piconet at a time. Thus, bridges have to switch between piconets on a time division basis, and, while switching, they must re-synchronize with the current piconet. This implies a significant overhead that may severely affect the system performance. One of the most challenging problems in deploying a BT-WPAN consists in forming a scatternet that meets the constraints posed by the system specifications and the traffic requirements. The way nodes are grouped into piconets, and which nodes are selected as masters or bridges, has a significant impact on the capacity and the throughput of the system, as well as on the nodes’ battery lifetime a crucial factor in network connectivity. Knowing which topology optimizes the BT-WPAN performance is therefore of fundamental importance.

4.2 Problem Statement
We have provided a min-max formulation of the optimization problem, and we solve it in a centralized manner, since the problem complexity and the large number of parameters involved seem to prohibit a distributed approach. Finally, although our model specifically addresses the issue of topology design in BT-WPANs, the level of abstraction is such that it can be applied to the more general case of ad hoc networks when multiple channel communications are available. 

     In BT-WPANs, connection establishment is a two-step procedure. By relaying on a universal frequency hopping sequence, first an inquiry protocol is used to let a node discover the units located in its proximity, and then a paging protocol is used to establish the communication link between two units. The unit that initiates the procedure acts as the master of the connection, and the other unit as a slave, although roles can be exchanged later on. A master or slave can become a slave in another piconet by being paged by the master of the other piconet; also, a unit participating in one piconet can page the master or slave of another piconet. In this case, the master or slave unit acts as a bridge between the two overlapping piconets.
     Designing the BT-WPAN topology means determining the set of communication links between node pairs that are used to route traffic from each source to the corresponding destination node. We look at the topology formation problem as one of optimizing a chosen performance metric under a given set of constraints. We select as performance metric to be minimized, the traffic load of the most congested node, or equivalently its energy consumption, and we require that the optimal BT-WPAN topology meets the following constraints.

1] Full network connectivity. There must be at least one path between any two nodes in the network. This implies that all the masters have to be connected to each other, either through master or bridge nodes; instead, slaves can communicate with any node in the network through the master they are connected with.

2] System specification. The number of nodes participating in a piconet cannot be greater than a given value, and the distance between each master-slave pair must be less than the maximum piconet radius. Also, a node can be master in one piconet only.

3] System complexity. In order to keep the network complexity small, the number of formed piconets is limited to a fixed value.

4] Traffic requirement. The network must support the desired source-destination connections.

5] Constraints on the nodes’ role. Constraints on the role that some nodes can have in the network may exist. A node may need to act as either a slave or a master, depending on the application it is able to support, and on the nature of the device. For instance, nodes that are gateways to the fixed network should be chosen as masters.

4.3 Integer Linear programming Formulation
Firstly, we have introduced the notations and definitions, and then we describe topology constraints from the mathematical formulation of the problem. Finally, an example of how the optimization procedure works is given.
A. Notation and Definitions 
We have defined various sets and notations:

1) The BT-WPAN is represented as (N, Z),

    Where, N=set of Network nodes,
                Z=is the matrix containing the values of distances between    any two nodes (i, j), i, j<N.

2) Let ‘S’ be the set of traffic sources and ‘D’ be the set of destination nodes.

3. We define C-{(s, d): s<S, d<D} as the set of source destination connections, and C-C as the total number of connections that have routed through the network.
4. Let, T-{Lij} be the traffic matrix indicating the information rate on each source destination connection, normalized to network capacity.
5. We denote, Mmax=maximum number of piconets and
                      Xmax=maximum number of active nodes that can be assigned to a piconet.
6. The set of nodes that are forced to be masters is indicated by m, with m<Mmax.

B. Optimization problem
As we define the notations and definitions of various sets and parameters for mathematical formulation of the problem. Thus, from the mathematical formulations, following topology constraints are observed.

1] It is ensure that a node is either a master, or a slave or a bridge.

2] A slave is assigned to one master atmost.
3] A slave or masters are assigned to one piconet atleast, while a bridge is assigned to two piconets atleast.
4] Forces a master to be assigned itself according to the requirement.

5] Forbits assigning a node to a master if their distance is greater than   Zmax .
6] Limits the number of nodes assigned to a piconet to Xmax, given that nodes i and j are masters.

7] Forces the assignment of i to j if j is assigned to i.

8] Prevents cycles among sets of three nodes which are either masters or bridges: if master i is assigned to master j, node k cannot be assigned to both i and j. Notice that this constraint is not posed by the system specification, but was introduced in order to keep the complexity of the network topology small. 

9] Guarantees that the total number of masters is less than or equal to Mmax.

10] The constraints on the flow variables, guaranties that all masters are connected to each other either through master or bridge nodes.

11] It is ensure that there is no flow between I node and node j if neither i is assigned to j nor j is assigned to i.
12] Constraints on flow conservation ensure that for each (s,d) <C, there is a route connecting s to d.

13] A connection is allow to be routed through edge (i, j) only if i and j communicate, i.e., either i is assigned to j, or j is assigned to i.  

14] A connection can be routed through a pair of nodes (i, j), which are master or bridges, if edge (i, j) belongs to the graph connecting all masters.

15] Loop-free routes are established is guaranteed. 

C. An Example

We assume that network nodes are independently, identically, and uniformly distributed in a Q*Q region with Q-10 distance units, and the input parameters to the problem are as reported in Table I. Note that nodes 7 and 17 are forced to act as masters. The active source destination connections and the associated traffic are listed in the first two columns of Table II.
TABLE I

INPUT PARAMETERS
	N
	C
	   Mmax
	  Xmax
	  Zmax
	M

	     20
	        15
	        4      
	      8  
	    10[image: image6.bmp]/3
	{7,17}


     The optimal topology attained by solving problem, as shown in fig.6 where continuous lines represent the node-master assignments and dotted lines delimit the picocells’ area. Columns 3-4 of Table II report for each network connection the selected route, along with the corresponding number of hops. From the problem solution we have that, besides nodes 7 and 17, nodes 0 and 13 are chosen as masters. In fact optimization procedure selects a number of masters equal to Mmax.  So that the masters’ traffic load is reduced. Masters 0 and 13 are directly connected to each other, while masters 7 and 17 have to be connected to other masters through bridge nodes because they are not located in overlapping areas.
TABLE II

ROUTING OF NETWORK CNNECTIONS
	Connections
	Traffic
	Routes
	No. hops

	(0,12)
	0.219
	{0,16,7,12}
	3

	(1,14)
	0.066
	{1,0,13,14}
	3

	{2,17}
	0.764
	{2,13,9,17}
	3

	{4,0}
	0.081
	{4,13,0}
	2

	{6,10}
	0.063
	{6,7,16,0,13,10}
	5

	{7,15}
	0.295
	{7,15}
	1

	{8,13}
	0.946
	{8,17,9,13}
	3

	{11,6}
	0.328
	{11,0,16,7,6}
	4

	{12,7}
	0.077
	{12,7}
	1

	{13.2}
	0.872
	{13,2}
	1

	{14,5}
	0.548
	{14,13,0,16,7,5}
	5

	{15,9}
	0.518
	{15,7,19}
	2

	{17,16}
	0.504
	{17,9,13,0,16}
	4

	{18,19}
	0.100
	{18,7,15,17,19}
	4

	{19,18}
	0.891
	{19.17,15,7,18}
	4


    Nodes 9, 15 and 16 are selected as bridges. Observe that bridge 9 would be sufficient to provide connectivity for the whole network; however, by electing also 15 and 16 as bridges, the traffic load of bridge 9 and master 13 decreases. For instance, connection (11,6) is routed through node { 0,16,7} instead of being routed on { 0,13,9, 7}, thus avoiding 13 and 9 to be overloaded. Thus the optimal topology is obtained by giving the input parameters in table I, the maximum congestion is computed over all network nodes.
.
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Fig.6: Optimal Topology




Chapter 5

Conclusion
The Bluetooth standard enables the formation of scatternets, with which mobile ad hoc networks (MANETs) may be established. We presented two protocols to solve the problem of scatternet formation. The first protocol organizes the Bluetooth nodes into a rooted tree, the bluetree, in which each node participates at most two piconets, reducing piconet switching overhead. Our solution also considers the problem of limiting the number of slaves that each master has to control.  We presented a second protocol with a more distribute behavior. Using simulation we have demonstrated that in a large population of nodes the speed of the formation procedure outperforms that of the first one. In the second solution the piconet switching overhead is still well contained, since each node is allowed to assume at most three roles.
     The problem of determining an optimal topology for Bluetooth Wireless Personal Area Networks. For this problem we provided an Integer Linear Programming formulation, an example of solution. The construction of an optimal topology for Bluetooth Networks is particularly important, since the network lifetime critically depends on the amount of energy consumed by battery-operated terminals, and the latter is determined by the amount of information handled by each device, hence by the network topology. Results show that optimized topologies can be quite robust to changes in the traffic pattern. This is a very interesting feature, since traffic forecasts used for the topology optimization are bound to be only partly reliable.
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