            ANALYSIS OF DYNAMIC LOW POWER LISTENING 

                        SCHEMES IN WIRE LESS SENSORS
Abstract:
 Wireless sensor networks have been used in wide areas of application and become an attractive area for researchers in recent years. Because of the limited energy storage capability of sensor nodes, Energy consumption is one of the most challenging aspects of these networks and different strategies and protocols deals with this area. This paper presents general methods for designing low power wireless sensor network. Different sources of energy consumptions in these networks are discussed here and techniques for alleviating the consumption of energy are presented. Wireless sensor networks have been widely used in many important fields such as target detection and tracking, environmental monitoring, industrial process monitoring, and tactical systems. As nodes in wireless sensor networks typically operate unattended with a limited power source, energy efficient operations of the nodes are very important. Although energy conservation in communication can be performed in different layers of the TCP/IP protocol suit, energy conservation at MAC layer is found to be the most effective one due to its ability to control the radio directly. Therefore, to ensure a long-lived network of wireless communicating sensors, we are in need of a MAC protocol that is able to improve energy efficiency by maximizing sleep duration, minimizing idle listening and overhearing, and eliminating hidden terminal problem or collision of packets. In this paper, we investigate the

available energy-efficient MAC protocols for sensor networks emphasizing their energy saving methods.
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1. INTRODUCTION

      WIRELESS sensor network (WSN) consists of low cost, low power distributed devices which is called sensor nodes. The role of these nodes is sensing physical and environmental changes such as temperature and pressure and transmitting the data to sink point or base station, through which user accesses the data. Each sensor node has four main components including sensor, processor, transceiver, and an energy supply. Each node has a limited communication range and storage capability. Applications of these networks seem endless and range from defense and environmental monitoring to health and business. WSN not only enable scientific and medical researchers to collect data in brand new ways, but they also make a rich source of research topics and educational activities in multiple disciplines. Real-world wireless sensing applications are quite diverse, and they impose a wide range of constraints on the system platforms, including the size, cost, power availability, wireless connectivity, performance, memory, storage, and flexibility .
    In many applications, it is expected that each sensor node last for a long time because in most of the cases these networks are used in remote areas and recharging and replacing power supply units is difficult. For this reason, it is very important to minimize the total power in sensor network.
     Wireless sensor networking is an emerging technology that has potential usage in environment monitoring, defense, smart spaces, scientific application, medical systems and robotic exploration, target tracking, intrusion detection, wildlife habitat monitoring, climate control and disaster management etc. Wireless sensor network (WSN) consist of one or more battery-operated sensor devices with embedded processor, small memory and low power radio. Low power capacities of sensor node results in limited coverage and communication range for sensor nodes compared to other mobile devices. Hence, to successfully cover the target area, sensor networks are composed of large number of nodes. Nodes in wireless sensor network coordinate to perform a common task. In general, it is not possible to recharge or replace the exhausted batteries for sensor nodes in WSNs, which is the primary objective of maximizing node or network lifetime, leaving the other performance metrics as secondary objectives. Energy

efficiency is a critical issue in wireless sensor networks since batteries are the only energy source 
                                                                 1

to power the sensor nodes. In a sensor node, there are three activities which are main sources of energy consumption. Those activities are – (i) sensing, (ii)computation, and (iii) radio operations. Out of those three sources, energy loss due to radio operation is the maximum one . Not only transmitting costs energy; receiving, or merely scanning the wireless channel for communication, can use up to half as much, depending on the type of radio. In wireless sensor networks since the

communication of sensor nodes will be more energy-consuming than their computation; it is a primary concern that the communication is minimized while achieving the desired network operation. In particular MAC protocols must minimize the radio energy costs in sensor nodes. 
2.Medium Access control:

     Medium access control (MAC) protocol in wireless networks has an important role to enable the successful operation of the network. One fundamental task of the MAC protocol is to avoid collisions so that two interfering nodes do not transmit at the same time. There are many MAC protocols that have been developed for wireless networks. Typical examples include the time division multiple access (TDMA), code division multiple access (CDMA), and contention-based protocols like IEEE 802.11. In a wireless network, controlling when to send a packet and when to listen for a packet are two most important operations to be performed by the medium access layer. In general, idly waiting wastes huge amounts of energy during communication. Medium access control protocol deals with when and how to access medium by a node, and how to transfer the data safely when there is more than one node accessing a single wireless channel simultaneously. MAC  layer is a part of DLC (data link layer) which is divided into MAC and LLC (Logical link layer) sub layers. The main task of LLC is Error and Flow Control. MAC layer resolves contentions in a multi-access wireless environment. Problems in medium access are influenced by a number of attributes and trade off’s like - Collision Avoidance, Energy Efficiency, Scalability and Adaptivity, Channel Utilization, Latency, Throughput and Fairness.

While traditional MAC protocols are designed to maximize packet throughput, minimize latency and provide fairness, protocol design for wireless sensor networks focuses on minimizing energy consumption. The application determines the requirements for the minimum through-put and maximum latency. Fairness is usually not an issue, since the nodes in a wireless sensor network are typically part of a single application and work together for a common purpose. 
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In this paper, we investigate the main causes of energy waste in the MAC layer of WSNs and their existing solutions. We compare those existing methods and give some indications about improvement over them.

3. SOURCE OF ENERGY CONSUMPTION IN WIRELESS SENSOR      NETWORKS

     In order to design a low power wireless sensor network, first step is to analyze the power dissipation characteristics of wireless senor node. Each node in the network is consists of four components: a sensor which connects the network to physical world, computation part which is consists of microcontroller or in some application microprocessor and is responsible for control of the sensors and communication, a transceiver for communicating between nodes and base station, and a power supply which is usually a battery. There are wide ranges of choices for each part of the node and choosing a right device will affect the energy consumption. 

[image: image1.emf]
   Despite the energy efficiency of specific hardware platforms, Sensor network lifetime can be significantly enhanced if the software of the system, including different layers and protocols are designed in a way that lower the consumption of energy . 
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4. ENERGY MODEL IN MAC LAYER OF WSN 

     Energy model is a node attribute which represents level of energy in a mobile host. The energy model only maintains the total energy and does not maintain radio states. Radio on a sensor node uses most energy. Not only transmitting costs energy; receiving, or merely scanning the ether for communication, can use up to half as much, depending on the type of radio. Initial Energy in the energy model of a node is defined as the level of energy the node has at beginning of the simulation. It has an initial value which is known as initial Energy.
4.1Parameter in Energy Model

    Energy model also has a given energy usage for every packet it transmits and receives, for idle and sleep states and for transitions. These are:

· rxPower : power consumption in state (watt)

· txPower : power consumption in sleep state (watt)

· idlePower : power consumption in idle state (watt)

Parameters newly added in the Energy Model are -

· Sleep Power : power consumption in sleep state (watt)

· Transition Power : power consumption in transition from sleep to active

state (watt)

· Transition Time : time (second) used in state transition from sleep to active

state.

          To support simulation of SMAC and other energy efficiency protocols, energy model is extended in network simulator . The old energy model did not have a sleep state so sleep state is added. In addition energy consumption during state transition from sleep to idle (Active) is added.

4.2 Energy Analysis through Trace Files:

   To help analyzing energy consumption in different states they enhanced the energy trace on individual state: sleep, idle, transmit, and receive. In addition to the total energy, now users will be able to see the energy consumption in different states at a given time.
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Following is an example from a trace file on energy.

[energy 979.917000 ei 20.074 es 0.000 et 0.003 er 0.006]

The meaning of each item is as follows:

· energy: total remaining energy

· ei: energy consumption in IDLE state

· es: energy consumption in SLEEP state

· et: energy consumed in transmitting packets

· er: energy consumed in receiving packets

Now, the physical layer has full control over radio states, and provided interface to put radio into sleep state and wake up. It also keep tracks of radio energy consumption at all times.

5.Energy Waste in MAC protocol

       The major sources of energy waste in a MAC protocol are the following:

· Collision: When a transmitted packet is corrupted it has to be discarded, and the follow-on  retransmissions increase energy consumption.
· Control Packet Overhead: Sending and receiving control packets consumes energy too,          less useful data packets can be transmitted.

· Idle Listening: listening to receive possible traffic that is not sent.

· Overhearing: meaning that a node picks up packets that are destined to other

             nodes unnecessarily consume energy
    Collision and packet overhead are common issues and should be addressed by every MAC  protocol. We will thus not treat them in this report. We will put our focus on idle listening and overhearing, which are issues really important in a wireless sensor network. Traditional wakeup scheduling approach like SMAC  uses fixed duty cycle. Duty Cycle is defined as Listen Interval divided by Frame Length. SMAC  and TMAC  use coordinated scheduling to reduce energy consumption, but require periodic synchronization, but CMAC avoids synchronization overhead while supporting low latency. CMAC uses unsynchronized sleep scheduling and allows operation at very low duty cycles. TMAC has advantage of  dynamically ending active part, it uses adaptive duty cycle. This reduces energy wasted on idle listening.
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5.1 DIFFERENT APPROACHES:
     In this section, we present different proposed MAC layer protocols for WSNs. We shall focus our attention in their energy saving methods and not present their other important design achievements. Based on the way how medium is accessed, MAC protocols are basically divided into two types. These are synchronous (or slotted) and asynchronous (or random access) MAC Protocols.

5.1.1  Synchronous MAC Protocols

   Synchronous MAC Protocols are also called Schedule-Based or Slotted Mac Protocol. Unnecessary power consumption takes place on synchronization message exchanges. Schedule based medium access protocols are in general require a mechanism to establish a non conflicting schedule regulating which participant may use which resource at which time. Schedule can be fixed or computed on demand. Time synchronization is needed and time is divided into slot. SMAC, T-MAC , SCPMAC  are example of synchronous MAC Protocols.
5.1.2 Asynchronous MAC Protocols

   Asynchronous Mac Protocols are also called as Contention-Based or Random Access MAC Protocols. Here randomization is used. Nodes do not synchronize time and contend for access to the radio channel. To reduce idle listening, protocols in this class shift the costs from the receiver to the sender by extending the MAC header (i.e., the preamble), it allows nodes to check the channel periodically and sleep most of the time. Low Power Listening (LPL) also called as Preamble sampling , BMAC , XMAC , Wise MAC ,C-MAC  are examples of asynchronous MAC protocols.

5.1.3  SENSOR MAC (S-MAC)

          It is a MAC protocol explicitly designed for wireless sensor networks. S-MAC  is a low power RTC-CTS based MAC protocol that makes use of loose synchronization between nodes to allow for duty cycling in sensor networks. In S-MAC, active period is of constant length; hence if no traffic flow actually occurs, nodes stay awake needlessly long. Energy savings in S-MAC depend on duty cycle. The protocol uses three techniques to achieve low power duty cycling: periodic sleep, virtual clustering, and adaptive listening. It locally manages synchronizations and periodic sleep-listen schedules as shown in Fig.2. Neighboring cells form virtual clusters to set 
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       Set up a common sleep schedule. If two neighboring nodes reside in two different virtual clusters, then they wake up at listen intervals of both clusters. Collision avoidance is achieved by carrier sense and RTS/CTS packet exchanges as in IEEE 802.11 standards. However, this scheme is only used in unicast communication. Periodic sleep may result in high latency especially for multi-hop routing algorithms, since all immediate nodes have their own sleep schedules. Adaptive listening technique is proposed to improve the sleep delay, and thus the overall latency.

[image: image2.emf]
5.1.3(a) Advantages of Sensor MAC protocol:
      1) Energy waste caused by idle listening is reduced by sleep schedules.

      2) Beside implementation simplicity, global time synchronization overhead  may be            prevented             with sleep schedule announcements

 5.1.3(b) Disadvantages of Sensor MAC protocol:
  1) S-MAC fixed duty cycle i.e. Active time is fixed. It is not optimal 
  2) If message rate is less energy is still wasted in idle-listening.
  3) Sleep and listen periods are predefined and constant which decreases the efficiency of    the               algorithm under variable traffic load.

4) Long listening interval is expensive - Everyone stays awake unless somebody transmits

5) Time sync overhead even when network is idle

6) RTS/CTS and ACK overhead when sending data
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5.1.4 Timeout MAC (TMAC)

In S-MAC , when there is no traffic in the nodes they stay awake needlessly long time. 
Therefore, a solution is to prematurely go back to sleep mode when no traffic has happened for a certain time (equal to timeout). In TMAC nodes transmit all messages in bursts of variable length and sleep between bursts. It uses RTS-CTSACK scheme and synchronization is done similar to S-MAC. A Node keeps listening and transmitting as long as it is in an active period else it sleeps. A node is in active mode until no activation event occurs for timeout period TA. TMAC improves on SMAC by shortening the awake period when it is IDLE. TMAC has an adaptive duty cycle. Active time is dynamically adjusted by timeout on hearing nothing during time period (TA). Fig.3 shows adaptive duty cycling in Timeout MAC. A comparison of duty cycle in S- MAC and TMAC is shown in Fig.4. TMAC suffers from an early sleeping problem (a node goes to sleep when a neighbor still has messages for it) due to the asymmetric communication, but it overcomes the problem using FRTS (Future-Request-To-Send). After overhearing a CTS, a node quickly sends a FRTS. One of the reasons for the early sleeping problem is that the synchronization of the listen periods within virtual clusters is broken.

[image: image3.emf]
                                      Fig:3 Adaptive duty cycle in time out MAC
5.1.4 (a)  Advantages of Timeout Protocol: It gives better result under variable load.
5.1.4(b) Disadvantages of Timeout Protocol: It suffers from early sleeping problem.
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 S-MAC and TMAC use periodic synchronization messages to schedule duty cycling and packet transmissions. Such message exchanges consume significant energy even when no traffic is present.
[image: image4.emf]
5.1.5  LOW POWER LISTENING (LPL)
    In the protocols like S-MAC and TMAC periodic sleeping is supported by some means to synchronize wake up of nodes to ensure meeting between sender and receiver. Low Power Listening (LPL) protocol does not try to explicitly synchronize the nodes. These protocols allow the receiver to sleep most of the time and only periodically sample the channel. Senders use long preambles to ensure that receiver stays awake to catch actual packet. Fig.5 shows preamble sampling in LPL.

[image: image5.emf]
                                Fig 5: preamble sampling in low power listening
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5.1.5(a) Advantages of LPL:

1) Low power for low traffic and

2) Do not incur overhead due to synchronization

5.1.5(b) Disadvantages of LPL:

The latency accumulated along multi hop routes could be overwhelming due to the use of long preambles on each hop.

1) The energy consumed on preamble transmission and reception after the receiver has woken up is wasted. This is due to lack of information at the sender side about the wake-up schedule of the receiver, and thus the preamble length is chosen conservatively 

2) Increase latency at each hop - the target node has to wait for the full preamble before exchanging the data.

5.1.6 BERKELEY MAC (BMAC)

              BMAC  is a carrier sense media access protocol for wireless sensor networks that combines CSMA and Low Power Listening technique, and achieve low power consumption. BMAC uses unsynchronized duty cycling and uses long preambles to wake up receivers. In BMAC a filter mechanism is defined that increase the reliability of channel assessment. It provides a flexibility interface which allows the sensor node  to change any operating variables in the protocol, such as delay and back off values.  BMAC employs an adaptive preamble sampling scheme to reduce duty cycle and minimize idle listening as shown in fig.6. B-MAC duty cycles the radio through periodic channel sampling that are called Low Power Listening (LPL). B-MAC uses the clear channel assessment (CCA) techniques to decide whether there is a packet arriving when node wakes up. Timeout puts node back to sleep if no packet arrived. BMAC uses CCA and packet bakeoffs for channel arbitration, link layer acknowledgments for reliability. B-MAC does not have synchronization, RTS, CTS.
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[image: image6.emf]
                                     Fig.6. Preamble sampling in BMAC

5.1.6(a) Advantages of BMAC:
        Idle Listening is reduced to a minimum. It has a better overall performance than S-MAC. Low overhead when network is idle, and simple to implement

5.1.6(b) Disadvantages of BMAC: 
       Overhearing problem is not solved. Long preamble increases the power consumption of all nodes in the sender’s transmission coverage. BMAC has lower duty cycle hence leads to higher average latency, higher cost to send, higher cost to overhear and hence more contention.

5.1.7 WISE MAC 
           In Wise MAC a sender starts the preamble before the receiver is expected to wake up rather than selecting a random time. In Wise MAC a preamble precedes each data packet for alerting the receiving node. All nodes in a network sample the medium with a common period, but their relative schedule offsets are independent. If a node finds the medium busy after it wakes up and samples the medium, it continues to listen until it receives a data packet or the medium becomes idle again. The size of the preamble is initially set to be equal to the sampling period.  Fig.7  shows preamble minimization in Wise MAC. The nodes learn and refresh their neighbor’s sleep schedule during every data exchange as part of the Acknowledgment message. Every node keeps a table of the sleep schedules of its neighbors and decides own schedule accordingly. To  decrease the possibility of collisions caused by that specific start time of a wake-up preamble, a 
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random wake-up preamble can be adopted. The clock drifts between the source and the destination affects the wake-up preamble length.

[image: image7.emf]
                                 Fig.7. Wise MAC preamble minimization

5.1.7(a) Advantages of Wise MAC:

1) It performs better than S-MAC in various traffic load.

2) Clock drifts are handled in the protocol definition, which mitigates the external time synchronization requirement.

5.1.7(b) Disadvantages of Wise MAC:

1) Decentralized sleep–listen scheduling in Wise MAC results in different sleep and wake-up times for each neighbor of a node.

2) In broadcast-type communication packets are buffered for neighbors in sleep mode and delivered many times as each neighbor wakes up this causes higher latency and power consumption.

5.1.8 XMAC

    XMAC  builds upon the foundation provided by asynchronous duty-cycled MAC protocols. XMAC protocol improves the problems of low power listening, overhearing, and excessive preambling. Asynchronous protocols like BMAC and Wise-MAC , rely on LPL (low power listening) also called preamble sampling. XMA uses strobed preamble which allows interruption and wake up faster. XMAC also uses short preamble embedded with address    information of the                                                                                      
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target and retains the advantages of low power listening, namely low power communication, simplicity and a decoupling of transmitter and receiver sleep schedules. Fig.8 shows a comparison between low power listening and XMAC.

[image: image8.emf]
                    Fig.8. Asynchronous duty cycling in XMAC
5.1.8(a) Advantages of XMAC:

1) XMAC protocol is energy-efficient and has low latency (reduced preamble

length)

2) XMAC does not need synchronization hence it has low overheads and so it is less complex

5.1.8(b) Disadvantages of XMAC:

1) The process of “avoiding overhearing” by embedding the target receiver node ID will make multicasting/broadcasting difficult.

2) Unable to schedule sufficiently small listening periods

5.1.9  CONVERGENT MAC (CMAC)

            CMAC is a novel MAC layer protocol, which improves the latency and energy efficiency by utilizing aggressive RTS, any cast and convergent packet forwarding mechanisms. It uses 
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“aggressive RTS” equipped with double channel check for  channel assessment as shown in fig.9. CMAC uses unsynchronized sleep scheduling (or duty cycling) when there is no packet to transmit. CMAC avoids synchronization overhead while supporting low latency. By using zero communication when there is no traffic, CMAC allows operation at very low duty cycles. When carrying traffic, CMAC first uses any cast for packet forwarding to wake up forwarding nodes or to quickly discover forwarder and then converges from route- suboptimal any cast with unsynchronized duty cycling to route-optimal uni cast with synchronized scheduling. Any cast is used for flow initialization and for flow stabilization it uses convergent Packet Forwarding.
[image: image9.emf]
CMAC  check the channel twice to avoid missing activities, time between the two checks should be larger than inter-RTS separation and smaller than RTS duration as shown in fig.10. Receiver only needs to check if the channel is busy after waking up. Time between the two checks should be larger than inter-RTS separation and should be smaller than RTS duration

[image: image10.emf]
                 Fig.10. Double channel checking in Convergent MAC

5.1.9(a) Advantages of CMAC Protocol:

1) CMAC supports high throughput, low latency and consumes less energy than

existing solutions.
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2) CMAC’s performance difference from existing approaches increases with speed of the moving event. 
5.1.10 SCHEDULED CHANNEL POLLING MAC (SCP-MAC)
        SCP-MAC, a very energy efficient scheduling MAC protocol, minimizes the preamble by combining preamble sampling and scheduling techniques, by finding optimal parameters under periodic traffic; however, it does not prevent energy loss due to overhearing; in addition, due to its synchronization procedure, it results in increased contention and delay. Preamble sampling with scheduled channel polling in SCPMAC is shown in fig.11. SCP-MAC adapts to variable traffic. Its Major approaches are synchronize all nodes in virtual cluster like S-MAC, preamble

sampling technique, adaptive channel polling, multi-hop streaming and two- stage contention. SCP synchronizes neighbors’ channel polling time. Increase duty cycle at heavy traffic. Basic idea of SCP-MAC is based on S-MAC and T-MAC. It can detect burst traffic, and it dynamically adds additional, high-frequency polling slots to nodes on the paths.

[image: image11.emf]
   Fig.11. Preamble sampling with scheduled channel polling in SCPMAC
5.1.10(a) Advantages of SCP-MAC:

1) SCP-MAC supports broadcast very well because of this clustering

2) SCP-MAC synchronizes all nodes in cluster

3) SCP adapts well to variable traffic

4) SCP achieves duty cycles of < 0.1%
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5.1.10(b) Disadvantages of SCP-MAC:
1)Long preamble cost more on faster radios
2) Since all nodes in a neighborhood wake up at the same time, nodes cannot avoid overhearing the packets from and, for each of, their neighbors.

3) SCP-MAC results in increased contention. At each synchronized wake-up time, every sender in a neighborhood has to contend to acquire the channel. This high contention increases packet loss and degrades the energy efficiency and throughput due to the resulting collisions.

4) SCP-MAC incurs relatively large delays in multi-hop scenarios.
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6:Applications of  dynamic low power listening schemes in wire less networks:
     Wireless sensor networking is an emerging technology that has potential usage in   the following fields such as

a)environment monitoring, 
b)defense,     
 c) scientific application, 
d)medical systems and robotic exploration, 
e)target tracking,
f) intrusion detection,
g) wildlife habitat monitoring, 
h)climate control and disaster management etc.
                                                                  17                                                               

                                                7: Future scope:

               Wireless communication continues to grow in importance as does the need for secure communications. The well known IEEE 802.11b standard leaves the implementation of a key management system as an open problem for vendors, and

recent attacks have shown the need for a robust key management system. What is required is a system which is scalable, deployable and most importantly a system with minimum manual intervention as far as key management is concerned. It should handle periodic WEP key updating and the problem of users rejoining the network with transparency even though the key period may have changed. 
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                                                 8.CONCLUSION

Designing a MAC protocol which can improve energy-efficiency to extend network lifetime in wireless sensor networks is a challenging problem. It is mainly due to stringent resource constraint both in sensor nodes and in wireless media. Several energy-efficient medium access control protocols both contention-based and reservation-based for the wireless sensor network that have been proposed by the researchers are presented in this paper. The design of an optimized MAC protocol for energy efficiency also depended on the actual application. However, no specific MAC protocol has been accepted as a standard. Another reason is the lack of standardization at lower layers (physical layer) and the sensor hardware. Therefore, it will be difficult to have one standard MAC protocol which will work for all possible WSN applications. Therefore, still a lot of work has to done in working out a MAC protocol which will adapt its behavior based on the applications. 
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