CHAPTER 1

Introduction
A proxy server is associated with or part of a gateway server that separates the enterprise network from the outside network and a firewall server that protects the enterprise network from outside intrusion. A proxy server can be configured to establish legitimate requests that get forwarded to the Internet and illegitimate requests that get kicked back to the client without being serviced. Proxy servers enable companies to cache Web pages locally, which save money because the pages are stored internally. A proxy server protects the internal network from being identified by the public. It does this by giving the network two identities: one for internal use and one for external use. This "creates an alias for the outside world so it’s difficult for users to be monitored and for hackers to directly target individual machines. Proxy Servers are generally used for two reasons: When your PC uses a Proxy Server, then the rest of the Internet cannot 'see' your PC - they can only see the Proxy Server. All PC's that are using the Proxy Server are effectively hidden.To speed up an Internet connection. Where there are several PC's all using the same Proxy Server, then their access to some web pages may be speeded up.


Fig 1.1 Hierarchy of Proxy Server
Where a high level of security of required, a proxy Web server may be used to provide a gateway between a local area network and the Internet. The local network is protected by firewall software installed on the proxy server. This software enables the proxy server to keep the two worlds separate. All outward HTTP requests from the local network pass through the proxy server and similarly all information retrieved comes back in via the proxy server and is then passed back to the client. Using the options or preferences, Web browsers can be configured to point to the proxy server.
1.1 Existing System

· There is no proxy is implemented in file protection

· If implemented the file will not get stored in the proxy

· All the time the client has to access from the sever, such that some time the server may get busy and the file download get delay.

· The cost may some time go high.
1.2 PROPOSED SYSTEM
· We are implementing the proxy for file storage.

· Due proxy implementation the client can easily download the file.

· After three time of file accessing the file get automatically get stored in to the proxy. So the file accessing speed is considerably reduced.
CHAPTER 2

SYSTEM ANALYSIS
2.1 FUNCTIONALITIES OF PROXY SERVER

A server that acts as an intermediary between a workstation user and the Internet so that the enterprise can ensure security, administrative control, and caching service. A proxy server is associated with or part of a gateway server that separates the enterprise network from the outside network and a firewall server that protects the enterprise network from outside intrusion. The functionaliies of the proxy are given below:
· Authentication.

· Filtering .

· Connection sharing.

· Caching.

Some home networks, corporate intranets, and Internet Service Providers (ISP) use proxy servers (also known as proxies). Proxy servers act as a "middleman" or broker between the two ends of a client/server network connection. Proxy servers work with Web browsers and servers, or other applications, by supporting underlying network protocols like HTTP.
2.2 working of the proxy server
The working of the project is by implementing the file accessing process where the client may not access the file from the server. There is a concept called filtering where the admin will protect the file by giving the filter command. In client side the client frame will list all the available files in the server side. Selecting the file from the list the client can view or download the file. But when the client freezer any files the client may not access the file and indicating the message file is not accessible. In this process instead of file accessing we can also implement the html page for web accessing. We are also implementing the proxy concept where if the clients access the same file for more than three times the file will get stored in the proxy dbase. Such that if the clients access the file fourth time the proxy will send the file to the client. The client file accessing speed is considerably reduced.
2.3 SYSTEM CONFIGURATION
2.3.1 Hardware Requirements

Processor


: Pentium III 

Clock speed


: 550MHz

Hard Disk


: 20GB 
RAM



: 128MB

Cache Memory

: 512KB

Operating System

: windows2000
2.3.2 Software Requirements
Front-End



: Java 1.4


Backend



: MS-ACCESS
2.4 Key Features of Proxy Servers

Proxy servers provide three main functions: 

· Filtering 

· Connection sharing 

· Caching 


The features of proxy servers are especially important on larger networks like corporate intranets and ISP networks. The more users on a LAN and the more critical the need for data privacy, the greater the need for proxy server functionality. 

2.4.1 Proxy Servers and Filtering


Proxy servers work at the Application layer, layer 7 of the OSI model. Proxy servers are also more difficult to install and maintain than firewalls, as proxy functionality for each application protocol like HTTP, SMTP, or SOCKS must be configured individually. However, a properly configured proxy server improves network security and performance. Proxies have capability that ordinary firewalls simply cannot provide. Some network administrators deploy both firewalls and proxy servers to work in tandem. To do this, they install both firewall and proxy server software on a server gateway. 

Because they function at the OSI Application layer, the filtering capability of proxy servers is relatively intelligent compared to that of ordinary routers. For example, proxy Web servers can check the URL of outgoing requests for Web pages by inspecting HTTP GET and POST messages. Using this feature, network administrators can bar access to illegal domains but allow access to other sites. Ordinary firewalls, in contrast, cannot see Web domain names inside those messages. Likewise for incoming data traffic, ordinary routers can filter by port number or network address, but proxy servers can also filter based on application content inside the messages. 

2.4.2 Connection Sharing with Proxy Servers


Various software products for connection sharing on small home networks have appeared in recent years. In medium- and large-sized networks, however, actual proxy servers offer a more scalable and cost-effective alternative for shared Internet access. Rather than give each client computer a direct Internet connection, all internal connections can be funneled through one or more proxies that in turn connect to the outside. 
2.4.3 Proxy Servers and Caching

The caching of Web pages by proxy servers can improve a network's "quality of service" in three ways. First, caching may conserve bandwidth on the network, increasing scalability. Next, caching can improve response time experienced by clients. With an HTTP proxy cache, for example, Web pages can load more quickly into the browser. Finally, proxy server caches increase availability. Web pages or other files in the cache remain accessible even if the original source or an intermediate network link goes offline.
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Fig 2.1 Web Caching With A Proxy Server
CHAPTER 3

SYSTEM DESIGN

3.1 CLASSIFICATION OF MODULES

The project is being classified into modules. So that the designing and implementations can be easier. The modules of this project are given below:

· New user registration

· User authentication

· Server creation

· Filter creation

· Proxy and file accessing using keyword

3.1.1 New user registration

This module will perform the operation of implementing the registration of new client or user. For every user there is a unique user name and password. Using this, the client can authenticate into the operation. This comes in the forth coming module. But for the new user we have this module for registering themselves. The user has to fill the requirements and after registering the details the user will get the name and password. Using this, the user can perform the further operation. This module makes the client to be register.

3.1.2 User Authentication


This module is used for the client authentication procedure. For each and every client a unique user name and password will be provided. Using this authentication the client or the user can perform the operation for security process. For the particular client mobile other un-authorized persons cannot access the file or the mobile. So in order to protect the client from the un-authorized persons these module will provide the safe and secure process.
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Fig 3.1 Use Case of User Authentication
[image: image3.png]User Login

UserName

PassWord :

Ip address :

Login

New User





Fig 3.2 GUI of User Authentication
3.1.3 Server Creation

This module will perform the operation of creating the server process. This module will develop a separate server where the admin can add any number of files as well as the web pages that related to the particular web sites. The whole process has been implemented through the admin section. The server is the main segment where the processing activities have been implemented. This set of files gets displayed to the client who is getting connected to the server.

[image: image4]
Fig 3.3 Use Case of Server
3.1.4 Filter creation:


This module will perform the operation of filtering or avoiding the unwanted files or websites for the user. This is very similar to protecting or blocking the websites that makes the process easier and efficient. The admin can make any file to filter to avoid the web sites to access the process. The admin can block any websites to avoid the un-necessary process. The client will access only the particular file that makes the work easier and faster. The client will unable to get the file such that the related content will not be reachable to the client.
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Fig 3.4 DFD of Filter
3.1.5 Proxy and File Accessing using Keyword:


This module will display the content based on the keyword to get the file. In the client side the user will monitor all the files that are available in the server side. The admin will make some files to get filter such that the user cannot access such files. The user can download the file based on the keyword and the whole content will down loaded to the client side. This will make the client accessing speed increased. For the next time access the proxy will provide the information to the client.
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Fig 3.5 GUI of Client
3.2 DETAILED DESIGN


Design is a meaningful engineering representation of something that is to be built. Software Design sites at the technical kernel of software engineering. software design is a process through which the requirements are translated in to a representation of the software i.e. the blue print fro constructing software .Design is the place  where quality is fostered in software engineering .Design provides us with representations of software that can be assessed for quality. Design is the only way that we can accurately translate a customer’s requirement in to a finished software product.  
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Fig 3.6 Use Case of Proxy Server
Fundamental concepts of software design include abstraction, refinement, modularity, sotware Architecture, control Hierarchy, structured partitioning ,data structure, software Procedure, and information Hiding.

Abstraction: At the higher level of abstraction a solution is stated in a broad terms using the language of the problem of environment .At the lower levels of abstraction a more procedural orientation is taken. Finally at the lowest level of abstraction the solution is stated in a manner that is directly implemented.
Refinement: It is actually a process of elaboration .we begin with a statement of function that is defined at a high-level of abstraction .Refinement causes the designer to elaborate on the original statement ,providing more and more details as successive refinement(elaboration)occurs.

Modularity: It embodies modularity that is software is divided into separately named and addressable components often called modules that are integrated to satisfy the problem requirement. Modularity is the single attribute of the software that allows the program to be intellectually manageable.

ACTIVITY DIAGRAM

[image: image8]
Fig 3.7 Acitivity Diagram of Proxy Server     
Software Architecture: It alludes to the overall structure of the software and the ways in which that structure provides conceptual integrity for a system. In a broader sense however components can be generalized to represent major system elements and their interaction. Control Hierarchy is also called program structure the organization of the program components (modules) and implies a hierarchy controls. Different notations are used to represent control hierarchy.

Partitioning:  Partitioning the architecture horizontally provides a number of distinct benefits.Data Structure is a representation of the logical representation among individual elements of data.

Program Structure: defines control hierarchy without regard to the sequence of processing and decisions software procedure focuses on the processing details of each module individually.Information Hiding is the principle of information hiding suggests that modules be “Characterized by design decision that (each) hides from all others”.

3.3 MODULAR DESIGN 

A modular design reduces complexity, facilities change (a critical aspect of software maintainability), and results in easier implementation by encouraging parallel development of different part of system .Software with effective modularity is easier to develop because function may be compartmentalized and interfaces are simplified. Software architecture embodies modularity, that is, software is divided into separately named and addressable components called modules that are integrated to satisfy problem requirements.


Modularity is the single attribute of software that allows a program to be intellectually manageable. Read cannot grasp Monolithic software(i.e. a large program comprised of a single module).The five important criteria that enable us to evaluate a design  method  with respect to its ability to define an effective modular design are,

· Modular Decomposability

  


If a design method provides a systematic mechanism fro decomposing the problems, it will reduce the complexity of the overall problem, thereby achieving an effective modular solution.
·  Modular Composability

If a design method enables existing design components to be assembled in to a new system, it will yield a modular solution that does not reinvent the wheel.

· Modular Understandability

                  If a module can be understood as a standalone unit, it will be easier to build and easier to change.

· Modular Continuity

 

If small change to the system requirements results in change to individual modules, rather than system –wide changes, the impact of change-induced side effect will be minimized.

· Modular protection 

                          If an aberrant condition occurs with in module and its effect is constrained with in a module and its effects are constrained within that module, the impact of error-induced side effects will be minimized. 

3.4 INTERFACE DESIGN 



Interface design mainly focuses on the design of interface between software modules, external entities and the user. The design of internal program interfaces, sometime called inter modular interface design, is driven by the data that must flow between modules and the characteristics of the programming language in which the software is to be implemented.


External interface design begins with an evolution of each external entity represented in the DFD’s of the analysis model .Both internal and external interface design must be coupled with data validation and error handling algorithms with in module. Because side effects propagate across program interfaces, it is essential to check all data following from module to module to ensure that the data conform to bounds established during requirements analysis

  
User interface design has a much to do with the study of people as it does with technology issues. It should analyze facts like which the user is, how the user learns to interact with a new computer-based system. So the system should be developed in a user-friendly manner 

3.4.1 DATABASE DESIGN


MS-Access is chosen for developing the database. For the optimum design of the data base, to have better response time and data integrity, avoid data redundancy, and for security of the database are some of the reasons behind the choice of oracle.

3.5 INPUT AND OUTPUT DESIGN

3.5.1 Input Design
 
The designs Decisions for handling input specify how data are accepted for computer processing. The design specifies the means by which the end user and the system operators direct the system in which action to take. Online system include a

Dialogue or conversation between the user and the system. The input design is the link that ties the information system in to the world of its users.

 Objective Input Design

 
Input Design consists of developing specifications and procedures for data preparations and data entry. The following objectives are to be achieved.
1. Controlling the amount of Input


Data preparation and data entry depends on people. The costs get high if the input is high. The input phase of computing is slow which leaves the system idle consuming more time. The major reason for controlling the amount of input are, first, as the lab our is high ; the cost of preparing the data and entering  the data is also high.Second,the input phase of computing can be a slow process that can take many times longer than the time needed by computers to carry out their tasks. By reducing input requirements, thes analyst can speed the entire process from data capture to processing to providing results to users 

2.  Avoiding Delay:


The delay in data entry and data preparation is called Bottleneck. Avoiding this bottleneck should be the objective of the analyst designing the input. in one sense, the rate at which errors occur depends on the quantity of data, since the smaller the amount of data input ,the fewer the opportunities for errors. The manner in which the data is entered also affects the occurrence of error .Another aspect of avoiding errors is the need to detect the error when they do occur. These are done using input validation techniques.

3. Avoiding Errors in Data:

Reducing the volume of data can reduce the number of errors. Validation techniques can be used to avoid errors while Data entry it self.

4. Avoiding Extras Steps:


Sometimes volume of data gets uncontrollable. To be effective avoid input design with extra steps. When the volume of transaction can’t be reduced, the analyst must be sure the process is as efficient is possible. The analyst must also avoid input design that causes extra steps.

 3.5.2 Output Design

Output refers to the results information that is generated by the system. Designing the computer output should proceed in a well organized, well thought out manner. The right output must be developed while ensuring that each output element is designed so that people will find system easy to use effectively. The basis of the output generated is to evaluate the usefulness of the application.


The arrangement of information on a display, or a printed document is termed as a layout. The output design is specified on layout forms, sheets that describe the location characteristics and the format of the column headings and pagination. Output design phase of system is concerned with the convergences of information to the end user in user friendly manner. 


The output design should be efficient, intelligible so that relationship with the end user is improved considerably and thereby, enhancing the decision-making process. The contents of the output are then defined in a detailed manner during the physical design of outputs .Certain data are in a desirable manner.

 Objectives of Effective Output Design

· Convey data about the past activities, current    status, projections of the future.

· Signal important events, problems, opportunities or warning.

· Trigger an action.

· Confirm an action.

· Determine what information to present.

· Decide whether to display, print, or voice the information and select the medium of output.

· Arrange the presentation of information in an acceptable format.

· Decide how to distribute the output to intended recipients.
CHAPTER 4

Implementation

Implementation includes all those activities that take place to convert from the old system to the new. The new system may be totally new; replacing an existing manual or automated system, or it may be a major modification to an existing system. Proper implementation is essential to provide reliable system to meet the organizational requirements. Successful implementation may not guarantee improvement in the organizational using the new system, as well as, improper installation will prevent any improvement.

The implementation phase involves the following tasks:

· Careful Planning.

· Investigation of system and constraints.

· Design of methods to achieve the changeover.

· Training of staff in the changeover phase.

· Evaluation of changeover.
4.1 SOURCE CODE 
//Class Client

import javax.swing.event.*;

import javax.swing.border.*;

import java.net.*;

import java.io.*;

import java.util.*;

import java.awt.*;

import java.awt.event.*;

import javax.swing.*;

class Client extends JFrame

{

    Toolkit kit;

   
Dimension dim;

   
int h,w;


   
JMenuBar jmb;

   
JMenu jm1,jm2,jm3;

   
JMenuItem jmi1,jmi2,jmi3,jmi4,jmi5,jmi6,jmi7;

   
JButton jb1,jb2,jb3,jb4,jb5,jb6,jb7;

   
JList  jl,jl1;

   
JTextArea jta;

   
JScrollPane jsp;

   
JProgressBar jpb;

   
JLabel l1,l2,l3,l4;

   
Start s;

   
String fileName="",filter="";

   
int fileListFlaf=0;

   
Connect c;

   
RegForm rf;

   
JTextField jt;

    Vector v1,v2,v3;

     GetFile gf;

 public Client(Connect c1)throws Exception

 {



super("Client");



c=c1;


    getContentPane().setLayout(null); 



s=new Start();

    
kit=Toolkit.getDefaultToolkit();



dim=kit.getScreenSize();



h=(int)dim.getHeight(); 



w=(int)dim.getWidth(); 



setBounds(0,0,w,h-30); 



jmb=new JMenuBar();


    setJMenuBar(jmb);


    jm1=new JMenu("File  ");


    jmi1=new JMenuItem("Logout");


    jm1.add(jmi1);


    jmi2=new JMenuItem("Exit ");


    jm1.add(jmi2);


    jmb.add(jm1);


    jm2=new JMenu("Help  ");


    jmi3=new JMenuItem("About");


    jm2.add(jmi3);


    jmb.add(jm2);


    jmi1.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


    
     try{


                logOut();


           
    }catch(Exception e)


    
        {


    
        }


    

 }


    
}


    
);


    
jmi2.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


    
       try


    
       {


    
        System.exit(1);


    
       }catch(Exception e)


    
       {


    
       }


    

 }


    
}


    
);


    jmi3.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


    
       try{


    
          System.exit(1);


                 }catch(Exception e)


    
         {


    
         }


    

 }


    
}


    
);



   setDefaultCloseOperation(3);


    jl=new JList();


    jsp=new JScrollPane(jl);


    jsp.setBounds(10,70,200,h-195);


    getContentPane().add(jsp);


    l3=new JLabel("Setver Files");


    l3.setBounds(5,35,100,50);


    getContentPane().add(l3);


    l4=new JLabel();


    l4.setBounds(160,35,200,50);


    getContentPane().add(l4);


    l3=new JLabel("Enter Filter Content :");


    l3.setBounds(400,30,120,50);


    getContentPane().add(l3);


    jt=new JTextField();


    jt.setBounds(530,40,120,25);


    getContentPane().add(jt);


    jb1=new JButton("Down Load");


    jb1.setBounds(670,40,110,25);


    getContentPane().add(jb1);


    jb1.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


    
       try{


    
          fileName=jl.getSelectedValue().toString();


    
          filter=jt.getText();


    
          gf=new GetFile(fileName,filter,Client.this,c.ip);


    
       
 }catch(Exception e)


    
         {


    
         }


    

 }


    
}


    
);



    jb2=new JButton("Down Load");


    jb2.setBounds(670,h-115,110,25);


    getContentPane().add(jb2);


    jb2.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


    
       try{


    
           fileName=jl.getSelectedValue().toString();


    
           filter=jt.getText();


    
          gf=new GetFile(fileName,filter,Client.this,c.ip);


                 }catch(Exception e)


    
         {


    
         }


    

 }


    
}


    
);



    jta=new JTextArea();


    jsp=new JScrollPane(jta);


    jsp.setBounds(220,70,w-240,h-195);


    getContentPane().add(jsp);


    jta.setEditable(false);


    new ListFile(this);


   jl.setSelectedIndex(0);

        setVisible(true);


 this.addWindowListener

      (

       new WindowAdapter() {

                public void windowClosing(WindowEvent e) {

                try

                {

                 c.pw.println("LOGOUT");

                }catch(Exception e1){

                }

            }

            }

        );


  
   jl.addMouseListener

           (

            new MouseAdapter() {

                public void mouseClicked(MouseEvent me){

                
if((me.getClickCount()==2))

                
{

                     try

                     {

                     fileName=jl.getSelectedValue().toString();


    
         filter=jt.getText();


    
         gf=new GetFile(fileName,filter,Client.this,c.ip);


    
       
 }catch(Exception e)


    
       
 {


    
       
 }

                     }

             }

             }

             );


}


public void logOut() throws Exception


{


  setVisible(false);


  try


  {


   c.pw.println("LOGOUT");


   c.s.close();


     System.out.println("come");


   this.removeAll();


   new Login();


  }catch(Exception e)


   {


    System.out.println(e);


   }


  }


public static void main(String[] a)throws Exception


 {

 //
 
new Client();

     }

}

// CONNECTING CLIENT-SERVER

import java.net.*;

import javax.swing.*;

import java.io.*;

class Connect

{


Socket s;


String msg;


PrintWriter pw=null;;


BufferedReader br=null;


Login l;


String[] qestion=new String[100];  


RegForm rf;


String ip,userName;


Client cl;


public Connect(Login l1)


{


 l=l1;


}


public Connect()


{


}


public void connectProxyServer(String userName,String passWord,String IpAddresss,String chioce)


{


     
try


     
{


     
System.out.println(IpAddresss); 



     
s=new Socket(IpAddresss,1500); 


     
ip=IpAddresss;


     
this.userName=userName;


     
pw=new PrintWriter(s.getOutputStream(),true);

  


br=new  BufferedReader(new InputStreamReader(s.getInputStream()));


          if(chioce.equals("New User"))


     

{


     
       System.out.println("send msg to server"); 


     
     pw.println("NEWUSER");


             pw.println(userName);


             pw.println(passWord);  


             msg=br.readLine();


             if(msg.equals("REG"))


              {


              JOptionPane.showMessageDialog(null,"You are Register to Server");


              s.close();


              new Login();


              }


              else


              {


              JOptionPane.showMessageDialog(null,"Enter the Another username");


              new Login();


              }


             }  


     

else


     

{


     

 pw.println("LOGIN");


     

 pw.println(userName);


     

 pw.println(passWord);


     

 msg=br.readLine();


     

 if(msg.equals("AUTH"))


     

 {


     

   JOptionPane.showMessageDialog(null,""+userName+" were Login  in to Server");


     

   System.out.println("user  Auth");


     
        new Client(this);


     

 }


     

 else


     

 {


     

 System.out.println("user not Auth");


     

 s.close();


     

 new Login();


     

 }


     

}


     
}catch(Exception e)


     
{


     
 JOptionPane.showMessageDialog(null,"Enter Correct Ip address"+e,"Error",JOptionPane.ERROR_MESSAGE);


         l.setVisible(true);   


     
}


}

}

class TimeCall extends Thread 

{

 boolean startFlag=true;

 int time=0,sec=0,min=0,hr=0;

 String temp="";

 public TimeCall()

  {

    super("time"); 

  }

public void startTime()

 {

  start();

 } 

public String  endTime()

 {

 startFlag=false;

 int d1,r1;

 if(time>60)

 {

  d1=time/60;

  r1=time%60;

  temp=d1 +" : "+r1; 

 }

 else

 {

  temp=time+" Sec";

 }

 System.out.println(temp);

 return temp;

 } 

public void run()

{

try

{

while(startFlag)

{

 time++;

 Thread.sleep(1000);

}

}catch(Exception e)

{

}

} 

}

//LOGIN

import javax.swing.*;

import java.awt.*;

import java.awt.event.*;

import java.io.*;

import java.sql.*;

public class Login  extends JFrame implements  ActionListener

{


JTextField jt1,jt3;

    JPasswordField jt2;


JLabel      jl1;


JLabel      jl2;


JButton     jb1;


JButton     jb2,jb3;


Statement stmt=null;


Connection con=null;

  
String userName,userPassWord,msg,ipAddress="";


public int  flag=0,threadCount=0;


Toolkit kit;


Image im;

    Thread t;

    Connect c;

public 
Login()throws Exception 


{


 super("User Login");


     System.out.println("login");


     c=new Connect(this);

         setResizable(false);

         setBounds(300,200,300,230); 


     getContentPane().setLayout(null);


     jt1=new JTextField("");


     jt1.setBounds(110,30,120,23);

         getContentPane().add(jt1);


     jt2=new JPasswordField("");


     jt2.setBounds(110,65,120,23);

         getContentPane().add(jt2);

         jt3=new JTextField("localhost");


     jt3.setBounds(110,95,120,23);

         getContentPane().add(jt3);


     jl1=new JLabel("UserName    :");


     jl1.setBounds(25,30,120,30);

         getContentPane().add(jl1);



 jl2=new 
JLabel("PassWord :");


 
 jl2.setBounds(25,65,120,30);

     
 getContentPane().add(jl2);


 
 jl2=new 
JLabel("Ip address  :");


 
 jl2.setBounds(25,95,120,30);

     
 getContentPane().add(jl2);


 
 jb1=new JButton("Login");


 
 jb1.setBounds(35,140,80,30);

     
 getContentPane().add(jb1);

         jb1.setMnemonic(27);

         jb1.addActionListener(this); 

    
 jb3=new JButton("New User");


 
 jb3.setBounds(120,140,90,30);

     
 getContentPane().add(jb3);

         jb3.addActionListener(this); 

    
 jb2=new JButton("Cancel");


 
 jb2.setBounds(215,140,75,30);

     
 getContentPane().add(jb2);

         jb2.addActionListener(this); 


 setVisible(true); 

     setDefaultCloseOperation(3);


}

   public  void actionPerformed(ActionEvent ae)


{


      userName=jt1.getText();

          userPassWord=jt2.getText();

          ipAddress=jt3.getText();




   msg=ae.getActionCommand();


  if(msg.equals("Login"))



{

           if(userName.equals(""))




{



     JOptionPane.showMessageDialog(null, "Enter The  User Name ?");




}

           else if(ipAddress.equals(""))

            {

            JOptionPane.showMessageDialog(null, "Enter The  Ip Address ?");

            }

           else




{


           try

 
  


{  

      



setVisible(false);


         

c.connectProxyServer(userName,userPassWord,ipAddress,msg);

      


}catch (java.lang.Exception e) 

    


{

 
 
        }

  



finally

      


{

       


}




}



}

      else if(msg.equals("New User"))

       {


      try{


      
      setVisible(false);


      
      new RegForm();



  }catch(Exception e1)



  {



  }

       }


  else


  {


             jt1.setText("");

                 jt2.setText("");


  }


}

 
public static void main(String[] args) throws Exception


{ 

      new Login();


}

}

// SERVER

import java.net.*;

import java.io.*;

import javax.swing.*;

import  java.awt.event.*;

import java.sql.*;

import java.util.*;

class  Server extends Thread

{


JFrame jf;


JScrollPane jsp;


JTextArea jta;


JMenuBar jmb;


JMenu jm;


JMenuItem jmi1,jmi2,jmi3;


Start s1;


ServerSocket  tcpServerSocket=null;


Socket  tcpSocket=null;

   ServerStart tss;


Statement stmt=null;

    ResultSet rs=null; 

 
Connection con=null;

    JList jl;

    Vector v;

 public Server()throws Exception

  {

   super("Server");

   v=new Vector();

   new SendFile();


jf=new JFrame("Server");

    s1=new Start();

    jf.getContentPane().setLayout(null);

    jf.setBounds(50,50,600,400);

    jta=new JTextArea();

    jta.setText("              SERVER                   ");

    jta.setEditable(false);

    jsp=new JScrollPane(jta);

    jsp.setBounds(10,10,400,320);

    jf.getContentPane().add(jsp);

    jl=new JList();

    jsp=new JScrollPane(jl);

    jsp.setBounds(410,10,170,320);

    jf.getContentPane().add(jsp);

    jmb=new JMenuBar();

    jf.setJMenuBar(jmb);

    jm=new JMenu("Help");

    jmi3=new JMenuItem("Add File ");

   
jmi3.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


             new  SaveLocalFile(Server.this);


    

 }


    
}


    
);

    jm.add(jmi3);  

    jmi1=new JMenuItem("About");

    jm.add(jmi1);

    jmi2=new JMenuItem("ShutDown Server");

   
jmi2.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


               System.exit(1);
  


    

 }


    
}


    
);

    jm.add(jmi2);  


jmi1.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


               s1.setVisible(true);
  


    

 }


    
}


    
);

    jmb.add(jm);

    jf.setVisible(true);

    jf.setDefaultCloseOperation(3);

   tcpServerSocket=new ServerSocket(1502);

   start();

  }

  public void run()

  {

    while(true)

     {

      try

      {

        tcpSocket=tcpServerSocket.accept();

           tss=new ServerStart(this);

      }catch(Exception e)

      {

      }

     }

  }

  public static void main(String[] s)throws Exception

   {

    new Server();

   }

}
//FILTER FILE

import java.util.*;

import java.io.*;

class FilterFile 

{

 FileReader fr=null;

 BufferedReader br=null;


 FilterFile()

 {

 }

 public String Search(String fileName,String content)throws Exception

 {

    fr=new FileReader("file/"+fileName);

    br=new BufferedReader(fr);

    String msg=br.readLine();

    while(msg!=null)

    {

     StringTokenizer st=new StringTokenizer(msg," ");

     while(st.hasMoreTokens())

     {

       if(st.nextToken().equals(content))

        {

         return "FIND";

        }

     }

     msg=br.readLine();

    }

   return "NOTFIND"; 

 } 

 public static void main(String[] s)throws Exception

  {

   FilterFile ff= new FilterFile();

  String m= ff.Search("ServerStart.java","import");

   System.out.print(m);

  }

}

//send file in the server side

import java.io.*;

import java.net.*;

class SendFile extends Thread 

{


ServerSocket ss=null; 


Socket s=null;


SendFileToServer sfs;

public SendFile()throws Exception 

 {

  ss=new ServerSocket(2502);

  start();

 }

 public void run()

 {

  try

  {

   while(true)

   {

    s=ss.accept();

    System.out.println(s.getInetAddress());

    sfs=new SendFileToServer(this);

    }

  }catch(Exception e)

  {

  System.out.print(e);

  }

 }

 class SendFileToServer extends Thread

 {

 SendFile sf;

 PrintWriter pw=null;

 BufferedOutputStream bos=null;

 FileInputStream fin=null;

 BufferedReader br=null; 

 String fileName="",msg;

 String filter="";

 SendFileToServer(SendFile sf1)throws Exception

 {

  sf=sf1;

  pw=new PrintWriter(sf.s.getOutputStream(),true);

  br=new BufferedReader(new InputStreamReader(sf.s.getInputStream()));

  bos=new BufferedOutputStream(sf.s.getOutputStream());

  start();

 }

 public void run()

 {

  try

  {

   msg=br.readLine();

   System.out.print(msg);

   fileName=br.readLine();

   System.out.print(fileName);

   filter=br.readLine();

   System.out.print("filter :"+filter);

   if(filter.equals("no"))

   {

   fin=new FileInputStream("file/"+fileName);


   pw.println("DOWNLOADNOW");

   int size=fin.available();

   pw.println(size);

   System.out.println("File Send Server  to Client");

   System.out.println("File size"+size);

   int i=fin.read();

        int k=0;

         while(i!=-1)

          {

             bos.write(i);

             i=fin.read();       

             System.out.println(k++);

          }

          System.out.println("File Send Completely");

   bos.flush();

   fin.close();

   bos.close();

   pw.close();

   sf.s.close(); 

   }

   else

   {

    FilterFile ff= new FilterFile();

    String m= ff.Search("ServerStart.java",filter);

    System.out.print(m);

    if(m.equals("FIND"))

    {

     fin=new FileInputStream("file/"+fileName);


     pw.println("DOWNLOADNOW");

     int size=fin.available();

     pw.println(size);

     System.out.println("File Send Server  to Client");

     System.out.println("File size"+size);

     int i=fin.read();

        int k=0;

         while(i!=-1)

          {

             bos.write(i);

             i=fin.read();       

               System.out.println(k++);

          }

          System.out.println("File Send Completely");

     bos.flush();

     fin.close();

   
 bos.close();

  
 pw.close();

   
 sf.s.close(); 

     }

     else

     {

       pw.println("DOWNLOADNOWFAIL");

     }

   }

   }catch(Exception e)

  {

  System.out.print(e);

  }

 }

 }

 public static void main(String[] s)throws Exception 

 {

 new SendFile();

 }

}

//PROXY SERVER

import java.net.*;

import java.io.*;

import javax.swing.*;

import  java.awt.event.*;

class ProxyServer extends Thread

{


JFrame jf;


JScrollPane jsp;


JTextArea jta;


JMenuBar jmb;


JMenu jm;


JMenuItem jmi1,jmi2,jmi3,jmi4;


Start s1;


ServerSocket     proxyServerSocket=null;


Socket     proxySocket=null;

   ProxyServerStart pss;


Start st;

 public ProxyServer()throws Exception

  {

   super("ProxyServer");

   new SendFile();

   st=new Start();


jf=new JFrame("ProxyServer");

    s1=new Start();

    jf.getContentPane().setLayout(null);

    jf.setBounds(50,50,600,400);

    jta=new JTextArea();

    jta.append(" PROXY SERVER "); 

    jta.setEditable(false);

    jsp=new JScrollPane(jta);

    jsp.setBounds(10,10,570,320);

    jf.getContentPane().add(jsp);

    jmb=new JMenuBar();

    jf.setJMenuBar(jmb);

    jm=new JMenu("Help");

    jmi1=new JMenuItem("Add Filter");

    jm.add(jmi1);


jmi1.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


              new Form();


    

 }


    
}


    
);


 jmi4=new JMenuItem("Remove Filter");

    jm.add(jmi4);


jmi4.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


              new Form1();


    

 }


    
}


    
);


jmi2=new JMenuItem("About");

    jm.add(jmi2);


jmi2.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


             st.setVisible(true);


    

 }


    
} 

    
);

        jm.addSeparator();

    jmi3=new JMenuItem("ShutDown Server");

   
jmi3.addActionListener(


    
new ActionListener()


    
{


    

public void  actionPerformed(ActionEvent ae)


    

 {


               System.exit(1);
  


    

 }


    
}


    
);

     jm.add(jmi3);

    jmb.add(jm);

    jf.setVisible(true);

    jf.setDefaultCloseOperation(3);

   proxyServerSocket=new ServerSocket(1500);

   start();

  }

  public void run()

  {

    while(true)

     {

      try

      {

           proxySocket=   proxyServerSocket.accept();

         pss= new ProxyServerStart(this);

      }catch(Exception e)

      {

      }

     }

  }

  public static void main(String[] s)throws Exception

   {

    new ProxyServer();

   }

}
4.2TESTING

4.2.1 Test Cases
The inputs, outputs and   specification are visible and the functionality is determined by observing the outputs to corresponding inputs.




Table 4.1 Software Test Cases

	S.NO
	TEST CONDITION
	SERVER ACTION
	I/P
	O/P

	1.
	CONNECTION OF CLIENTS    TO   THE     SERVER THROUGH PROXY SERVER
	PROVIDE THE REQUESTED INFORMATION IF AUTHORIZED
	REQUIRED FILE
	THE REQUESTED INFORMATION

	2.
	CONNECTION OF CLIENTS    TO   THE     SERVER THROUGH PROXY SERVER 
	PROVIDE THE REQUESTED INFORMATION IF AUTHORIZED 
	UNAUTHORIZED FILE
	ACCESS DENIED (PROXY FILTERS THE FILE)


4.3 OUTPUT OF THE PROJECT
4.3.1 User Authentication 
The Graphical User Interface of the user Login screen is shown below:
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Fig 4.1 User Authentication
4.3.2 Client Accessing Server Files 
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Fig 4.2 GUI of Client Accessing Server Files
4.3.3 Server Window 
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Fig 4.3 GUI of Serverwindow
4.3.4 Proxy Server Window
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Fig 4.4 GUI of Proxy Server Window
CHAPTER 5
FUTURE ENHANCEMENTS

Now a day the internet is being growing very fastly. People are facing many problems over the internet. The internet have been developed for the satisfying the people requirements. Almost all the information’s have been found in the internet. The client may feel easy to access any file. Enhancing the security in client side as well as in proxy can improved so that more time can be saved. Proxy caches also introduce measurement uncertainty into the Internet. For clients with proxy servers, all public requests are made on behalf of the server, using its IP address and identity. Web sites that carefully track the patterns of use of their visitors have much more difficulty in distinguishing unique client visits through proxies. 
Reference:
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6) The working of proxy server is referred in www.microsoft.com/Working with            Proxy Servers.html 
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