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            TARUN AGGARWAL
ABSTRACT
File Transfer Protocol (FTP) is a standard network protocol used to copy a file from one host to another over a TCP/IP-based network, such as the Internet. FTP is built on a client-server architecture and utilizes separate control and data connections between the client and server.[1] FTP users may authenticate themselves using a clear-text sign-in protocol but can connect anonymously if the server is configured to allow it.

The first FTP client applications were interactive command-line tools, implementing standard commands and syntax. Graphical user interface clients have since been developed for many of the popular desktop operating systems in use today.
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                                         Chapter-1
Objective & Scope

Objective
The objective of FTP, as outlined by its RFC, are:

- To promote sharing of files (computer programs and/or data).
- To encourage indirect or implicit use of remote computers.
- To shield a user from variations in file storage systems among different hosts.
- To transfer data reliably, and efficiently.

Scope
1. To ensure portability and therefore compatibility.

2. To ensure our system moves with time i.e. allow for maintenance, upgrades and periodic back up by developed and authorized personnel.

3. To program the system using the appropriate database design application, platform and programming languages.

Chapter-2

    Definition of Problem& Problem Description

The protocol is specified in RFC 959, which is summarized below. 

A client makes a TCP connection to the server's port 21. This connection, called the control connection, remains open for the duration of the session, with a second connection, called the data connection, opened by the server from its port 20 to a client port (specified in the negotiation dialog) as required to transfer file data. The control connection is used for session administration (i.e., commands, identification, passwords) exchanged between the client and server using a telnet-like protocol. For example "RETR filename" would transfer the specified file from the server to the client. Due to this two-port structure, FTP is considered an out-of-band, as opposed to an in-band protocol such as HTTP
The server responds on the control connection with three digit status codes in ASCII with an optional text message, for example "200" (or "200 OK.") means that the last command was successful. The numbers represent the code number and the optional text represent explanations (i.e., <OK>) or needed parameters (i.e., <Need account for storing file>).A file transfer in progress over the data connection can be aborted using an interrupt message sent over the control connection.

FTP can be run in active or passive mode, which determine how the data connection is established. In active mode, the client sends the server the IP address and port number on which the client will listen, and the server initiates the TCP connection. In situations where the client is behind a firewall and unable to accept incoming TCP connections, passive mode may be used. In this mode the client sends a PASV command to the server and receives an IP address and port number in return. The client uses these to open the data connection to the server.[3] Both modes were updated in September 1998 to add support for IPv6. Other changes were made to passive mode at that time, making it extended passive mode. 

Chapter-3
Theoretical Background
FTP
    1. Abstract
File Transfer Protocol (FTP) is a standard network protocol used to exchange and manipulate files over a TCP/IP based network, such as the Internet. FTP is built on a client-server architecture and utilizes separate control and data connections between the client and server applications. Client applications were originally interactive command-line tools with a standardized command syntax, but graphical user interfaces have been developed for all desktop operating systems in use today. FTP is also often used as an application component to automatically transfer files for program internal functions. FTP can be used with user-based password authentication or with anonymous user access. The Trivial File Transfer Protocol (TFTP) is a similar, but simplified, not interoperable, and unauthenticated version of FTP.
      2. Introductions
FTP runs over the Transmission Control Protocol (TCP). Usually FTP servers listen on the well-known port number 21 (IANA-reserved) for incoming connections from clients. A connection to this port from the FTP client forms the control stream on which commands are passed to the FTP server and responses are collected. FTP uses out-of-band control; it opens dedicated data connections on other port numbers. The parameters for the data streams depend on the specifically requested transport mode. Data connections usually use port number 20.

In active mode, the FTP client opens a dynamic port, sends the FTP server the dynamic port number on which it is listening over the control stream and waits for a connection from the FTP server. When the FTP server initiates the data connection to the FTP client it binds the source port to port 20 on the FTP server.

In order to use active mode, the client sends a PORT command, with the IP and port as argument. The format for the IP and port is "h1,h2,h3,h4,p1,p2". Each field is a decimal representation of 8 bits of the host IP, followed by the chosen data port. For example, a client with an IP of 192.168.0.1, listening on port 49154 for the data connection will send the command "PORT 192,168,0,1,192,2". The port fields should be interpreted as p1?256 + p2 = port, or, in this example, 192?256 + 2 = 49154.

In passive mode, the FTP server opens a dynamic port, sends the FTP client the server's IP address to connect to and the port on which it is listening (a 16-bit value broken into a high and low byte, as explained above) over the control stream and waits for a connection from the FTP client. In this case, the FTP client binds the source port of the connection to a dynamic port.

To use passive mode, the client sends the PASV command to which the server would reply with something similar to "227 Entering Passive Mode (127,0,0,1,192,52)". The syntax of the IP address and port are the same as for the argument to the PORT command.

In extended passive mode, the FTP server operates exactly the same as passive mode, however it only transmits the port number (not broken into high and low bytes) and the client is to assume that it connects to the same IP address that was originally connected to. Extended passive mode was added by RFC 2428 in September 1998.

While data is being transferred via the data stream, the control stream sits idle. This can cause problems with large data transfers through firewalls which time out sessions after lengthy periods of idleness. While the file may well be successfully transferred, the control session can be disconnected by the firewall, causing an error to be generated.

ANONYMOUS FTP\
          A host that provides an FTP service may additionally provide anonymoust t ypically log into service with an 'anonymous' account when prompted for user name. Although users are commonly asked to send their email address in lieu of a password, no verification is actually performed on the supplied data[7]; examples of anonymous FTP servers can be found here
REMOTE FTP '

Where FTP access is restricted, a remote FTP (or FTPmail) service can be used to circumvent the problem. An e-mail containing the FTP commands to be performed is sent to a remote FTP server, which is a mail server that parses the incoming e-mail, executes the FTP commands, and sends back an e-mail with any downloaded files as an attachment. Obviously this is less flexible than an FTP client, as it is not possible to view directories interactively or to modify commands, and there can also be problems with large file attachments in the response not getting through mail servers. The service was used when some users' only internet access was via email through gateways such as a BBS or online service. As most internet users these days have ready access to FTP, this procedure is no longer in everyday use.

FTP over SSH (not SFTP)
FTP over SSH (not SFTP) refers to the practice of tunneling a normal FTP session over an SSH connection.

Because FTP uses multiple TCP connections (unusual for a TCP/IP protocol that is still in use), it is particularly difficult to tunnel over SSH. With many SSH clients, attempting to set up a tunnel for thecontrol channel (the initial client-to-server connection on port 21) will protect only that channel; when data is transferred, the FTP software at either end will set up new TCP connections (data channels), which bypass the SSH connection, and thus have no confidentiality, integrity protection, etc.

Otherwise, it is necessary for the SSH client software to have specific knowledge of the FTP protocol, and monitor and rewrite FTP control channel messages and autonomously open new forwardings for FTP data channels. Version 3 of SSH Communications Security's software suite, the GPL licensed FONC, and Co:Z FTPSSH Proxy are three software packages that support this mode.

FTP over SSH is sometimes referred to as secure FTP; this should not be confused with other methods of securing FTP, such as with SSL/TLS (FTPS). Other methods of transferring files using SSH that are not related to FTP include SFTP and SCP; in each of these, the entire conversation (credentials and data) is always protected by the SSH protocol.

 Chapter-4
System Analysis & Design
4.1 Software development life cycle
The System Development Life Cycle framework provides system designers and developers to follow a sequence of activities. It consists of a set of steps or phases in which each phase of the SDLC uses the results of the previous one.

A Systems Development Life Cycle (SDLC) adheres to important phases that are essential for developers, such as planning, analysis, design, and implementation, and are explained in the section below. A number of system development life cycle (SDLC) models have been created: waterfall, fountain and spiral build and fix, rapid prototyping, incremental, and synchronize and stabilize. The oldest of these, and the best known, is the waterfall model: a sequence of stages in which the output of each stage becomes the input for the next. These stages can be characterized and divided up in different ways, including the following:
· Project planning, feasibility study: Establishes a high-level view of the intended project and determines its goals.

· Systems analysis, requirements definition: Refines project goals into defined functions and operation of the intended application. Analyzes end-user information needs.

· Systems design: Describes desired features and operations in detail, including screen layouts, business rules, process diagrams, pseudo code and other documentation.

· Implementation: The real code is written here.

· Integration and testing: Brings all the pieces together into a special testing environment, then checks for errors, bugs and interoperability.

· Acceptance, installation, deployment: The final stage of initial development, where the software is put into production and runs actual business.

· Maintenance: What happens during the rest of the software's life: changes, correction, additions and moves to a different computing platform and more. This, the least glamorous and perhaps most important step of all, goes on seemingly forever.
Software development life cycle includes 6 steps:-
1) System engineering and modeling 

2) Software require analysis 

3) Systems analysis and design 

4) Code generation 

5) Testing 

6) Development and Maintenance
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Fig. 4.1.1 Software Development Life Cycle
4.1.1 System engineering and modeling 

In this process we have to identify the projects requirement and main features proposed in the application. Here the development team visits the customer and their system. They investigate the need for possible software automation in the given system. By the end of the investigation study. The team writes a document that holds the specifications for the customer system.

4.1.2 Software requirement analysis
In this software requirements analysis, firstly analysis the requirement for the proposed system. To understand the nature of the program to built, the system engineer must understand the information domain for the software, as well as required functions, performance and the interfacing. From the available information the system engineer develops a list of the actors use cases and system level requirement for the project. With the help of key user the list of use case and requirement is reviewed. 
 4.1.3 Systems analysis and design
The design is the process of designing exactly how the specifications are to be implemented. It defines specifically how the software is to be written including an object model with properties and method for each object, the client/server technology, the number of tiers needed for the package architecture and a detailed database design. Analysis and design are very important in the whole development cycle. Any glitch in the design could be very expensive to solve in the later stage of the software development.
 4.1.4 Code generation
The design is the process of designing exactly how the specifications are to be implemented. It defines specifically how the software is to be written including an object model with properties and method for each object, the client/server technology, the number of tiers needed for the package architecture and a detailed database design. Analysis and design are very important in the whole development cycle. Any glitch in the design could be very expensive to solve in the later stage of the software development.
4.1.5 Testing
The design must be translated into a machine readable form. The code generation step performs this task. The development phase involves the actual coding of the entire application. Code generation can be accomplished without much complicated. Programming tools like compilers, interpreters like c, c++, and java are used for coding .with respect to the type of application. The right programming language is chosen.
 4.1.6 Development and Maintenance
Maintenance is the last step of SDLC. In this we take care of maintenance of released product.

4.2 System Analysis
4.2.1 DEFINITION 

System Analysis is the detailed study of the various operations performed by the system and their relationships within and outside the system. Analysis is the process of breaking something into its parts so that the whole may be understood. System analysis is concerned with becoming aware of the problem, identifying the relevant and most decisional variables, analyzing and synthesizing the various factors and determining an optional or at least a satisfactory solution. During this a problem is identified, alternate system solutions are studied and recommendations are made about committing the resources used to the system. 

 4.2.2DESCRIPTION OF PRESENT SYSTEM
File Transfer Protocol (FTP) is a standard network protocol used to copy a file from one host to another over a TCP/IP-based network, such as the Internet. FTP is built on a client-server architecture and utilizes separate control and data connections between the client and server.[1] FTP users may authenticate themselves using a clear-text sign-in protocol but can connect anonymously if the server is configured to allow it.

The first FTP client applications were interactive command-line tools, implementing standard commands and syntax. Graphical user interface clients have since been developed for many of the popular desktop operating systems in use today.

4.2.3LIMITATIONS OF PRESENT SYSTEM
As the cameras were based on wired technology the following limitation exists:-
1. Cabling and installation was a tedious t.
 2. Observation was fixed to a specific area.

 3. The camera cannot be easily moved to another   location. 

4.2.4 ADVANTAGES 
1. Wireless Connection:-One of the immediately obvious advantages is that the unit is no      subject to the failure of any type of wiring. The cameras make use of wireless technology to accomplish the task at hand.
2. Image Clarity:-Another advantage has to do with the clarity of the images that are captured. Most of these wireless units have a high-resolution image that makes it very easy to identify faces and other physical characteristics.

 4.2.5 FEASIBILITY STUDY 

A feasibility analysis usually involves a thorough assessment of the operational (need), financial and technical aspects of a proposal. Feasibility study is the test of the system proposal made to identify whether the user needs may be satisfied using the current software and hardware technologies, whether the system will be cost effective from a business point of view and whether it can be developed with the given budgetary constraints. A feasibility study should be relatively cheap and done at the earliest possible time. Depending on the study, the decision is made whether to go ahead with a more detailed analysis. When a new project is proposed, it normally goes through feasibility assessment. Feasibility study is carried out to determine whether the proposed system is possible to develop with available resources and what should be the cost consideration. Facts considered in the feasibility analysis were 

· . Technical Feasibility 

· . Economic Feasibility 

· . Behavioral Feasibility 
4.2.5.1 Technical Feasibility
Technical feasibility includes whether the technology is available in the market for development and its availability. The assessment of technical feasibility must be based on an outline design of system requirements in terms of input, output, files, programs and procedures. 

This can be qualified in terms of volumes of data, trends, frequency of updating, cycles of activity etc, in order to give an introduction of technical system. Considering our project it is technical feasible. CCTV, with its emphasis on a more strategic decision making process is fast gaining ground as a popular outsourced function.  
4.2.5.2 Economic Feasibility
This feasibility study present tangible and intangible benefits from the project by comparing the development and operational cost. The technique of cost benefit analysis is often used as a basis for assessing economic feasibility. This system needs some more initial investment than the existing system, but it can be justifiable that it will improve quality of service. 

Thus feasibility study should center along the following points: 

1. Improvement resulting over the existing method in terms of accuracy, timeliness. 

2. Cost comparison 

3. Estimate on the life expectancy of the hardware. 
4.2.5.3 Behavioral / Operational Feasibility
This analysis involves how it will work when it is installed and the assessment of political and managerial environment in which it is implemented. People are inherently resistant to changeand computers have been known to facilitate change. The new proposed system is very much useful to the users and therefore it will accept broad audience from around the world. 
4.3 SYSTEM DESIGN 

4.3.1 DEFINITION 

The most creative and challenging face of the system development is System Design. It provides the understanding and procedural details necessary for the logical and physical stages of development. In designing a new system, the system analyst must have a clear understanding of the objectives, which the design is aiming to fulfill. The first step is to determine how the output is to be produced and in what format. Second, input data and master files have to be designed to meet the requirements of the proposed output. The operational phases are handled through program construction and testing. 

Design of the system can be defined as a process of applying various techniques and principles for the purpose of defining a device, a process or a system in sufficient detail to permit its physical realization. Thus system design is a solution to “how to” approach to the creation of a new system. This important phase provides the understanding and the procedural details necessary for implementing the system recommended in the feasibility study. The design step provides a data design, architectural design, and a procedural design. 

4.3.2 OUTPUT DESIGN

In the output design, the emphasis is on producing a hard copy of the information requested or displaying the output on the CRT screen in a predetermined format. Two of the most output media today are printers and the screen. Most users now access their reports from either a hard copy or screen display. Computer’s output is the most important and direct source of information to the user, efficient, logical, output design should improve the systems relations with the user and help in decision-making. 

As the outputs are the most important source of information to the user, better design should improve the systems relations and also should help in decision-making. The output device’s capability, print quality, response time requirements etc should also be considered, form design elaborates the way the output is presented and layout available for capturing information. 

4.3.3 INPUT DESIGN
In the input design, user-originated inputs are converted into a computer-based system format. It also includes determining the record media, method of input, speed of capture and entry on to the screen. The data flow diagram indicates logical data flow, data stores, source and destination. Input data are collected and organized into a group of similar data once identified input media are selected for processing. 
4.3.4 LOGICAL DESIGN

Logical data design is about the logically implied data. Each and every data in the form can be designed in such a manner to understand the meaning. Logical data designing should give a clear understanding & idea about the related data used to construct a form. 
4.3.5 Data flow diagram
A Data Flow Diagram (DFD) is a diagram that describes the flow of data and the processes that change or transform data throughout a system. It’s a structured analysis and design tool that can be used for flowcharting in place of, or in association with, information oriented and process oriented system flowcharts. When analysts prepare the Data Flow Diagram, they specify the user needs at a level of detail that virtually determines the information flow into and out of the system and the required data resources. 

Data flow Diagram
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Chapter-5
Methodology Adopted, System Implementation
8.1 C
 C is a programming language. It is most popular computer language today because it is a structured high level, machine independent language. Programmers need not worry about the hardware platform where they will be implemented.

Dennis Ritchie invented C language. Ken Thompson created a language which was based upon a language known as BCPL and it was called as B. B language was created in 1970, basically for unix operating system Dennis Ritchie used ALGOL, BCPL and B as the basic reference language from which he created C.
C has many qualities which any programmer may desire. It contains the capability of assembly language with the features of high level language which can be used for creating software packages, system software etc. It supports the programmer with a rich set of built-in functions and operators. C is highly portable. C programs written on one computer can run on other computer without making any changes in the program. Structured programming concept is well supported in C, this helps in dividing the programs into function modules or code blocks.
C is an imperative programming language that has been used extensively. The Unix operating system, for example, is written in C. One nice aspect of C (or should I say Java?) is that the languages have alot of the same syntactic constructs (e.g., conditional statements, relational operators, loop statements, ...). They do differ in important ways. C is compiled to object code, which is not portable; Java is compiled to bytecode, which is portable. Java is a pure object-oriented language; C++ is a "superset" of C: it adds an object-oriented paradigm on top of C, and so can be considered a "hybrid" language.

The terminology in the various imperative languages differ, but are pretty much the same.
· C just has functions. Every C program has one special function named main (like Java). Functions may or may not return a result. A function which does not return a result is a void function. Java uses void in a similar fashion.

· Pascal makes a distinction between functions (which return values) and procedures, which do not. The "main" program is the outermost structure which contains functions and procedures.

· FORTRAN also makes a distinction between functions, subprograms (like Pascal procedures). The main program need not be named main.

· Java has methods. Methods are similar to C functions (which would be declared static methods). Probably the term "method" is used to distinguish the construct from functions in imperative languages, but that is just a guess on my part.

· Other imperative languages have fairly similar variations of these conventions.

It is usually desirable to write large programs in several source files. This gives us the ability to nicely structure our programs. In Java, it is not uncommon for each file to contain one Java class. For both Java and C, each source file is compiled separately.
C source files are compiled separately to yield object files. Object files are "tied" to the hardware -- they are not portable across different hardware platforms; the course code, however is portable - in theory. (One problem for HLLs deals with routines that are tied to a particular platform, such as graphics. C++ code developed using, say CodeWarrior for a PC, has Code-Warrior-specific system functions that may or may not be compilable using, say, Borland C++ or g++ for a PC. It is not only sad, but can be extremely frustrating if you need to port source files from one platform to another.)
To construct an executable file, that is, a file that can be run (or executed), all the object files must be linked (or loaded) together to produce one executable file. An executable file is as though all the source code for the program had been compiled as a single source file.
The C preprocessor, often known as cpp, is a macro processor that is used automatically by the C compiler to transform your program before compilation. It is called a macro processor because it allows you to definemacros, which are brief abbreviations for longer constructs.

The C preprocessor is intended to be used only with C, C++, and Objective-C source code. In the past, it has been abused as a general text processor. It will choke on input which does not obey C's lexical rules. For example, apostrophes will be interpreted as the beginning of character constants, and cause errors. Also, you cannot rely on it preserving characteristics of the input which are not significant to C-family languages. If a Makefile is preprocessed, all the hard tabs will be removed, and the Makefile will not work.

Having said that, you can often get away with using cpp on things which are not C. Other Algol-ish programming languages are often safe (Pascal, Ada, etc.) So is assembly, with caution. -traditional-cpp mode preserves more white space, and is otherwise more permissive. Many of the problems can be avoided by writing C or C++ style comments instead of native language comments, and keeping macros simple.

Wherever possible, you should use a preprocessor geared to the language you are writing in. Modern versions of the GNU assembler have macro facilities. Most high level programming languages have their own conditional compilation and inclusion mechanism. If all else fails, try a true general text processor, such as GNU M4.

C preprocessors vary in some details. This manual discusses the GNU C preprocessor, which provides a small superset of the features of ISO Standard C. In its default mode, the GNU C preprocessor does not do a few things required by the standard. These are features which are rarely, if ever, used, and may cause surprising changes to the meaning of a program which does not expect them. To get strict ISO Standard C, you should use the-std=c90, -std=c99 or -std=c1x options, depending on which version of the standard you want. To get all the mandatory diagnostics, you must also use -pedantic. See Invocation.

This manual describes the behavior of the ISO preprocessor. To minimize gratuitous differences, where the ISO preprocessor's behavior does not conflict with traditional semantics, the traditional preprocessor should behave the same way. The various differences that do exist are detailed in the section Traditional Mode.

8.2 Details of Hardware and Software used

 Hardware

· Pentium® II 266 MHz processor or equivalent (Pentium® III recommended)

· 128 MB RAM (256 MB RAM recommended)

· 100 MB free hard drive space (250 MB free hard drive space recommended)

· High Color display adapter at 800x600 resolution (High Color display adapter at 1024x768 resolution recommended)

· Dial-Up Internet Connection (Broadband Highly Recommended, Cable Modem or DSL)

Software

· Windows® 7 (Seven), Windows Vista, Windows Server 2003/2008, Windows XP, Windows 2000/NT (Windows® 7, Vista or XP recommended)

· Microsoft® Internet Explorer™ 5.0.0 (Microsoft® Internet Explorer™ 6.0.0 recommended)

Chapter-9
SOFTWARE REQUIREMENTS SPECIFICATION

9.1 Introduction/ Purpose

File Transfer Protocol (FTP) is a standard network protocol used to copy a file from one host to another over a TCP/IP-based network, such as the Internet. FTP is built on a client-server architecture and utilizes separate control and data connections between the client and server.[1] FTP users may authenticate themselves using a clear-text sign-in protocol but can connect anonymously if the server is configured to allow it.

The first FTP client applications were interactive command-line tools, implementing standard commands and syntax. Graphical user interface clients have since been developed for many of the popular desktop operating systems in use today.

9.2 Scope

1. Web site publishing and maintenance.
2. Upload and download of images, documents, movie and music files.

3. Share your files with your friends and coworkers
9.3List of FTP commands 
Below is a list of FTP commands that may be sent to an FTP server, including all commands that are standardized in RFC 959 by the IETF. All commands below are RFC 959 based unless stated otherwise. Note that most command-line FTP clients present their own set of commands to users. For example, GET is the common user command to download a file instead of the raw command RETR.

	Command


	
RFC

 HYPERLINK "http://en.wikipedia.org/wiki/File_Transfer_Protocol" 

	Description

	ABOR
	
	Abort an active file transfer.

	ACCT
	
	Account information.

	ADAT
	RFC 2228
	Authentication/Security Data

	ALLO
	
	Allocate sufficient disk space to receive a file.

	APPE
	
	Append.

	AUTH
	RFC 2228
	Authentication/Security Mechanism

	CCC
	RFC 2228
	Clear Command Channel

	CDUP
	
	Change to Parent Directory.

	CONF
	RFC 2228
	Confidentiality Protection Command

	CWD
	
	Change working directory.

	DELE
	
	Delete file.

	ENC
	RFC 2228
	Privacy Protected Channel

	EPRT
	RFC 2428
	Specifies an extended address and port to which the server should connect.

	EPSV
	RFC 2428
	Enter extended passive mode.

	FEAT
	RFC 2389
	Get the feature list implemented by the server.

	LANG
	RFC 2640
	Language Negotiation

	LIST
	
	Returns information of a file or directory if specified, else information of the current working directory is returned.

	LPRT
	RFC 1639
	Specifies a long address and port to which the server should connect.

	LPSV
	RFC 1639
	Enter long passive mode.

	MDTM
	RFC 3659
	Return the last-modified time of a specified file.

	MIC
	RFC 2228
	Integrity Protected Command

	MKD
	
	Make directory.

	MLSD
	RFC 3659
	Lists the contents of a directory if a directory is named.

	MLST
	RFC 3659
	Provides data about exactly the object named on its command line, and no others.

	MODE
	
	Sets the transfer mode (Stream, Block, or Compressed).

	NLST
	
	Returns a list of file names in a specified directory.

	NOOP
	
	No operation (dummy packet; used mostly on keepalives).

	OPTS
	RFC 2389
	Select options for a feature.

	PASS
	
	Authentication password.

	PASV
	
	Enter passive mode.

	PBSZ
	RFC 2228
	Protection Buffer Size

	PORT
	
	Specifies an address and port to which the server should connect.

	PROT
	RFC 2228
	Data Channel Protection Level.

	PWD
	
	Print working directory. Returns the current directory of the host.

	QUIT
	
	Disconnect.

	REIN
	
	Re initializes the connection.

	REST
	
	Restart transfer from the specified point.

	RETR
	
	Transfer a copy of the file

	RMD
	
	Remove a directory.

	RNFR
	
	Rename from.

	RNTO
	
	Rename to.

	SITE
	
	Sends site specific commands to remote server.

	SIZE
	RFC 3659
	Return the size of a file.

	SMNT
	
	Mount file structure.

	STAT
	
	Returns the current status.

	STOR
	
	Accept the data and to store the data as a file at the server site

	STOU
	
	Store file uniquely.

	STRU
	
	Set file transfer structure.

	SYST
	
	Return system type.

	TYPE
	
	Sets the transfer mode (ASCII/Binary).

	USER
	
	Authentication username.


9.4 Technologies to be used:-

     Programming languages:-C
HTML, XML: Hyper Text Mark up Language (HTML) and extended mark up Language (XML) are the predominant mark up languages for web pages. It provides a means to describe the structure of text-based information in a document and to supplement that text with interactive forms, embedded images, and other objects.

JAVASCRIPT: A client side scripting language used to create dynamic web content and user interface.

Tools & Development Environment: Dev C++
Apache Tomcat 6.0.18 Server & SQL Database: Apache Tomcat is a  container developed by the Apache Software Foundation (ASF).Apache tomcat server is used for running the java script pages and for storing the data we using  SQL Database. 

9.5 Overview

The rest of this SRS is organized as follows: Section 2 gives an overall description of the software. It gives what level of proficiency is expected of the user, some general constraints while making the software and some assumptions and dependencies that are assumed. Section 3 gives specific requirements which the software is expected to deliver. Functional requirements are given by various use cases. Some performance requirements and design constraints are also given.
9.6 Overall Description

9.6.1 Product perspective

Introduction: The FTP protocol supports resuming of interrupted downloads using the REST command. The client passes the number of bytes it has already received as argument to the REST command and restarts the transfer. In some commandline clients for example, there is an often-ignored but valuable command, "reget" (meaning "get again"), that will cause an interrupted "get" command to be continued, hopefully to completion, after a communications interruption.

Resuming uploads is not as easy. Although the FTP protocol supports the APPE command to append data to a file on the server, the client does not know the exact position at which a transfer got interrupted. It has to obtain the size of the file some other way, for example over a directory listing or using the SIZE command.

In ASCII mode , resuming transfers can be troublesome if client and server use different end of line characters.

1. User: System Administrator.
2. Function: The System Administrator is the super user and has complete control over all       the activities that can be performed by CCTV. accurate identification of offenders and events.. 
3. Function: To record all images and video, those can be useful to recall all the recent activities.  
9.6.2 User characteristics

· The user should be familiar with the functionalities of FTP system.

· The user should be familiar with the operating tools and techniques.

· The user should be aware about the characteristics of Hardware  used. 
9.6.3 Constraints
· Lack of  security

·  Hardware will affect .
9.7Use-CaseModelSurvey:-
                                                          [image: image11.jpg]
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9.8 Assumptions and Dependencies

· The details related to the area to be monitored to be provided manually.

· Administrator is created in the system already.

· Roles and tasks are predefined.

9.9 References

· IEEE SRS Format
Chapter-10
SNAPSHOTS and Work Report
10.1. Snapshots

CCTV’s Home Page
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Fig 10.1.1  LOGIN PAGE
It includes fields:-
1. Username

2. Password
It includes button;
1. Ok

2. Change Password
Snap shot of Database—
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Fig.10.1.2 

Description;
The login and password enter into login page will be saved in the database.
Snap Shot for set the timing:-
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Fig.10.1.3 
Description :- The time interval between the capturing of successive images is set. 

10.1.2  Administrator

1. End user/Primary actor: Administrator of the system

(One who is working on the main system/server)

2. Pre-Conditions:- He/she is already registered on the site.

3. Success Guarantee: Successful Login.

4. Trigger:

For Login:-


- Click on ‘Admin Login ' link.


- A new page with a login form is opened.


- Fill it and click on ‘Login’ button.


- If username and password matched.


- ‘Administrator’ would be redirected to its home page.


- If username and password do not matched.


- The Admin login page will be redirected again.

10.1 Work Report

PHASE – I
· Rough Project Planning

· System Requirements

· Fair Project Planning
PHASE – II
· Rough sketch of login page

· Used agile methodology

· Fair sketch of home page

· Created Html pages (Home page, about us and contact us pages)
PHASE – III
· Rough project requirements are noted

· Fair project requirements are noted

· Converted html pages into jsp

· Run on the web server (apache tomcat)

· Rough database design
PHASE – IV
· Used jcreater  for coding purpose

· Fair database design

      -     Forms of system are created

PHASE – V
· CSS is designed and applied to the site

· Finishing of project 
REFERENCES
a. http://www.kods.net/stag/scope-and-limitation-of-ftp/
b. http://filezilla-project.org/
c. http://www.bigurllive.info/FTP.html
d. http://www.amherst-systems.com/newsletter/m1-v6.02-ftp-scope-func-channels-site-licensing-3.htm
e. http://www.alibaba.com/product-gs/284945331/3x_Rifle_Scope_with_FTP_flip.html
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