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INTRODUCTION- 

What  is networking?
·  A network is a collection of computers and devices connected to each other. The network allows computers to communicate with each other and share resources and information. 
· In other words networking can be defined as inter-connection of two or more computers for sharing the resources(hardware and software)and provide security on them. 
·  Networks are built with a combination of computer hardware and computer software. 



Types of computer networks :-
· LAN (LOCAL AREA NETWORK)
· WAN (WIDE AREA NETWORK)
· MAN (METROPOLITAN AREA NETWORK)
· PAN (PERSONAL AREA NETWORK)
· VPN (VIRTUAL PRIVATE NETWORK)
· CAN (CAMPUS AREA NETWORK)
· GAN(GLOBAL AREA NETWORK)
· SAN (STORAGE AREA NETWORK)

BASIC HARDWARE COMPONENTS
· All networks are made up of basic hardware building blocks to interconnect network nodes, such as Network Interface Cards (NICs), Bridges, Hubs, Switches, and Routers. 
· In addition, some method of connecting these building blocks is required, usually in the form of galvanic cable .
·  Less common are microwave links or optical cable (“optical fibre"). An Ethernet card may also be required.
      
      Some of the basic components required for interconnecting the network nodes:  
·    NETWORK INTERFACE CARD
·    REPEATERS
·    NETWORK HUB
·    NETWORK BRIDGE
·    NETWORK SWITCH
·    ROUTER 



NETWORK INTERFACE CARD
· A network card, network adapter or NIC (network interface card) is a piece of computer hardware designed to allow computers to communicate over a computer network. 
· It provides physical access to a networking medium and often provides a low-level addressing system through the use of MAC addresses.
 REPEATER
· A repeater is an electronic device that receives a signal and retransmits it at a higher power level, or to the other side of an obstruction, so that the signal can cover longer distances without degradation. 
· In most twisted pair Ethernet configurations, repeaters are required for cable runs longer than 100 meters.



NETWORK HUB
· A hub contains multiple ports. 
· When a packet arrives at one port, it is copied unmodified to all ports of the hub for transmission. 
· The destination address in the frame is not changed to a broadcast address.

ROUTER 
· Routers are networking devices that forward data packets between networks using headers and forwarding tables to determine the best path to forward the packets.
·  Routers work at the network layer .


NETWORK BRIDGE
· A network bridge connects multiple network segments at the data link layer (layer 2) of the OSI model. 
· Bridges do not promiscuously copy traffic to all ports, as hubs do, but learn which MAC addresses are reachable through specific ports.
·  Once the bridge associates a port and an address, it will send traffic for that address only to that port. 
· Bridges do send broadcasts to all ports except the one on which the broadcast was received.
Bridges come in three basic types:
· Local bridges: Directly connect local area networks (LANs). 
· Remote bridges: Can be used to create a wide area network (WAN) link between LANs. Remote bridges, where the connecting link is slower than the end networks, largely have been replaced by routers. 
· Wireless bridges: Can be used to join LANs or connect remote stations to LANs. 




NETWORKING SWITCH
· A switch is a device that forwards and filters OSI layer 2 datagram's between ports based on the MAC addresses in the packets. This is distinct from a hub in that it only forwards the packets to the ports involved in the communications rather than all ports connected. 
· Strictly speaking, a switch is not capable of routing traffic based on IP address which is necessary for communicating between network segments or within a large or complex LAN.
· A switch normally has numerous ports, with the intention being that most or all of the network is connected directly to the switch, or another switch that is in turn connected to a switch. Switch is a marketing term that encompasses routers and bridges, as well as devices that may distribute traffic on load or by application content.
·  Switches may operate at one or more OSI model layers, including physical, data link, network, or transport (i.e., end-to-end). A device that operates simultaneously at more than one of these layers is called a multilayer switch.
	


WHY A COMPUTER NETWORK NECESSARY?
The main reasons are: 
· Distribute pieces of computation among computers (nodes) .
· Coordination between processes running on different nodes .
· Remote I/O Devices .
· Remote Data/File Access .
· Personal communications (like e-mail, chat, audio/video conferencing). 
· World Wide Web .



How to measure a network?
  
Performance parameters: 
· Latency: Time required to transfer an empty message between relevant computers.
Sum total of
· delay introduced by the sender software. 
· delay introduced by the receiver software. 
· delay in accessing the network. 
· delay introduced by the network. 
· Data transfer rate: is the speed at which data can be transferred between sender and receiver in a network, once transmission has begun. (bit/sec) .
· Message transfer time = latency + (length of message) / (Data transfer rate).
· Bandwidth: is the total volume of traffic that can be transferred across the network. 
· Max. data rate (bit/sec) = carrier BW · log2 (1 + (signal/noise)) .This maximum (Shannon's Limit) is theoretical, not reachable in practice. 
· Ex: phone line BW = 3 kHz, S/N = 30 dB = 1000 Max. data rate = 30 kbit/sec. 



Ethernet
· Developed at Xerox PARC in 1973. 
· It's a standard for Media Access Control (MAC) sub layer. 
· Data transmission rate : 10 Mbits/s (Fast Ethernet reaches 100 Mbit/s). 
· High-speed driver on the computers connected by coax or UTP cables. 
· Uses a bus (10base2, coax, max. distance 200 mts) or a star (10baseT, UTP, max. 100 mts) topology. 
· Can be optical fibres based too (10baseF , max. 2000 mts). 
 How it works?
· All nodes wanting to send message contention for the bus.
· Broadcast frames to all the stations on the network.
· All stations are continually listening to the bus looking for frames addressed to them .
· Variable length frames:64 to 1518 bytes.
· Transmission time : 50 to 1200.



Internet address
· It's a 32 bits, 4-part period delimited, decimal number called IP number or IP address: 
                                            www.xxx.yyy.zzz
· Each part can vary from 1 to 254 (0 and 255 are reserved for the net and the broadcast). 
· Each network interface card attached to the Internet mast have an unique IP address. 
· The IP address can be splitted in two parts: 
· Network. 
· Host.



Subnet
     Sub netting allow a network to be split into several parts for internal use but still act like a single one to the outside world.
Allocation of Network and host 
[image: classes]
Allocation of Network ,host and sub net 
[image: subnetting]


Wireless Networks :-

                              Wi-Max
Introduction :-
· Worldwide Interoperability for Microwave Access (WiMAX) is the common name associated to the IEEE 802.16a/REVd/e standards.
· These standards are issued by the IEEE 802.16 subgroup that originally covered the Wireless Local Loop technologies with radio spectrum from 10 to 66 GHz. 
· Goal: Provide high-speed Internet access to home and business subscribers, without wires.
· Base stations (BS) and subscriber stations (SS)
· Centralized access control to prevents collisions
· Supports applications with different QoS requirements
· WiMAX is a subset of IEEE 802.16 standard




WiMAX vs. 3G, pros and cons
· Cost
Lower equipment cost for WiMAX due to certified products (compare with WiFi)
WiMAX require new infrastructure while HSPA rides on UMTS
· Coverage
Roughly the same coverage (average ~5 km)
· Performance
Roughly the same performance (average ~2 Mb/s per user)
· Market window
HSDPA launches in 2006 while HSUPA will come in 2008?
WiMAX standard set end of 2005 -> first products in 2007
· Acceptance
HSPA has a higher acceptance with mobile operator



802.16 Standards Development
· Use wireless links with microwave or millimeter wave radios
· 10-66 GHz 
· 802.16a extension to 2-11 GHz
· Use licensed spectrum (unlicensed too in 802.16a)
· Metropolitan in scale
· Provide public network service to fee-paying customers
· Point-to-multipoint architecture with rooftop or tower-mounted antennas
· Provide efficient transport of heterogeneous traffic supporting QoS 
· Capable of broadband transmissions (2-75 Mbps)
· Accommodate both continuous and bursty traffic
· Mobile extensions: 802.16e



IEEE 802.11 standards

	802.11g 
	802.11a 
	802.11b 
	Standard 

	100-150 feet indoors 
	27-75 feet indoors 
	100-150 feet indoors 
	Range 

	2.4GHz 
	5GHz
	2.4GHz 
	Frequency 

	54Mbps 
	54 Mbps 
	11 Mbps 
	Speed 





WiMAX Installation
· There are numerous devices on the market that provide connectivity to a WiMAX network. These are known as the "subscriber unit" (SU).
· There is an increasing focus on portable units. This includes handsets (similar to cellular smartphones); PC peripherals (PC Cards or USB dongles); and embedded devices in laptops, which are now available for Wi-Fi services. 
· In addition, there is much emphasis by operators on consumer electronics devices such as Gaming consoles, MP3 players and similar devices. It is notable that WiMAX is more similar to Wi-Fi than to 3G cellular technologies.
· The WiMAX Forum website provides a list of certified devices. However, this is not a complete list of devices available as certified modules are embedded into laptops, MIDs (Mobile Internet devices), and other private labeled devices.


Relation of Wi-Fi and WiMax
· WiMax eliminates the constraints of Wi-Fi.
· Unlike Wi-Fi, WiMax is intended to work outdoors over long distances.
· WiMax is a more complex technology and has to handle issues of importance such as  QoS guarantees, carrier-class reliability, NLOS.
· WiMax is not intended to replace Wi-Fi. Instead, the two technologies complement each other.


How WiMax Works
· WiMax can provide 2 forms of wireless service:
1. Non-LOS, Wi-Fi sort of service, where a small antenna on a computer connects to the tower. Uses lower frequency range (2 to 11 GHz). 
2. LOS, where a fixed antenna points straight at the WiMax tower from a rooftop or pole. The LOS connection is stronger and more stable, so it is able to send a lot of data with fewer errors. Uses higher frequencies, with ranges reaching a possible 66 GHz.
· Through stronger LOS antennas, WiMax transmitting stations would send data to WiMax enabled computers or routers set up within 30 (3,600 square miles of coverage) mile radius.


WiMax Applications
· According to WiMax Forum it supports 5 classes of applications:
1. Multi-player Interactive Gaming.
2. VOIP and Video Conference
3. Streaming Media
4. Web Browsing and Instant Messaging
5. Media Content Downloads
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