3. SYSTEM ANALYSIS
EXISTING SYSTEM:
· Generally, the utilization of the encryption techniques has raises different security issues, which consisted mostly on how to effectively manage the encryption keys to ensure that they are safeguarded throughout their life cycle and are protected from unauthorized disclosure and modification.
· Several reasons in the encryption of information over block cipher are observed in terms of key management, which known as an important issue to the public safety community, most of these issues addressed the following:
· Difficulties in addressing the security issues regarding encryption key management;

· Lacks in providing a suitable details about the different threats in terms of decision makers on the importance of key management; 

· Difficulties in generating the suitable recommendations for establishing proper key management.
PROPOSED SYSTEM:

· Sequentially, providing a secure and flexible cryptography mechanism raises the needs for analyzing and comparing different encryption algorithms for the aim of enhancing the security during the encryption process. 
· Hence, this paper suggested a cryptography mechanism in the block cipher by managing the keys sequentially.

·  These keys will works dependently for extracting and generating the content relation to be managed later by the key management that helps to communicate and share sensitive information. 
· In particular, the importance of thorough, consistent key management processes among public safety agencies with interoperable functions cannot be overstated.
· This model aims to secure dissemination, loading, saving, and eliminating faults of keys to make encryption implementations effective.
· There are inherent possibilities if suitable key management processes are not accompanied because of the intricacy of dispensing keys to all block in a certain fashion.
· This risk can be meaningfully appeased through sufficient key controls and proper education on encryption key management.
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