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ABSTRACT

ABSTRACT

The Need for security to the house when we are in and moving along to the office will be great constraints for us. The communication has brought a way to secure the properties of our home. “GSM BASED HOUSE MAINTANENCE AND SECURITY SYSTEM FOR LEGLESS PEOPLE” is a boon for legless people to easily control and monitor their houses from the place where they are right now by using their ordinary mobile phones. It serves two main objectives that is house maintenance and also offer increased security system.


The first objective House maintenance is achieved by using microcontroller and relay circuit. The authorized person gives the acknowledgement to that device, then the microcontroller will switch on or off the electrical appliances and  send the state of that appliances whether they are currently working or not. The authorized person can done this by using their normal mobile phones.


The second objective of our paper is to offer increased house security that is when there is any intrusion or unauthorized entry the alert message is send to owner. Who can close the door and enable the security alarm system by sending a coded message to prevent from any actions of intruders.
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     CHAPTER   1

1. INTRODUCTION
            In this project the keypad consists of set of keys with LCD display is placed on near to the lock of the door which is used to enter the password in the microcontroller. The authentication person’s passwords are stored in the EEPROM which is non volatile memory the stored password will not be deleted even though power is switched off. 

 The mobile phone is interfaced with the microcontroller through RS232 and data cable. The RS 232 is used to converts the TTL logic to RS232 logic. The data cable is the special type of cable which is available with mobile phone. Here the microcontroller is the flash type reprogrammable microcontroller in which we have already programmed with authorized person’s phone number.

           When the person wants to open the door, he should press the switch and has to type the password. The microcontroller checks whether the given password is valid or not. If it is wrong one the door will not opened.

The IR sensor is used to monitor the door that is currently opened or not, or else he makes any misuse like to damage the door and try to open it without giving the password means the microcontroller sends SMS to authorized person. If that authorized person gives the acknowledgement to that device, then the microcontroller locks the door, and enables the alarm system.

It is also to control the electrical appliances in the house like light, fan, TV and all. The person can easily switch on or off the devices and can know about the status of devices from where the place he is seated by simply sending a message. 


1.1. RESOURCE REQUIREMENTS 
1.1.1. HARDWARE REQUIREMENTS
Processor                          :   Intel Pentium IV 933 MHz Speed
Hard Disk                         :   80 GB
Main Memory                  :   512 MB

Cache Memory                 :   256 KB full speed

Monitor                            :   14’’ SVGA Color Monitor

Keyboard                         :   110 Keys Standard Keyboard

Mouse                              :   2 button with scroll

Microcontroller                :   8031/51 Series (ATMAL Family)
                       Data Cable                        :   RS-232 Cable
   Display                            :   Liquid Crystal Display (LCD)
                       Keypad                             :   Matrix Keypad
                       Alarm                               :   12v buzzer
                       Electrical Appliances       :   Light, Fan
                       Power Source                   :   230v

                       Additional Battery            :   6v
                       Sensor                               :   Infra Red Sensor


  Transformer                      :    Step-down Transformers (12 V & 5V)

1.1.2. SOFTWARE REQUIREMENTS

Operating System            :   Windows 2000/xp

Language                         :   Embedded C

Processsing                      :   Keil’s IDE
1.1.3. SOFTWARE PROFILE

1.1.3.1. Embedded ‘C’  
         C is the language of choice for programming larger microcontrollers (MCU), those based on 32-bit cores. These parts are often derived from their general-purpose counterparts, and are both as complex and feature-rich. As a result, C (and C++) compilers are necessary and readily available for these MCUs.

In contrast, designers who have chosen to use 8-bit controllers have usually resorted to hand-coding in assembly language. While manual assembly programming for precise control will never go out of style, neither will the push to reduce costs.

 There are advantages in compiling high-level C language to even the limited resources of an 8-bit MCU. Automatic generation of code for repetitive coding tasks, such as arithmetic for 16-bit or longer data types.
Intuitive treatment of hardware peculiarities. Reading from or writing to a serial flash memory device can be represented in C as a simple assignment statement, although the store operation requires some coding.

 Platform - independence. The same cross-platform capabilities that C brings to desktop computing are available for the range of 8-bit microcontrollers on the market today. This text shows you how to use C to program an 8-bit embedded MCU. We hope you are familiar with C, but require in-depth information about microcontroller programming.

The main example project in this text is a computer-controlled thermostat. From an initial specification, we progressively refine and augment the device in the same manner as any other consumer or control product. With software development as our focus, we make choices and tradeoffs that any designer will need to make.

Characteristics Present In Embedded System
· Embedded systems are designed to do some specific task, rather than be a general-purpose computer for multiple tasks. Some also have real-time performance constraints that must be met, for reasons such as safety and usability; others may have low or no performance requirements, allowing the system hardware to be simplified to reduce costs.

· Embedded systems are not always standalone devices. Many embedded systems consist of small, computerized parts within a larger device that serves a more general purpose. For example, the Gibson Robot Guitar features an embedded system for tuning the strings, but the overall purpose of the Robot Guitar is, of course, to play music. Similarly, an embedded system in an automobile provides a specific function as a subsystem of the car itself.

· The program instructions written for embedded systems are referred to as firmware, and are stored in read-only memory or Flash memory chips. They run with limited computer hardware resources: little memory, small or non-existent keyboard and/or screen.

Embebbed Software Compiler Tools
As for other software, embedded system designers use compilers, assemblers, and debuggers to develop embedded system software. However, they may also use some more specific tools:
· In circuit debuggers or emulators (see next section).

· Utilities to add a checksum or CRC to a program, so the embedded system can check if the program is valid.

· For systems using digital signal processing, developers may use a math work bench such as Scilab / Scicos, MATLAB / Simulink, EICASLAB, MathCad, or  Mathematica to simulate the mathematics. They might also use libraries for both the host and target which eliminates developing DSP routines as done in DSPnano RTOS and Unison Operating System.

· Custom compilers and linkers may be used to improve optimisation for the particular hardware.

· An embedded system may have its own special language or design tool, or add enhancements to an existing language such as Forth orBasic.

· Another alternative is to add a real-time operating system or embedded operating system, which may have DSP capabilities like DSP nano RTOS.

Debugging
Embedded debugging may be performed at different levels, depending on the facilities available. From simplest to most sophisticated they can be roughly grouped into the following areas:

· Interactive resident debugging, using the simple shell provided by the embedded operating system (e.g. Forth and Basic)

· External debugging using logging or serial port output to trace operation using either a monitor in flash or using a debug server like the Remedy Debugger which even works for heterogeneous multi core systems.

· An in-circuit debugger (ICD), a hardware device that connects to the microprocessor via a JTAG or Nexus interface. This allows the operation of the microprocessor to be controlled externally, but is typically restricted to specific debugging capabilities in the processor.

· An in-circuit emulator replaces the microprocessor with a simulated equivalent, providing full control over all aspects of the microprocessor.

· A complete emulator provides a simulation of all aspects of the hardware, allowing all of it to be controlled and modified and allowing debugging on a normal PC.

 
Unless restricted to external debugging, the programmer can typically load and run software through the tools, view the code running in the processor, and start or stop its operation. The view of the code may be as assembly code or source-code.

Because an embedded system is often composed of a wide variety of elements, the debugging strategy may vary. For instance, debugging a software- (and microprocessor-) centric embedded system is different from debugging an embedded system where most of the processing is performed by peripherals (DSP, FPGA, co-processor). An increasing number of embedded systems today use more than one single processor core. A common problem with multi-core development is the proper synchronization of software execution. In such a case, the embedded system design may wish to check the data traffic on the busses between the processor cores, which requires very low-level debugging, at signal/bus level, with a logic analyzer, for instance.   
1.1.3.2. Keils Integrated Development Environment 
·               The Intel 8x931 USB microcontroller uses the MCS8051 core. The Keil C51 compiler comes with an additional header to accommodate the 8x931 USB peripherals. This file is Reg931.h and is located in the c:\c51\inc directory. If you are using the evaluation copy of the Keil software, the directory is c:\c51eval\inc. All facilities of the 931 microcontroller are accessible. The rest of this tutorial will assume you are using the evaluation copy that came with your Intel package. The Keil tool chain consists of the following executables located in the c:\c51eval\bin directory:

· Vision uvw51e.exe

· C Compiler c51.exe

· Assembler a51.exe

· Linker bL51.exe

· dScope dsw51.exe

Vision IDE

Vision is a Windows based front end for the C Compiler and Assembler. It was developed in the USA as was the printed manual set. Compiler, Assembler and Linker options are set with simple mouse clicks. Vision runs on Windows 3.1, 95 and NT. The Compiler, Assembler and Linker are DOS executables. They can be accessed with your favorite batch files if you prefer. This provides maximum flexibility. This Integrated Development Environment (IDE) has been expressly designed with the user in mind. A full function editor is included. All IDE functions are intuitive via pull down menus with prompted selections. An extensive Help utility is included. External executables can be run from within Vision. This includes emulator software.

C51 C Compiler for the 8051, 8x931Hx and 8x931Ax [USB]

The C51 ANSI compiler along with the A51 assembler is designed specifically for the Intel MCS8051 microcontroller family, including the 8x931 USB. The C51 is 100% compatible with existing 8051 programs. Extensions provide access to all 8051 hardware components. Sample USB/931 code is available: www.keil.com/usb. C51 supports code banking. The compiler can be run in either DOS mode or called from the Windows based front end Vision.

A51 Macro Assembler

This Macro Assembler is included with each Compiler package or is available separately. All utilities needed to complete your project are included for all members of the 8051 family. This Assembler is DOS based or can be run from Vision which is included with every Assembler and Compiler package.

BL51 Linker - Banked Linker

The BL51 Linker/Locator is used to join relocatable object modules and library files together. The object files are created with the C51 compiler or the A51 Assembler using the Keil library files. The linking process results in absolute object modules. The BL51 linker is DOS based and can be run from DOS or through Windows using Vision. A MAP file is produced giving details of the memory structure. The object file may be specified to contain debugging information as required by simulators, debuggers and emulators. The BL51 linker can overlay important internal RAM for variables to greatly increase the speed of processing. The BL51 linker supports banking.

dScope Simulator

dScope is a software simulator. Your code can be debugged either in software on your PC or in your target hardware. When operated in conjunction with the Keil monitor installed in your target hardware, dScope becomes tScope. You have the ability to run/halt, set breakpoints, examine/change memory, view the stack, view/set peripheral information, and apply virtual external signals. dScope has a Performance Analysis feature to ensure your code runs efficiently. dScope has a disassembler/assembler allowing you to make changes in your code without recompiling.

Evaluation Version of the Keil Tool Set

The evaluation version of the Keil tool set is restricted to a 2K code size and the code must be located at 0x4000. Useful object code is produced. Other than these restrictions, the tool set works exactly as the full version does. This allows you to fully evaluate the features and power of Keil products. The full version has no restrictions and is fully ANSI compliant.



     CHAPTER   2

2. SYSTEM STUDY

2.1Existing System

There are some disadvantages in the existing system and explained below,

· In existing method, man only can switch on and off the electrical appliances.

· The remote control systems are useful only in certain limited area or within the house premises.

· There is no user interaction with house maintenance systems.

· The intruders can easily disable the system by cutting wires and disconnecting the external power supplies.

· There are no automated warning messages from the system to the user.

· There is no security features provided by the existing house maintenance systems.

· The panik ID card holder reflects the identity of its owner, not only his or her name.  It is perfect only for the large companies. The Cost of the card is too expensive.

2.2 Proposed System
· The electrical appliances can be controlled and monitored from the place where the peoples are seated.

· The door can be locked, opened and the status of the door also known by sending the messages to the particular systems.

· The system can be accessed from anywhere throughout the world.

· The user can easily interact with the system and store the password, mobile numbers stored in the systems.

· We are using the confusion wiring system, so the intruders can’t disable the system easily.

· It is very cheap and easy to maintain.

2.3 Problem Definition

 It is the Embedded-project for real time house maintenance and security system for leg less people. 

The first objective House maintenance is achieved by using microcontroller and relay circuit. The authorized person gives the acknowledgement to that device, then the microcontroller will switch on or off the electrical appliances and  send the state of that appliances whether they are currently working or not. The authorized person can done this by using their normal mobile phones.


The second objective of our paper is to offer increased house security that is when there is any intrusion or unauthorized entry the alert message is send to owner. Who can close the  door and enable the security alarm system by sending a coded message to prevent from any actions of intruders.

2.4 Problem Description 

· Authentication Verification

· Door status Monitoring & Control

· Electrical Appliances Monitoring & Control

· Security Alarm System

· Automatic Warning Messages

· Confusion Wiring System
· User Interaction With The System

2.4.1 Authentication Verification

The password has been verified to open the doors of the house. If the given password is valid means the doors will be opened by the system. Else the system will send the warning message to the particular respective mobile numbers in the system.
2.4.2 Door status Monitoring & Control
The doors can be opened and closed by sending the messages from the authorized person’s mobile number which is stored in the microcontroller’s database to the system. And the status of the doors can be identified by sending messages to the system. The system will automatically act for the respective given messages. 

2.4.3 Electrical Appliances Monitoring & Control

The electrical appliances can be controlled by the persons by sending the messages to the system, and we can also to identify the status of the electrical appliances whether it is currently working or not by sending the messages. 
2.4.4 Security Alarm System

The security alarm system is used for the emergency purposes. The person can enable or disable the alarm by sending the messages to the system.

2.4.5 Automatic Warning Messages

The automatic warning messages will be sent to the particular authorized users if any intrusion takes place by the intruders. The automatic messages were the additional added feature to our system.

2.4.6 Confusion Wiring System

The confusion wiring system is a newly introduced mechanism which is used to monitor the external power supply detection to the system. If anyone disconnected the external power source to the system means it will automatically detect it and send a warning message to the authorized person.

2.4.7 User Interaction With The System

The user can change the mobile number and the password that is stored in the database for their  authentication purpose. The authorized person can add additional trusted users to access the system by storing their numbers and in the microcontroller’s database.

                         CHAPTER   3

3. SYSTEM DESIGN AND DEVELOPMENT

3.1 Overview of the System

The System contains a Microcontroller (ATMEL 89C51) which controls the overall performance of the system, it acts a central repository for the whole system. The IR Sensors which sense that the door has opened or not. If the door has been opened, it will indicate a message to the mobile that the door is being opened and enables an buzzer sound.

The Matrix Keypad which has soft keys that makes you to enter the Secure Password by the user. The LCD Display that displays the entered password in the alpha numeric characters. If the entered characters matches the password which has been stored in the internal database of the EEPROM it automates the lock system to open, in such a case the relay system enables the door to open. If the password has been mismatches with the entered password the relay system automatically enables the alarm system.



The RS-232 which is used as an interface with the wireless network to secure the entire home appliances and the entire home. The entire system follows through a series of Mobile network communication until the network has been enable the messages will be delivered to the authorized users. It also contains the external battery connected to the system when there is a power shut down. The battery keeps the circuit alive when even the unauthorized person tries to enter the home. The block can be fixed on near by to the door and it has to be connected to the power supply through a single phase connection or to a three phase connection.
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Fig 1: Block Diagram
3.2 Relay
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Fig 2: Relay Circuit - SPST
A relay is an electrically operated switch. Current flowing through the coil of the relay creates a magnetic field which attracts a lever and changes the switch contacts. The coil current can be on or off so relays have two switch positions and they are double throw (changeover) switches. Relays allow one circuit to switch a second circuit which can be completely separate from the first. For example a low voltage battery circuit can use a relay to switch a 230V AC mains circuit. There is no electrical connection inside the relay between the two circuits; the link is magnetic and mechanical. 

 The coil of a relay passes a relatively large current, typically 30mA for a 12V relay, but it can be as much as 100mA for relays designed to operate from lower voltages. Most ICs (chips) cannot provide this current and a transistor is usually used to amplify the small IC current to the larger value required for the relay coil. The maximum output current for the popular 555 timer IC is 200mA so these devices can supply relay coils directly without amplification. 

                   [image: image3.jpg]
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Fig 3: Relay

Relays are usually SPDT or DPDT but they can have many more sets of switch contacts, for example relays with 4 sets of changeover contacts are readily available. Most relays are designed for PCB mounting but you can solder wires directly to the pins providing you take care to avoid melting the plastic case of the relay.  The animated picture shows a working relay with its coil and switch contacts. You can see a lever on the left being attracted by magnetism when the coil is switched on. This lever moves the switch contacts. There is one set of contacts (SPDT) in the foreground and another behind them, making the relay DPDT. 
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Fig 4: Relay Switch Connection
The relay's switch connections are usually labeled COM, NC and NO: 

· COM = Common, always connect to this, it is the moving part of the switch. 

· NC = Normally Closed, COM is connected to this when the relay coil is off. 

· NO = Normally Open, COM is connected to this when the relay coil is on. 

3.2.1 Circuit Description
This circuit is designed to control the load. The load may be motor or any other load. The load is turned ON and OFF through relay.  The relay ON and OFF is controlled by the pair of switching transistors (BC 547). The relay is connected in the Q2 transistor collector terminal. A Relay is nothing but electromagnetic switching device which consists of three pins. They are Common, Normally close (NC) and Normally open (NO).

The relay common pin is connected to supply voltage. The normally open (NO) pin connected to load. When high pulse signal is given to base of the Q1 transistors, the transistor is conducting and shorts the collector and emitter terminal and zero signals is given to base of the Q2  transistor. So the relay is turned OFF state.
 When low pulse is given to base of transistor Q1 transistor, the transistor is turned OFF. Now 12v is given to base of Q2 transistor so the transistor is conducting and relay is turned ON. Hence the common terminal and NO terminal of relay are shorted. Now load gets the supply voltage through relay. 

	Voltage Signal from Microcontroller or PC
	Transistor Q1
	Transistor Q2
	Relay

	1
	On
	Off
	Off

	0
	Off
	On
	On


Table 1: Relay Status
3.3 KEYPAD

A numeric keypad, or numpad for short, is the small, palm-sized, seventeen key section of a computer keyboard, usually on the very far right. The numeric keypad features digits 0 to 9, addition (+), subtraction (-), multiplication (*) and division (/) symbols, a decimal point (.) and Num Lock and Enter keys. Laptop keyboards often do not have a numpad, but may provide numpad input by holding a modifier key (typically lapelled "Fn") and operating keys on the standard keyboard. Particularly large laptops (typically those with a 17 inch screen or larger) may have space for a real numpad, and many companies sell separate numpads which connect to the host laptop by a USB connection.

Numeric keypads usually operate in two modes: when Num Lock is off, keys 8, 6, 2, 4 act like an arrow keys and 7, 9, 3, 1 act like Home, PgUp, PgDn and End; when Num Lock is on, digits keys produce corresponding digits. These, however, differ from the numeric keys at the top of the keyboard in that, when combined with the Alt key on a PC, they are used to enter characters which may not be otherwise available: for example, Alt-0169 produces the copyright symbol. These are referred to as Alt codes. On Apple Computer Macintosh computers, which lack a Num Lock key, the numeric keypad always produces only numbers. The num lock key is replaced by the clear key.

                                                [image: image6.emf]
Fig 5: Matrix Keypad

Numeric keypads usually operate in two modes: when Num Lock is off, keys 8, 6, 2, 4 act like an arrow keys and 7, 9, 3, 1 act like Home, PgUp, PgDn and End; when Num Lock is on, digits keys produce corresponding digits. These, however, differ from the numeric keys at the top of the keyboard in that, when combined with the Alt key on a PC, they are used to enter characters which may not be otherwise available: for example, Alt-0169 produces the copyright symbol. These are referred to as Alt codes.

3.4 SMCL – LCD
AT89CS1 is the 40 pins, 8 bit Microcontroller manufactured by Atmel group. It is the flash type reprogrammable memory. Advantage of this flash memory is we can erase the program with in few minutes. It has 4kb on chip ROM and  128 bytes internal RAM and 32 I/O pin  as arranged as port 0 to port 3 each has 8 bit bin .Port 0 contain 8 data line(D0-D7) as well as low order address line(AO-A7).  Port ` contain higher order address line (A8-A15). Port 3 contains  special purpose register such as serial input receiver  register SBUF, interrupt INT0,INT1  and Timers T0 , T1 many of the pins have multi functions which can be used as general purpose I/P pins (or) Special purpose function can be decided by the programmer itself. 

3.4.1 CRYSTAL
The heart of the micro controller is the circuitries which generate the clock pulse. Then micro controller provides the two pins. XTAL 1, XTAL 2 to correct the external crystal resonator along with capacitor. The crystal frequency is the basic clock frequency of the microcontroller. 
3.4.2 RESET
The memory location for 89C51 0000H to 0FFFH. Whenever switch on the supply the memory location starts from 0000H.The 89C51 micro controller provide 9th pin for Reset Function. Here the reset circuitry consists of 10Mf capacitor in series with 10K resister. When switch on the supply the capacitor is changed and discharged gives high low pulse to the 9th pin through the 7414 inverter.


Here we interface LCD display to microcontroller via port 0 and port 2. LCD control lines are connected in port 2 and Data lines are connected in port 0. 

3.4.3 LCD

Liquid Crystal Display has 16 pins in which first three and 15th pins are used for power supply. 4th pin is RS (Register Selection) if it is low data and if it is high command will be displayed. 5th pin is R/W if it is low it performs write operation. 6th pin act as enable and remaining pins are data lines.
3.5 MICROCONTROLLER
Microcontroller is a general purpose device, which integrates a number of the components of a microprocessor system on to single chip. It has inbuilt CPU, memory and peripherals to make it as a mini computer. A microcontroller combines on to the same microchip: 
· The CPU core

· Memory(both ROM and RAM)

· Some parallel digital i/o

Microcontrollers will combine other devices such as:

· A timer module to allow the microcontroller to perform tasks for certain time periods.

· A serial I/O port to allow data to flow between the controller and other devices such as a PIC or another microcontroller.

· An ADC to allow the microcontroller to accept analogue input data for processing.

Microcontrollers are:

·  Smaller in size

·  Consumes less power

·  Inexpensive


  Micro controller is a stand alone unit, which can perform functions on its own without any requirement for additional hardware like I/O ports and external memory. The heart of the microcontroller is the CPU core. In the past, this has traditionally been based on a 8-bit microprocessor unit. For example Motorola uses a basic 6800 microprocessor core in their 6805/6808 microcontroller devices.
 In the recent years, microcontrollers have been developed around specifically designed CPU cores, for example the microchip PIC range of microcontrollers.
AT89C51 is the 40 pins, 8 bit Microcontroller manufactured by Atmel group. It is the flash type reprogrammable memory. Advantage of this flash memory is we can erase the program with in few minutes. It has 4kb on chip ROM and  128 bytes internal RAM and 32 I/O pin  as arranged as port 0 to port 3 each has 8 bit bin .Port 0 contain 8 data line(D0-D7) as well as low order address line(AO-A7). 

 Port 2 contain higher order address line (A8-A15). Port 3 contains  special purpose register such as serial input receiver  register SBUF, interrupt INT0,INT1  and timers T0 , T1 many of the pins have multi functions which can be used as general purpose I/O pins (or) Special purpose function can be decided by the programmer itself. 

· 4K Bytes of In-System Reprogrammable Flash Memory

· Endurance: 1,000 Write/Erase Cycles

· Fully Static Operation: 0 Hz to 24 MHz

· Three-Level Program Memory Lock

· 128 x 8-Bit Internal RAM

· 32 Programmable I/O Lines

· Two 16-Bit Timer/Counters

· Six Interrupt Sources

· Programmable Serial Channel

· Low Power Idle and Power Down Modes

The AT89C51 is a low-power, high-performance CMOS 8-bit microcomputer with 4K bytes of Flash Programmable and Erasable Read Only Memory (PEROM). The device is manufactured using Atmel is high density nonvolatile memory technology and is compatible with the industry standard MCS-51™ instruction set and pinout. 

The on-chip Flash allows the program memory to be reprogrammed in-system or by a conventional nonvolatile memory programmer. By combining a versatile 8-bit CPU with Flash on a monolithic chip, the Atmel AT89C51 is a powerful microcomputer which provides a highly flexible and cost effective solution to many embedded control applications

3.5.1 ARCHITECTURE OF AN 8051 MICROCONTROLLER

The 8051 consist of:

· Eight-bit CPU with registers A (the accumulator) and B

· Program counter (PC) 

· Data pointer (DPTR)

· Flags and the Program Status Word (PSW) 

· Eight-bit stack pointer (SP)

· Internal ROM or EPROM or FLASH ROM

· Internal RAM of 256bytes(128bytes general purpose):

· Four register banks, each containing eight registers

· Two 16-bit timer / counter: T0 and T1

· Full duplex serial data receiver/transmitter; SBUF

· Interrupts

· Oscillator and clock circuits

· Thirty-two input/output pins arranged as four 8-bit ports P0-P3             
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Fig 6: Pin Out Diagram Of The 8051
3.6 ALARM
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Fig 7: Alarm Circuit

3.6.1 Buzzer
 
A buzzer or beeper is a signalling device, usually electronic, typically used in automobiles, household appliances such as a microwave oven, or game shows. It most commonly consists of a number of switches or sensors connected to a control unit that determines if and which button was pushed or a preset time has lapsed, and usually illuminates a light on the appropriate button or control panel, and sounds a warning in the form of a continuous or intermittent buzzing or beeping sound. Initially this device was based on an electromechanical system which was identical to an electric bell without the metal gong (which makes the ringing noise). 

Often these units were anchored to a wall or ceiling and used the ceiling or wall as a sounding board. Another implementation with some AC-connected devices was to implement a circuit to make the AC current into a noise loud enough to drive a loudspeaker and hook this circuit up to a cheap 8-ohm speaker. Nowadays, it is more popular to use a ceramic-based piezoelectric sounder like a Sonalert which makes a high-pitched tone. Usually these were hooked up to "driver" circuits which varied the pitch of the sound or pulsed the sound on and off.
3.6.2 Circuit description
The circuit is designed to control the buzzer. The buzzer ON and OFF is controlled by the pair of switching transistors (BC 547). The buzzer is connected in the Q2 transistor collector terminal. 

             When high pulse signal is given to base of the Q1 transistors, the transistor is conducting and close the collector and emitter terminal so zero signals is given to base of the Q2 transistor. Hence Q2 transistor and buzzer is turned OFF state.

                    When low pulse is given to base of transistor Q1 transistor, the transistor is turned OFF. Now 12v is given to base of Q2 transistor so the transistor is conducting and buzzer is energized and produces the sound signal. 

	Voltage Signal from Microcontroller or PC
	Transistor Q1
	Transistor Q2
	Buzzer

	1
	On
	Off
	Off

	0
	Off
	On
	On


Table 2: Buzzer Status
3.7.  RS232 COMMUNICATION
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Fig 8: RS232 COM Port

3.7.1 RS232
In telecommunications, RS-232 is a standard for serial binary data interconnection between a DTE (Data terminal equipment) and a DCE (Data Circuit-terminating Equipment). It is commonly used in computer serial ports.

3.7.2 Scope of the Standard
The Electronic Industries Alliance (EIA) standard RS-232-C [3] as of 1969 defines:
· Electrical signal characteristics such as voltage levels, signaling rate, timing and slew-rate of signals, voltage withstand level, short-circuit behavior, maximum stray capacitance and cable length 
· Interface mechanical characteristics, pluggable connectors and pin identification 
· Functions of each circuit in the interface connector 
· Standard subsets of interface circuits for selected telecom applications 
The standard does not define such elements as character encoding (for example, ASCII, Baudot or EBCDIC), or the framing of characters in the data stream (bits per character, start/stop bits, parity). The standard does not define protocols for error detection or algorithms for data compression.

The standard does not define bit rates for transmission, although the standard says it is intended for bit rates lower than 20,000 bits per second. Many modern devices can exceed this speed (38,400 and 57,600 bit/s being common, and 115,200 and 230,400 bit/s making occasional appearances) while still using RS-232 compatible signal levels.

Details of character format and transmission bit rate are controlled by the serial port hardware, often a single integrated circuit called a UART that converts data from parallel to serial form. A typical serial port includes specialized driver and receiver integrated circuits to convert between internal logic levels and RS-232 compatible signal levels.

3.7.3 Circuit working Description

In this circuit the MAX 232 IC used as level logic converter. The MAX232 is a dual driver/receiver that includes a capacitive voltage generator to supply EIA 232 voltage levels from a single 5v supply. Each receiver converts EIA-232 to 5v TTL/CMOS levels. Each driver converts TLL/CMOS input levels into EIA-232 levels.
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Table 3: Function Tables
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Fig 9: Logic Diagram (Positive Logic)
In this circuit the microcontroller transmitter pin is connected in the MAX232 T2IN pin which converts input 5v TTL/CMOS level to RS232 level. Then T2OUT pin is connected to reviver pin of 9 pin D type serial connector which is directly connected to PC.

         In PC the transmitting data is given to R2IN of MAX232 through transmitting pin of 9 pin D type connector which converts the RS232 level to 5v TTL/CMOS level. The R2OUT pin is connected to receiver pin of the microcontroller. Likewise the data is transmitted and received between the microcontroller and PC or other device vice versa.        

3.8 POWER DETECTION CIRCUIT

[image: image12.emf]
Fig 10: Power Detection Circuit
A power failure indicator circuit for a pulse width modulated power supply compares the average voltage of the pulse width modulated signal to an input reference voltage to determine if power failure of the supply will occur. The reference voltage corresponds to a predetermined proportion of the maximum average voltage of the pulse width modulated signal. In a preferred embodiment, the pulse width modulated signal is inverted and filtered to generate an average signal corresponding to the DC input voltage to the modulator within the pulse width modulated power supply. A comparator compares the average signal voltage to the reference voltage to determine if the average signal voltage level has fallen below the reference voltage level. If the average signal voltage level does drop below the reference voltage level, the comparator generates a signal warning of power failure of the power supply.
3.9 IR SENSING KIT
[image: image13.emf]
Fig 11: IR Sensor

Infrared transmitter is one type of LED which emits infrared rays generally called as IR Transmitter. Similarly IR Receiver is used to receive the IR rays transmitted by the IR transmitter. One important point is both IR transmitter and receiver should be placed straight line to each other.
The transmitted signal is given to IR transmitter whenever the signal is high, the IR transmitter LED is conducting it passes the IR rays to the receiver. The IR receiver is connected with comparator. The comparator is constructed with LM 358 operational amplifier. In the comparator circuit the reference voltage is given to inverting input terminal. The non inverting input terminal is connected IR receiver. When interrupt the IR rays between the IR transmitter and receiver, the IR receiver is not conducting. So the comparator non inverting input terminal voltage is higher then inverting input. Now the comparator output is in the range of +5V. This voltage is given to  microcontroller or PC and led so led will glow.

When IR transmitter passes the rays to receiver, the IR receiver is conducting due to that non inverting input voltage is lower than inverting input. Now the comparator output is GND  so the  output is given to microcontroller or PC. This circuit is mainly used to for counting application, intruder detector etc.   

3.9.1 Working principle

3.9.1.1 Transformer 

The potential transformer will step down the power supply voltage (0-230V) to (0-6V) level. Then the secondary of the potential transformer will be connected to the precision rectifier, which is constructed with the help of op–amp. The advantages of using precision rectifier are it will give peak voltage output as DC, rest of the circuits will give only RMS output.
3.9.1.2 Bridge rectifier

When four diodes are connected as shown in figure, the circuit is called as bridge rectifier. The input to the circuit is applied to the diagonally opposite corners of the network, and the output is taken from the remaining two corners. 


Let us assume that the transformer is working properly and there is a positive potential, at point A and a negative potential at point B. the positive potential at point A will forward bias D3 and reverse bias D4. 

The negative potential at point B will forward bias D1 and reverse D2. At this time D3 and D1 are forward biased and will allow current flow to pass through them; D4 and D2 are reverse biased and will block current flow.

 The path for current flow is from point B through D1, up through RL, through D3, through the secondary of the transformer back to point B. this path is indicated by the solid arrows. Waveforms (1) and (2) can be observed across D1 and D3.


One-half cycle later the polarity across the secondary of the transformer reverse, forward biasing D2 and D4 and reverse biasing D1 and D3. Current flow will now be from point A through D4, up through RL, through D2, through the secondary of T1, and back to point A. This path is indicated by the broken arrows. Waveforms (3) and (4) can be observed across D2 and D4. The current flow through RL is always in the same direction. In flowing through RL this current develops a voltage corresponding to that shown waveform (5). Since current flows through the load (RL) during both half cycles of the applied voltage, this bridge rectifier is a full-wave rectifier.


One advantage of a bridge rectifier over a conventional full-wave rectifier is that with a given transformer the bridge rectifier produces a voltage output that is nearly twice that of the conventional full-wave circuit. 

This may be shown by assigning values to some of the components shown in views A and B. assume that the same transformer is used in both circuits. The peak voltage developed between points X and y is 1000 volts in both circuits. In the conventional full-wave circuit shown—in view A, the peak voltage from the center tap to either X or Y is 500 volts. Since only one diode can conduct at any instant, the maximum voltage that can be rectified at any instant is 500 volts. 

 
The maximum voltage that appears across the load resistor is nearly-but never exceeds-500 volts, as result of the small voltage drop across the diode. In the bridge rectifier shown in view B, the maximum voltage that can be rectified is the full secondary voltage, which is 1000 volts. Therefore, the peak output voltage across the load resistor is nearly 1000 volts. With both circuits using the same transformer, the bridge rectifier circuit produces a higher output voltage than the conventional full-wave rectifier circuit.

3.9.1.3 IC voltage regulators



Voltage regulators comprise a class of widely used ICs. Regulator IC units contain the circuitry for reference source, comparator amplifier, control device, and overload protection all in a single IC. IC units provide regulation of either a fixed positive voltage, a fixed negative voltage, or an adjustable set voltage. The regulators can be selected for operation with load currents from hundreds of milli amperes to tens of amperes, corresponding to power ratings from milli watts to tens of watts.
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Fig 12: Circuit Diagram (Power supply)

A fixed three-terminal voltage regulator has an unregulated dc input voltage, Vi, applied to one input terminal, a regulated dc output voltage, Vo, from a second terminal, with the third terminal connected to ground.


The series 78 regulators provide fixed positive regulated voltages from 5 to 24 volts. Similarly, the series 79 regulators provide fixed negative regulated voltages from 5 to 24 volts.

3.10. GLOBAL SYSTEM FOR MOBILE (GSM)
GSM (Global System for Mobile Communications: originally from Groupe Special Mobile) is the most popular standard for mobile telephone systems in the world. GSM is used by over 3 billion people across more than 212 countries and territories. Its ubiquity enables international roaming arrangements between 

phone operator" 
mobile phone operators
, providing subscribers the use of their phones in many parts of the world. GSM differs from its predecessor technologies in that both signaling and speech channels are digital, and thus GSM is considered a second generation (2G) mobile phone system. This also facilitates the wide-spread implementation of data communication applications into the system.
3.10.1. Introduction to SMS



SMS provides a mechanism for transmitting short messages to and from wireless devices. The service makes use of an SMSC, which acts as a store-and-forward system for short messages. The wireless networks provides the mechanisms required to find the destination station(s) and transports short messages between the SMSCs and wireless stations. In contrast to other existing text-message transmission services such as alphanumeric paging, the service elements are designed to provide guaranteed delivery of text messages to the destination. Additionally, SMS supports several input mechanisms that allow interconnection with different message sources and destinations.


SMS is characterized by out-of-band packet delivery and low-bandwidth message transfer, which results in a highly efficient means for transmitting shirt bursts or data. Initial applications of SMS focused on eliminating alphanumeric papers by permitting two-way general-purpose messaging and notification services have been introduced, including e-mail, fax, and paging integration, interactive banking, information services such as stock quotes, and integration with Internet-based applications.


Wireless data applications include downloading of subscriber identity module (SIM) cards for activation, debit, profile-editing purposes, wireless points of sale (POS), and other field-service applications such as automatic meter reading, remote sensing, and location-based services. Additionally, integration with the internet spurred the development of Web-based messaging and other interactive applications such as instant messaging, gaming, and chatting.

3.10.2. Benefits of SMS:


The benefits of SMS to subscribers center around convenience, flexibility, and seamless integration of messaging services and data access. At a minimum, SMS benefits include the following:

· Delivery of notifications and alerts

· Guaranteed message delivery

· Reliable, low0cost communication mechanism for concise information

· Ability to screen messages and return calls in selective way

· Increased subscriber productivity

The benefits of SMS to the service provider are as follows:

· Ability to increment average revenue per user (due to increased number of calls on wireless and wireline networks by leveraging the notification capabilities of SMS)

· An alternative to alphanumeric paging services, which may replace or complement an existing paging offer

· Ability to enable wireless data access for corporate users

New revenue streams resulting from addition of value-added services      such as e-mail, voice mail, fax and Web-based application integration, reminder service, stock and currency quotes and airline schedules.


Provision of key administrative services such as advice of charge, over-the-air downloading, and over-the-air service provisioning. Protection of important network resources (such as voice channels), due to SMS’ sparing use of the control and traffic channels.

3.10.3. SMSC:


SMSC is a combination of hardware and software responsible for the relaying and storing and forwarding of a short message between an SME, and mobile device.

The SMSC must have high reliability, subscriber capacity and message throughput.  In addition, the system should be easily scalable to accommodate growing demand for SMS in the network.  Another factor to be considered is the ease of operation and maintenance of the application, as well as the flexibility to activate new services and upgrade to new software releases.

                                                      CHAPTER  4

4. TESTING
4.1 Testing

A primary purpose for testing is to detect software failures so that defects may be uncovered and corrected. This is a non-trivial pursuit. Testing cannot establish that a product functions properly under all conditions but can only establish that it does not function properly under specific conditions.

 The scope of software testing often includes examination of code as well as execution of that code in various environments and conditions as well as examining the aspects of code: does it do what it is supposed to do and do what it needs to do. In the current culture of software development, a testing organization may be separate from the development team. There are various roles for testing team members. Information derived from software testing may be used to correct the process by which software is developed. 

Though controversial, software testing may be viewed as an important part of the software quality assurance (SQA) process. In SQA, software process specialists and auditors take a broader view on software and its development. They examine and change the software engineering process itself to reduce the amount of faults that end up in the delivered software: the so-called defect rate.
Software Testing is a task intended to detect defects in software by contrasting a computer program's expected results with its actual results for a given set of inputs. By contrast, QA (Quality Assurance) is the implementation of policies and procedures intended to prevent defects from occurring in the first place.

4.2 Types Of Testing
· White Box Testing
· Black Box Testing

4.2.1 White Box Testing


 box testing" 
White box testing
 is when the tester has access to the internal data structures and algorithms including the code that implement these.

Types of white box testing

The following types of white box testing exist: 

· API testing (application programming interface) - Testing of the application using Public and Private APIs


· 
coverage" 
Code coverage
 - creating tests to satisfy some criteria of code coverage (e.g., the test designer can create tests to cause all statements in the program to be executed at least once)


· 
injection" 
Fault injection
 methods - improving the coverage of a test by introducing faults to test code paths


· 
testing" 
Static testing
 - White box testing includes all static testing

Test coverage

White box testing methods can also be used to evaluate the completeness of a test suite that was created with black box testing methods. This allows the software team to examine parts of a system that are rarely tested and ensures that the most important 

points" 
function points
 have been tested. 

Two common forms of code coverage are: 

· Function coverage, which reports on functions executed

· Statement coverage, which reports on the number of lines executed to complete the test

They both return a code, coverage metric, measured as a percentage.

4.2.2 Black Box Testing



 box testing" 
Black box testing
 treats the software as a "black box"—without any knowledge of internal implementation. Black box testing methods include: equivalence partitioning, boundary value analysis, all-pairs testing, fuzz testing, model-based testing, traceability matrix, exploratory testing and specification-based testing.

Specification-based testing: Specification-based testing aims to test the functionality of software according to the applicable requirements. Thus, the tester inputs data into, and only sees the output from, the test object. This level of testing usually requires thorough test cases to be provided to the tester, who then can simply verify that for a given input, the output value (or behavior), either "is" or "is not" the same as the expected value specified in the test case.

Advantages and disadvantages: The black box tester has no "bonds" with the code, and a tester's perception is very simple: a code must have bugs. Using the principle, "Ask and you shall receive," black box testers find bugs where programmers do not. But, on the other hand, black box testing has been said to be "like a walk in a dark labyrinth without a flashlight," because the tester doesn't know how the software being tested was actually constructed. As a result, there are situations when (1) a tester writes many test cases to check something that could have been tested by only one test case, and/or (2) some parts of the back-end are not tested at all.

Therefore, black box testing has the advantage of "an unaffiliated opinion," on the one hand, and the disadvantage of "blind exploring," on the other.

4.3 Software Testing Strategies

Any software has to be tested with preplanned strategies as a regular pressman states, the preparation for testing should start as soon as the design of the system starts.


To carry out the testing in on efficient process handling, test case design, test excursion and the resultant data collection and evaluation. The  developed codes was tested with the help of the following testing strategies.

· Unit Testing

· Integration Testing

· Validation Testing

· Alpha Testing

· Beta Testing

· System Testing

· Security testing

· Stability Testing 

· Usability Testing

4.3.1 Unit Testing
· Unit testing refers to tests that verify the functionality of a specific section of code, usually at the function level. 

· In an object-oriented environment, this is usually at the class level, and the minimal unit tests include the constructors and destructors.

· These types of tests are usually written by developers as they work on code (white-box style), to ensure that the specific function is working as expected. 

· One function might have multiple tests, to catch corner cases or other branches in the code. Unit testing alone cannot verify the functionality of a piece of software, but rather is used to assure that the building blocks the software uses work independently of each other.

· Unit testing is also called Component Testing.
4.3.2 Integration Testing
· Integration testing is any type of software testing that seeks to verify the interfaces between components against a software design. 

· Software components may be integrated in an iterative way or all together ("big bang"). Normally the former is considered a better practice since it allows interface issues to be localized more quickly and fixed.

· Integration testing works to expose defects in the interfaces and interaction between integrated components (modules). 

· Progressively larger groups of tested software components corresponding to elements of the architectural design are integrated and tested until the software works as a system. 

4.3.3 Validation Testing
The aim of this testing is to verify that the system does what it was designed for

· The system was tested to ensure that it updates the branch data.

· Alpha testing was carried out to ensure the validity of the system.

4.3.4 Alpha Testing

Alpha testing is simulated or actual operational testing by potential users/customers or an independent test team at the developers' site. Alpha testing is often employed for off-the-shelf software as a form of internal acceptance testing, before the software goes to beta testing.

4.3.5 Beta Testing

Beta testing comes after alpha testing. Versions of the software, known as beta versions, are released to a limited audience outside of the programming team. The software is released to groups of people so that further testing can ensure the product has few faults or bugs. Sometimes, beta versions are made available to the open public to increase the feedback field to a maximal number of future users.

4.3.6 System Testing
The main idea of applying this testing strategy was to put the system to a series of rests to ensure that it performed well and exactly same under all conditions.

The tests that the system was put to were

· Recovery Testing

· Performance Testing
4.3.7 Security Testing
Security testing is essential for software that processes confidential data to prevent system intrusion by hackers.

4.3.8 Stability Testing
Stability testing checks to see if the software can continuously function well in or above an acceptable period. This activity of Non Functional Software Testing is oftentimes referred to as load (or endurance) testing.

4.3.9 Usability Testing

Usability testing is needed to check if the user interface is easy to use and understand.

      CHAPTER  5

5.IMPLEMENTATION AND MAINTENANCE

5.1 IMPLEMENTATION
· The Project was tested and was proved successful.

· The prime purpose of the project is to provide Maintenance and Security System for legless peoples.

· The House Maintenance provides electrical appliances control and monitoring the door lock system. 
· The Security System provides Authentication to the user, alarm system and provides warning  message through the mobile phone.

· Confusing Wiring system reduces the chance for diffusion of the system by the intruders.

· The result is displayed to the user.

The Feedback after the implementation
· The New system has good performance than the older one.

· The New system provides user compatibility.
· The Implementation cost is low.

· The Confusing wiring provides added security features to the system.

5.2 MAINTENANCE ISSUES


Software Maintenance is used to describe a software engineering activity that occurs after the deliver of the software product to the customer. The maintenance phase of the software life cycle is time period in which software perform useful work. It may be describing fare activities that are undertaken after a system is released for the use.

Adaptive Maintenance


An activity that modifies the system to properly interact with the environment is adaptive maintenance. The other activities that contribute to the definition of the maintenance occur since rapid changes are encountered in every aspects of computing. It can be implemented as a real time application.

      CHAPTER  6

6. CONCLUSION

In our paper we have implemented the solution for house maintenance and security system for the legless peoples. The electrical appliances can be controlled and monitored by the legless peoples from the place where they seated by sending the messages. And also it provides a solution for the problem of theft. The owner send acknowledgement means the doors of the house will be locked and the sound alarm systems too enabled through relay circuit.


It provides the user to move freely from home and to that of any where else in and around the place with fear from theft or from any misbehavior activities from the person in and around the home. It gives the alarms to the Security personals to safeguard the home or the entire surroundings. The revolution to the system may decrease the illegal activities that incorporate the home and the physically challenged personals.

“This will lead to the new innovations for the physically challenged people“
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      CHAPTER  7

   APPENDIX

APPENDIX : 1

SYSTEM FLOW DIAGRAM
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APPENDIX : 2

CODING

#include <AT89X52.H>

#include"smcl_lcd8.h"

#include"AT_Serial.h"

#include"AT_i2c.h"

sbit key=P2^0;  sbit alarm=P2^1;  sbit close_sw = P2^2;   sbit open_sw = P2^3;

sbit fan = P3^4; sbit light = P3^5;  sbit open = P2^4;  sbit close = P1^7;

sbit ir=P3^4;  sbit r1=P1^3;  sbit r2=P1^4;  sbit r3=P1^5;  sbit r4=P1^6;

sbit c1=P1^0;  sbit c2=P1^1;  sbit c3=P1^2;  

idata unsigned char var,sec,a[4],i,count=0,pwd[4],g[4],p=0,mob[15];

idata unsigned char comm,i,j,s,o,v1[9],j,dataa[90];

idata unsigned int spd_count;

bit rotate=0;

void keypad();

void msg_send(unsigned char);

void password();

void read();

void on();

unsigned char value0to9();

void main()

{

   open=close=1;      fan=light=1;      alarm=0;     Lcd8_Init();

   Lcd8_Display(0x80," HOME SECURITY &",16);

   Lcd8_Display(0xC0,"MAINTAINANCE SYS",16);

   Serial_Init(9600);      Eeprom_Init();      Delay(4000);     Receive(0);

   Eeprom_Write(0x30,9);     Delay(5000);     Eeprom_Write(0x31,9);

   Delay(5000);     Eeprom_Write(0x32,9);     Delay(5000);  
   Eeprom_Write(0x33,4);     Delay(5000);     Eeprom_Write(0x34,3);

    Delay(5000);      Eeprom_Write(0x35,7);      Delay(5000);

    Eeprom_Write(0x36,8);      Delay(5000);      Eeprom_Write(0x37,2);

    Delay(5000);      Eeprom_Write(0x38,4);      Delay(5000);

    Eeprom_Write(0x39,2);      Delay(5000);      Lcd8_Command(0x01);

    while(1)read();


{

    Lcd8_Display(0xC0,"                ",16);

    while(!key)


{


     Lcd8_Display(0x80,"KEY NOT INSERTED",16);


     if(ir)  {  Lcd8_Display(0xc0,"  DOOR CLOSED   ",16);  }

     else   {  Lcd8_Display(0xc0,"   DOOR OPEN ,16); msg_send(1);  }


     r4=1;r1=0;r3=r2=1;







     if(!c1 && c2 && c3 ){password();}


}

if(key&&count<=2)

{  TR0=0;  keypad();  }

else if(count>1)

{

     Lcd8_Display(0x80," WRONG PASSWORD ",16);

     Lcd8_Display(0xC0,"REMOVE THE KEY..",16);

    while(key);

    count=0;

}

}

}

void keypad()

{

    Lcd8_Command(0x01);

    Lcd8_Display(0x80," ENTER PASSWORD ",16);

    g[0]=Eeprom_Read(0x10);Delay(6000);

    g[1]=Eeprom_Read(0x11);Delay(6000);

    g[2]=Eeprom_Read(0x12);Delay(6000);

    g[3]=Eeprom_Read(0x13);Delay(6000);

    for(i=0;i<4;i++)


{ 

              a[i]=value0to9();Delay(6000);


    while(!c1 || !c2 || !c3);


    Lcd8_Write(0xc0+i,a[i]+0x30);       //Lcd8_Write(0xc7+i,g[i]+0x30);


}

     Delay(65000);Delay(65000);Delay(65000);

     if(a[0]==g[0]&&a[1]==g[1]&&a[2]==g[2]&&a[3]==g[3])

     {  count=0;Lcd8_Command(0x01);

         Lcd8_Display(0x80," ACCESS GRANTED  ",16);on();}

      else 

     {


  Lcd8_Command(0x01);


  Lcd8_Display(0x80," ACCESS DENIED   ",16);


  count++;       alarm=1;     Delay(65000);      Delay(65000);     alarm=0;   
 

       }


if(count>=2){msg_send(2);}


Delay(65000);Delay(65000);Delay(65000);


Lcd8_Command(0x01);

}

unsigned char value0to9()

{


while(1)


{


     r4=0;r2=r3=r1=1;









     if(!c1 && c2 && c3) {  Delay(6000);return(1);  }


     if(c1 && !c2 && c3) {  Delay(6000);return(2);  }


     if(c1 && c2 && !c3) {  Delay(6000);return(3);  }


       r1=1;r3=0;r2=r4=1;







                             if(!c1 && c2 && c3 ) {  Delay(6000);return(4);  }


     if(c1 && !c2 && c3 ) {  Delay(6000);return(5);  }


     if(c1 && c2 && !c3 ) {  Delay(6000);return(6);  }



 r1=1;r2=0;r3=r4=1;








     if(!c1 && c2 && c3 ) {  Delay(6000);return(7);  }


     if(c1 && !c2 && c3 ) {  Delay(6000);return(8);  }


      if(c1 && c2 && !c3 ){Delay(6000);return(9);}



  r4=1;r1=0;r3=r2=1;








      if(c1 && !c2 && c3 ){Delay(6000);return(0);}


}
while(!c1 || !c2 || !c3);

}

void timer0() interrupt 1

{

   if(var<=15)      var++;

   else  {  sec=sec+1;var=0;  }

}

void password()

{

   while(!c1 || !c2 || !c3);

    Lcd8_Command(0x01);

    Lcd8_Display(0x80,"ENTER OLD PWD...",16);

    for(i=0;i<4;i++)


{ 


    a[i]=value0to9();Delay(6000);


    while(!c1 || !c2 || !c3);


    Lcd8_Write(0xc0+i,a[i]+0x30);


}


   g[0]=Eeprom_Read(0x10);Delay(6000);  

   g[1]=Eeprom_Read(0x11);Delay(6000);


   g[2]=Eeprom_Read(0x12);Delay(6000);


   g[3]=Eeprom_Read(0x13);Delay(6000);


   Lcd8_Command(0x01);

     if(a[0]==g[0]&&a[1]==g[1]&&a[2]==g[2]&&a[3]==g[3])


{


    Lcd8_Display(0x80,"ENTER NEW PWD...",16);


    count=0;


    for(i=0;i<4;i++)



{ 



    pwd[i]=value0to9();Delay(10000);



    while(!c1 || !c2 || !c3);



    Eeprom_Write(0x10+i,pwd[i]);        Delay(6000);



    Lcd8_Write(0xc0+i,pwd[i]+0x30);



}



    Lcd8_Command(0x01);


    for(i=0;i<4;i++)



{



    Lcd8_Write(0x84+i,Eeprom_Read(0x10+i)+0x30);   Delay(10000);



}



    Delay(65000);    Delay(65000);    Delay(65000);



    Lcd8_Command(0x01);

                        Lcd8_Display(0x80,"enter mob number",16);


    for(i=0;i<10;i++)



{ 


    mob[i]=value0to9();Delay(10000);

                        while(!c1 || !c2 || !c3);

                        Lcd8_Write(0xc0+i,mob[i]+0x30);



   Eeprom_Write(0x30+i,mob[i]);Delay(6000);



}


     Lcd8_Command(0x01);


     for(i=0;i<10;i++)



{

                        Lcd8_Write(0x80+i,Eeprom_Read(0x30+i)+0x30);

                        Delay(6000);



}

                Delay(65000);    Delay(65000);      Delay(65000);



}


      else Lcd8_Display(0x80,"incorrect pwd...",16);  

      Delay(65000);     Delay(65000);

}
void on()

{

  open=0;close=1;

  while(open_sw);

  close=1;open=1;    Delay(65000);    Delay(65000);    Delay(65000);  
  close=0;open=1;

  while(close_sw);    open=close=1;

}

void msg_send(unsigned char d1)

{

   alarm=1;     EA=1;


   Lcd8_Command(0x01);

   Lcd8_Display(0x80,"sending message ",16);     TR0=0;





Serial_Conout("AT+CMGF=1",9);

          Serial_Out(0x0d);Delay(65000);Delay(40000);

          Serial_Conout("AT+CMGS=",8);

          Serial_Out('"');

   for(o=0;o<=9;o++)


 {

               p=Eeprom_Read(0x30+o);Delay(1000);

               Serial_Out(p+0x30);

               Lcd8_Write(0xc0+o,p+0x30);


 }

    Serial_Out('"');      Serial_Out(0x0d);      Delay(65000);

    if(d1==1)

    Serial_Conout("unauthorised entry",18);

    else if(d1==2)


{


   Serial_Conout("incorrect password entered",26);


}

       else if(d1==3)


{


  Serial_Conout("APPLIANCE STATUS:  ",19);

            Serial_Conout("FAN:",4);


  if(fan) {  Serial_Conout("OFF   ",6);  }


  else {  Serial_Conout("ON    ",6);  }


  Serial_Conout("LIGHT:",6);


  if(light){Serial_Conout("OFF   ",6);}


  else{Serial_Conout("ON    ",6);}


}

      Serial_Out(0x1a);Delay(65000);Delay(65000);

      Lcd8_Command(0x01);

      Lcd8_Display(0x80,"Msg Sent To Mbl ",16);

      alarm=0;        Delay(100);        EA=1;TR0=1;

}

void read()

{

      j=0;       Serial_Conout("AT+CMGF=1",9);//Delay(40000);

     Serial_Out(0x0d);       Delay(65000);Delay(40000);

     Serial_Conout("AT+CMGR=1",9);

     Serial_Out(0x0d);         //Delay(65000);Delay(40000);

     Receive(1);  Delay(65000);   Delay(65000);  Delay(65000);   Delay(65000);

     Receive(0);    Lcd8_Decimal2(0xc0,j);

     if(j>70)


{


   Lcd8_Command(0x01);


   Lcd8_Display(0x80,"message received",16);


   for(j=60;j<=80;j++)


     {


      
if(dataa[j]=='L' && dataa[j+1]=='O' && dataa[j+2]=='N' )




{light=0;break;}



if(dataa[j]=='L' && dataa[j+1]=='O' && dataa[j+2]=='F'  && dataa[j+2]=='F')




{light=1;break;}



if(dataa[j]=='S' && dataa[j+1]=='T' && dataa[j+2]=='A'  && dataa[j+2]=='T')




{msg_send(3);break;}


      }


     Serial_Conout("AT+CMGD=1",9);


     Serial_Out(0x0d);Delay(65000);Delay(40000);


     Serial_Conout("AT+CMGD=1,4",9);


     Serial_Out(0x0d);Delay(65000);Delay(40000);

                j=0;


     Delay(65000);     Delay(65000);


}


}

void serial() interrupt 4

{ 
if(RI==1)


{   RI=0;   dataa[j]=SBUF;   if(j<89)    j++;   }  

}
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